[Vulnerability Lets Hackers Control Building Locks, Electricity, Elevators and More](https://www.wired.com/2013/02/tridium-niagara-zero-day/)

[Cylance Uncovers New Security Flaw in Tridium Niagara AX ICS](https://www.esecurityplanet.com/network-security/cylance-uncovers-new-security-flaw-in-tridium-niagara-ax-ics.html)

[ICS-CERT: Tridium Niagara Vulnerabilities Update](http://www.infosecisland.com/blogview/22215-ICS-CERT-Tridium-Niagara-Vulnerabilities-Update.html)

[Researchers Hack Building Control System at Google Australia Office](https://www.wired.com/2013/05/googles-control-system-hacked/)

[Hackers Penetrate Google’s Building Management System](https://www.greentechmedia.com/articles/read/hackers-penetrate-googles-building-management-system)

[Niagara Vulnerabilities Put Office Buildings, Airports, Hospitals at Risk](http://www.securityweek.com/niagara-vulnerabilities-put-office-buildings-airports-hospitals-risk)

[DHS warns of vulnerabilities in widely used Niagara software](https://www.computerworld.com/article/2505987/malware-vulnerabilities/dhs-warns-of-vulnerabilities-in-widely-used-niagara-software.html)

[Tridium issues fixes for online control system](https://www.washingtonpost.com/investigations/tridium-issues-fixes-for-online-control-system/2012/08/15/678ea3c2-e6e8-11e1-936a-b801f1abab19_story.html?utm_term=.22e5aa9fa18d)

[ICS CERT warns on Niagara control system software vulnerabilities](http://www.gsnmagazine.com/article/26768/ics_cert_warns_niagara_control_system_software_vul)

[Vulnerabilities in Niagara Framework exposed](https://www.infosecurity-magazine.com/news/vulnerabilities-in-niagara-framework-exposed/)