**OBACM - Access Control Policies**(Regulation (EU) 2024/1781, 2024)

The following are the access control policies mandated by ESPR.

* A customer is permitted to view the Digital Product Passport (DPP) of a product before purchasing it, including during online or distance selling.
* A manufacturer is permitted to create, update, and manage the DPP for any product it places on the market.
* An importer is permitted to access and verify the DPP for compliance purposes.
* An importer must ensure that the DPP is made available to downstream actors and must store a backup copy via an authorized DPP service provider.
* A distributor is permitted to access the DPP to verify product compliance.
* Repairers, Waste Managers, Recyclers are permitted to access the DPP to retrieve information necessary for product maintenance, repair, reuse, or recycling, as defined in applicable delegated acts.
* Market surveillance authorities are permitted to access all data in the DPP and the associated registry for the purpose of monitoring compliance and enforcing applicable regulations.
* Customs authorities are permitted to access and cross-check the DPP and its unique registration ID via the EU registry before allowing a product to enter the internal market.
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