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# 实验目的

1. 熟悉纠错密码学的基本概念；
2. 掌握纠错密码学编程的基本方法；
3. 理解纠错码用于密码体制设计的基本思路；
4. 查阅资料，尽可能将原理级的验证型实验逐渐演化为实现级的设计型实验。

# 二、实验内容

1. 复习“信息论基础实验”课程中Hamming码实验，做简单测试与分析；

2. 以Hamming码为基础，设计McEliece密码体制：密钥对生成算法，加密算法，解密算法；

3. 分析以Hamming码为基础的纠错密码体制的局限性；

4. 通过实验说明，纠错密码学中的基础纠错码应该具备哪些要点才能保证密码体制的安全性。

5. 分析Goppa码用于纠错密码体制有何优势？

说明：与前四个实验有所变化的是：前四个实验与大整数有关，本实验的必做部分则与有限域、有限域上的矩阵有关。部分基础纠错码与有限域上的多项式（或有理分式）有关。如果要做安全性更强的实验，则需要选择合适的配套代码库，或做与数据结构与算法设计有关的基础编程。

# 三、实验平台

Windows 10 Pro Workstation 1803；

*SageMath* version 8.2, Release Date: 2018-05-05；

# 四、实验记录与实验结果分析

1题

复习“信息论基础实验”课程中Hamming码实验，做简单测试与分析。

**Solution**:

背景材料

信道容量：

如果在信道传输过程中存在误差，那么如何纠正所有误差？任何纠错过程本身也要受到误差的影响，这样的话纠正过程将会无穷无尽地进行下去。

为了证明只要码率小于信道容量，信息就可以通过该信道可靠地传输，香农使用了许多新的思想，这些思想包括：

* 允许任意小的非误差概率存在；
* 连续使用信道许多次，以保证可以使用大数定律；
* 在随机选择的码簿上计算平均误差概率，这样可以使概率对称，而且可以用来证明至少存在一个好的编码。

信道编码定理（信道容量的可达性）：对于离散无记忆信道，小于信道容量的所有码率都是可达的。具体说来，对任意码率，存在一个码序列，它的最大误差概率。反之，任何满足的码序列必定有。

信道编码定理使用分组码的方案。如果分组长度足够大的话，当码率小于信道容量时，可以用分组码以任意低的误差概率传输信息。通过重复添加冗余的方式，可以用降低码率的代价获得一定的纠错能力。寻找替代这种简单的重复比特的方法的一种思路是“通过一种巧妙的方式将比特联合起来，使得每一个额外的比特都可以用来检验某个信息比特子集中是否发生错误”。奇偶校验码就是这种思路的一个方案，不过在传输随机比特流的时候，奇偶校验码只有侦错能力，没有纠错能力。不过通过推广奇偶校验的思想，允许存在多个奇偶校验位，也可以允许奇偶校验依赖于各种各样的信息比特子集。这直接导致了汉明码的发明。

下面考虑分组长度为的二元码。下述所有的运算都在模意义下进行。考虑所有长度为的非二元向量的集合，以它们为列向量构成一个矩阵：

考虑的模2意义下的零空间，根据线性代数中的线性不定方程组理论：因为，所以的零空间的维数为。可以通过类似实数域上的一般高斯消元法的方式，获得解空间中所有的元素（让通解中的四个自由变量取遍中的所有值之后得到个变量：

因为上面这个码字集合是一个线性空间，所以具有线性空间的八条性质：加法封闭、可交换、存在加法单位元；乘法满足存在数乘单位元、数量乘法结合律、数量乘法的数量分配律、向量分配律。根据加法封闭性，可以知道以上集合里任意两个元素之和必然也在以上集合里。通过观察可以发现，除了全为零的码字之外的所有码字中，的最小数目为。

由此可以看出，上面这个七位的码的最小重量为。下面断言，在这个编码中，任意两个码字之间至少在个位置上有所不同。

**Claim**: 在上述的七位码中，任意两个码字之间至少在个位置上有所不同。

**Proof**: 命这个码字集合为。假设中有一个重量小于的码存在，不妨设其重量为。根据定义，有，设（其他的也同样讨论）。在这种情况下，要使得成立，则要求的第，列完全相同，但是这与的性质相悖，所以不可能存在重量小于的码字，即上述码字集合的最小重量至少为。然后，该码字集合构成线性空间，所以任意两个码字之和（模意义下）也在这个集合里，即，再定义加法逆运算（自然地，如，，可以知道，当且仅当两个不同的比特做差才有可能产生），可知，的重量为，所以可以知道与的不同至少有三处，由任意性知道，中任意两个元素至少有三个位是不同的。

根据这个性质可以知道，如果在传输过程中发生了两个及以下数量的错误，是可以纠正的，而且这个并不需要降低码率。这个并不需要做实验，因为实验仅仅只是比对两个码字表而已。关键之处是在码字表很大的情况下，有没有办法不通过穷举就找到最相近的码字？可以利用的性质进行。矩阵称为奇偶校验矩阵（parity check matrix），对于任意一个码字，都有。如果发送一个码字，接收到的向量为，且在第位发生了错误，那么记，有如下等式：

恰好是第列的矩阵。比对一下列，然后还原（取反）即可。虽然可以快速找错，但是这样就使得这个码只能纠正一个错误了。这就是汉明码的原理。

2题

以Hamming码为基础，设计McEliece密码体制：密钥对生成算法，加密算法，解密算法。

背景材料

由于课时原因，McEliece码并没有学，所以这里暂且停留，日后有机会在做。

# 六、实验体会

本次实验的第一题是复习汉明码的知识。根据线性空间的理论，可以设计出一种纠正有限个错误的纠错码，其主要思想就是极大似然译码。
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