**题目：**如何在 JAVA 中导入 Wosign 证书

**问题：** JAVA 在调用 Azure 的 HTTPS 的 REST API 时，会经常报证书问题。错误如下：

PKIX：unable to find valid certification path to requested target

**原因：** JDK 有一套单独的证书库，Java 在访问 HTTPS 服务时，会使用自己的证书仓库中的信任根证书，对 HTTPS 的证书，进行校验是否可信。如果服务提供方的根证书不在 JDK 可信证书库中，就会报该证书不存在。而 Azure 使用 Wosign 根证书，默认是不包含在 JDK 的证书库中。所以就会出现该问题。

**解决方法：**安装 Wosign 根证书到 JDK 的证书库，详细步骤如下：

1. 从 [http://www.wosign.com/Root/index.htm#](http://www.wosign.com/Root/index.htm) 站点 下载 WoSign 根证书（Certification Authority of WoSign），将 .crt 文件后缀改为 .cer
2. 执行以下命令导入

**keytool** **-keystore** "**C**:\**Program** **Files**\**Java**\**jdk1**.8.0\_71\**jre**\**lib**\**security**\**cacerts**" **-importcert** **-alias** **WoSign** **-file** **WS\_CA1\_NEW**.cer

接下来 会提示输入密码，默认密码为 changeit，输入之后，选择‘是’将其安装到 JDK 可信证书库中。

1. 如果看到以下结果，则导入成功。

![certification-imoport-success](data:image/png;base64,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)

1. 对于某些用户因为本地计算机的配置原因无法导入证书的问题，可以直接下载导入成功的cacerts替换即可，下载地址：<https://yunewstoragetest.blob.core.chinacloudapi.cn/to-customer-file/cacerts>

注意：在使用该替换时确保原cacerts中没有个人导入其它证书，否者可能会影响其它应用的使用。