ProxyLogon是[CVE-2021-26855](https://translate.google.com/website?sl=en&tl=zh-TW&ajax=1&prev=search&u=https://msrc.microsoft.com/update-guide/vulnerability/CVE-2021-26855" \t "_blank)的正式通用名稱，[CVE-2021-26855](https://translate.google.com/website?sl=en&tl=zh-TW&ajax=1&prev=search&u=https://msrc.microsoft.com/update-guide/vulnerability/CVE-2021-26855" \t "_blank)是Microsoft Exchange Server上的一個漏洞，它使攻擊者可以繞過身份驗證並冒充管理員。我們還將此錯誤與另一個post-auth任意文件寫入漏洞[CVE-2021-27065鏈接在一起](https://translate.google.com/website?sl=en&tl=zh-TW&ajax=1&prev=search&u=https://msrc.microsoft.com/update-guide/vulnerability/CVE-2021-27065)，以執行代碼。默認情況下，所有受影響的組件都容易受到攻擊！

結果，未經身份驗證的攻擊者可以通過僅打開的443端口在Microsoft Exchange Server上執行任意命令！