* Replace /etc/hosts with the hosts file
* unzip own.zip and place folders in /var/www/
* unzip ssl.zip and replace ssl folder on Desktop
* unzip sites-enabled.zip and and place them in /etc/apache2/sites-enabled/
* remember to restart apache server before testing
* command:
  + sudo /etc/init.d/apache2 restart
* All the vulnerabilities of each test case is in a README file under their specific folders
  + example: own1 vulnerability is under /var/www/own1.com/public\_html/README
* Own benchmarks are <https://own1.com> to <https://own11.com>
* There are 11 test cases in the zo