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*Abstract*—SSL stands for Secure Sockets Layer and, it's the standard technology for keeping an internet connection secure and safeguarding any sensitive data that is being sent between two systems, preventing criminals from reading and modifying any information transferred, including potential personal details. TLS (Transport Layer Security) is just an updated, more secure, version of SSL. We still refer to security certificates as SSL because it is a more commonly used term, but when you are [buying SSL](https://www.websecurity.digicert.com/ssl-certificate?inid=infoctr_buylink_sslhome) from DigiCert you are actually buying the most up to date TLS certificates with the option of [ECC, RSA or DSA encryption](https://www.websecurity.digicert.com/security-topics/how-ssl-works). However, there are undeniable differences between the libraries that implement SSL/TLS protocol and vulnerabilities in these libraries. Hence, the two main questions asked are: what’s the difference between TLS vs SSL? And is it something we need to worry about? In this report, we summarize some of the limitations by considering implementations of each along with review of past protocol-based and software-based vulnerabilities.
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# Limitation of SSL/TLS Implementations
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# How SSL/TLS secure data ?
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# Comparisions of DIfferent versions of SSL/TLS

TLS (Transport Layer Security) and OpenSSL are both important cryptographic protocols used to secure communication on the internet. OpenSSL is a widely used open-source implementation of SSL/TLS protocols. Here is a comparison of different versions of TLS and OpenSSL:

TLS 1.0 - This version of TLS is now considered insecure due to several vulnerabilities, including POODLE and BEAST attacks. OpenSSL 1.0.1g or later supports TLS 1.0.

TLS 1.1 - This version of TLS addresses some of the vulnerabilities present in TLS 1.0, but it is also considered insecure due to certain vulnerabilities such as Lucky13. OpenSSL 1.0.1g or later supports TLS 1.1.

TLS 1.2 - This version of TLS is currently the most widely used and is considered secure. It has improved security features compared to TLS 1.1, such as stronger cipher suites, and support for authenticated encryption with associated data (AEAD). OpenSSL 1.0.1g or later supports TLS 1.2.

TLS 1.3 - This version of TLS is the latest and most secure version of TLS. It provides better security and performance compared to TLS 1.2, including faster handshakes and improved forward secrecy. OpenSSL 1.1.1 or later supports TLS 1.3.

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| **Version** | **TLS 1.0** | **TLS 1.1** | **TLS 1.2** | **TLS 1.3** | **OpenSSL 0.9.8** | **OpenSSL 1.0.1** | **OpenSSL 1.1.1** |
| Release Date | 1999 | 2006 | 2008 | 2018 | 2005 | 2012 | 2018 |
| Security | Weak | Medium | Strong | Very Strong | Weak | Medium | Strong |
| Cipher Suites | Limited | Expanded | Expanded | Expanded | Limited | Expanded | Expanded |
| Handshake | Slow | Faster | Faster | Fastest | Slow | Faster | Fastest |
| Certificate Handling | Limited | Expanded | Expanded | Expanded | Limited | Expanded | Expanded |
| Support | Widely supported | Widely supported | Widely supported | Limited support | Widely supported | Limited support | Widely supported |

OpenSSL also has different versions, and the latest version is OpenSSL 3.0.0.

OpenSSL 1.0.2 - This version is no longer supported and has reached its end of life. It supports up to TLS 1.2.

TABLE

OpenSSL 1.1.0 - This version introduced support for TLS 1.3 and Elliptic Curve Cryptography (ECC).

OpenSSL 1.1.1 - This version introduced several improvements, including support for TLS 1.3, ChaCha20-Poly1305 cipher suites, and Ed25519 and Ed448 elliptic curves.

Some of the major differences are listed below based on the characteristics

***Cipher suites***

SSL protocol offers support for Fortezza cipher suite. TLS does not offer support. TLS follows a better standardization process that makes defining of new cipher suites easier like RC4, Triple DES, AES, IDEA, etc.

***Alert messages***

SSL has the “No certificate” alert message. TLS protocol removes the alert message and replaces it with several other alert messages.

***Record Protocol***

SSL uses Message Authentication Code (MAC) after encrypting each message while TLS on the other hand uses HMAC — a hash-based message authentication code after each message encryption.

***Handshake process***

In SSL, the hash calculation also comprises the master secret and pad while in TLS, the hashes are calculated over handshake message.

***Message Authentication***

SSL message authentication adjoins the key details and application data in ad-hoc way while TLS version relies on HMAC Hash-based Message Authentication Code.

# Vulnerabilities in SSL/TLS-Protocol based
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# Vulnerabilities in SSL/TLS-Software based
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# Concluding Thoughts
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