1. My PHP Version is 7.3.1
3. A publicly-accessible base folder for a website.

1. 1.) file\_put\_conents()

2.) fopen()

1. You use the file\_put\_conents($file, $data, FILE\_APPEND)

1. Insert before all newlines (\r\n, \n\r, \n and \r).
2. The opening **FORM** tag must have *enctype=”multipart/form-data”,*  *method=post,*

*<input type=”hidden” name= “MAX\_FILE\_SIZE” VALUE= “30000”>,* and

*<input type= “file” name= “picture”>*

1. To access an uploaded file you use $\_FILES

To move a file to its final destination you use move\_uploaded\_file().

1. ***file*** — Reads entire file contents into an array of lines.

***file\_get\_contents*** — Reads entire file contents into a string.

***fgetcsv*** — Gets line from file pointer and parse for CSV fields

1. No, it is not secure.