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**Introduction**

Our attacks this week focus on Web applications and can be tried in any Web browser.

**SQL Injection**

[SQL injection](https://en.wikipedia.org/wiki/SQL_injection) takes advantage of poorly-sanitized inputs to inject code into Web applications and gather information from a database. This kind of attack is exemplified in this [xkcd](https://xkcd.com/327/) comic.