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요 약

최근 유사/변종 악성코드가 급증하고 있는 환경에서 악성코드 공격의 신속한 대응을 위한 악성코드 분류 기술이 요구되고 있다. 이러한 악성코드 분류를 위한 다양한 유사도 측정 기법에 대한 연구가 활발히 이루어지고 있다. 본 논문에서는 기존의 유사도 측정 기법을 소개하고 단점을 보완하여 악성코드 행위정보를 기반으로 유사도를 측정할 수 있는 기법을 제안하였다. 제안하는 기법은 악성코드가 실행되는 과정에서 호출되는 API 시퀀스를 벡터화하고, 공간상의 벡터간 거리와 각도를 이용하 여 부채꼴 면적을 유사도 측정에 사용한다. 실험을 통해 기존 기법과의 유사도 측정결과를 비교하고 제안하는 기법이 악성코 드 분류에 효용성이 있음을 증명하였다.

I. 서론

대표적인 보안제품 테스트 기관인 AV-TEST에 따르면, 2016년에 약 6 억 개의 악성코드가 발생하였고, 2017년 9월에만 약 6.8억 개의 악성코드 가 발생한 것으로 보고되고 있다. 반면에 신종 악성코드 발생량은 2015년 에 약 1.4억 개에서 2016년에 약 1.25억 개로 줄어들었으며, 2017년 9월에 는 약 7천개로 감소폭이 커지고 있다.[1]

(그림 1) 신종 악성코드 발생량(AV-TEST, 2017.9월)

신종 악성코드 발생량이 줄어들고 있으나 여전히 악성코드 발생량이 급 증하는 원인으로 전문가들은 변종 악성코드의 증가에 주목하고 있다. 공 격자는 악성코드가 보안장비에서 탐지되지 않도록 기존 악성코드를 변형 한 변종 악성코드를 많이 이용한다. 이는 악성코드를 새로이 제작하는 것 보다 변종 악성코드를 제작하는 것이 비용대비 유리하기 때문으로 추정된 다. 또한, 악성코드를 자동으로 제작하는 도구가 등장하면서 전문성 있는 해커가 아니더라도 손쉽게 다양한 악성코드를 제작할 수 있는 점도 변종 악성코드 증가의 주요 원인으로 꼽히고 있다.[2]

이렇듯 유사/변종 악성코드가 급증하고 있는 환경에서 악성코드 공격의 신속한 대응을 위한 악성코드 분류 기술이 요구되고 있다. 이러한 악성코 드 분류를 위한 다양한 유사도 측정 기법에 대한 연구가 활발히 이루어지 고 있다. [2]에서는 악성코드가 호출하는 API에 대해 2-gram 시퀀스와

출현빈도를 기반으로 벡터를 생성하고 코사인(Cosine) 유사도 분석을 통 해 유사도를 측정하였다. [3]에서는 악성코드의 정적 분석을 기반으로 함 수 리스트 호출빈도에 대한 유사도 측정에 코사인 유사도 기법을 사용하 였다. [4]에서는 코사인 유사도 기법의 한계를 제시하고 이를 보완하기 위 해 공간상의 거리차이와 면적을 이용한 유사도 측정 기법(TS-SS)을 제 안하였다.

본 논문에서는 기존의 유사도 측정 기법을 소개하고 단점을 보완하여 악 성코드 행위정보를 기반으로 유사도를 측정할 수 있는 기법을 제안하였 다. 제안하는 기법은 악성코드가 실행되는 과정에서 호출되는 API를 추출 하여 2-gram 시퀀스와 호출빈도를 벡터로 생성하고, 공간상의 벡터간 거 리와 각도를 이용하여 부채꼴 면적을 유사도 측정에 사용한다. 실험을 통 해 기존 기법과의 유사도 측정결과를 비교하고 제안하는 기법이 악성코드 분류에 효용성이 있음을 증명하였다.

II. 악성코드 행위기반 유사도 측정 기법

악성코드 간 유사도를 측정하는 기법으로 코사인 유사도가 있다. 악성코 드에서 추출된 정보를 벡터로 생성했을 때, 코사인 유사도는 벡터 간의 각 도를 측정하는 기법이다. 코사인 유사도는 (수식 1)과 같다. 코사인 유사 도는 벡터의 개수 차이가 큰 경우에도 0과 1 사이의 값으로 유사도를 측정 할 수 있는 편리성이 있다.

코사인유사도  cos 

 ∥∥∥∥ ∙

(수식 1) 코사인 유사도 측정 수식

그러나 코사인 유사도 측정 기법은 두 개의 벡터 간의 각도(θ) 차이에 초점을 두고 있으나 벡터 간 거리(ED: Euclidean Distance) 차이를 적절 히 반영하지 못하는 한계를 가지고 있다. 예를 들어, 두 개 벡터 간의 각도 차이가 동일하더라도 거리 차이가 큰 경우나 벡터 간 거리 차이가 동일하 더라도 각도 차이에 따라 유사도가 크게 달라진다. 이러한 한계를 보완하
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실험결과, 기 위해 공간상의 벡터 간 거리와 면적(Area)을 이용한 유사도 측정 기법

두 벡터 간 거리와 각도의 차이가 거의 없는 경우에는 코사인, (TS-SS)이 제안되었다.[4] TS-SS 유사도 측정 기법은 두 벡터 간 각도

TS-SS, 제안기법 모두 유사도가 동일하게 측정되었다. 그러나 벡터 간 와 거리로 만들어지는 삼각형 면적(TS)과 부채꼴 면적(SS)을 이용하여

각도가 유사하지만 거리 차이가 다소 있는 경우에는 TS-SS와 제안기법 유사도를 측정한다. TS-SS 유사도는 (수식 2)와 같다.

이 코사인 유사도 보다 정확도가 높은 것으로 나타났다. 또한, 벡터 간 각
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도와 거리 차이가 크지 않은 경우에 TS-SS는 유사도 값의 차이가 큰 반 면에 제안기법은 유사도 값의 차이가 크게 나타나지 않았다.
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(표 2) 악성코드 유사도 측정 기법 비교결과

비교대상

거리(ED) 벡터간

각도(θ) 벡터간

유사도 측정 기법 코사인 TS-SS 제안기법  

1-2 0 0 1 0 0

 ∙∙sin′∙′∙∙ 

1-3 0 0 1 0 0 1-4 0 0 1 0 0 1-5 14.07 0.21 0.98 7392.68 1.21 (수식 2) TS-SS 유사도 측정 수식

1-6 16.37 0.22 0.97 10783.35 1.79 1-7 18.22 0.28 0.96 12998.67 2.64 그러나 TS-SS는 벡터 간 각도가 0인 경우에는 면적 측정이 불가능하여

1-8 18.76 0.29 0.96 13704.54 2.91 임의의 각도를 넣어야 하는 보정이 필요하고, 공간상의 삼각형과 부채꼴

1-9 19.85 0.32 0.95 15232.84 3.50 면적의 곱으로 유사도를 측정하므로 유사도 값이 차이가 크게 나타나며

1-10 98.30 0.18 0.98 1246035.87 61.11 계산식이 다소 복잡하다.

본 논문에서는 악성코드가 실행되는 과정에서 호출되는 API를 추출하여

IV. 결론 및 향후연구 2-gram 시퀀스와 호출빈도를 벡터로 생성하고, 공간상의 벡터 간 거리와

최근 급증하고 있는 악성코드 공격을 신속하게 대응하기 위해 유사/변종 각도를 이용하여 부채꼴 면적을 유사도 측정에 사용한다. 제안하는 유사

악성코드를 자동으로 분류하는 기술이 요구되고 있으며, 이를 위한 다양 도 측정 수식은 (수식 3)과 같다. 제안하는 유사도 측정 기법은 벡터 간의

한 유사도 측정 기법에 대한 연구가 활발하다. 본 논문에서는 기존의 유사 각도 차이가 0인 경우에는 거리 차이로만 유사도를 계산하므로 벡터 간

도 측정 기법을 소개하고 단점을 보완하여 악성코드 행위정보를 기반으로 각도를 보정할 필요가 없고, 그 이외에는 거리를 반지름으로 하는 부채꼴

유사도를 측정할 수 있는 기법을 제안하였다. 면적만을 이용하므로 각도에 따른 유사도를 측정할 수 있다.

제안하는 기법은 악성코드가 실행되는 과정에서 호출되는 API 시퀀스를
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벡터화하고, 공간상의 벡터간 거리와 각도를 이용하여 부채꼴 면적을 유 사도 측정에 사용하였다. 실험을 통해 제안하는 악성코드 유사도 측정 기 법이 악성코드 분류에 효용성이 있음을 증명하였다. 향후 연구에서는 다 
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양한 악성코드 정보를 대상으로 주요 Featrue를 선별하고, 유사도 측정 알 고지름을 개선할 예정이다.

(수식 3) 제안하는 유사도 측정 수식
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