**Security Cheat Sheet – Just Pick**

END USERS

Login & Authentication

* Never share your login credentials.
* Log out after use, especially on public or shared devices.

Data Privacy

* We only store your username, password and selected movie preferences, not personal messages.
* Don’t enter sensitive personal data into search prompts.
* Session data is temporary and encrypted.
* Avoid public Wi-Fi

ADMINS

Log Monitoring

* Monitor Flask logs for repeated failed logins or suspicious API use.
* Rotate and archive logs regularly (do not let logs grow indefinitely).
* Logs may contain session IDs — do not share them without scrubbing.

User Data Access

* Access user data only if necessary and authorized.
* Don’t export or download user data records.
* All operations must be registered.

MySQL Database

* Use read-only accounts for general queries.
* Access the database only through secure tools (e.g., SSH, Workbench with SSL).
* Always backup the database before any changes.
* Set up alerts for unusual database queries and inappropriate LLM inputs