榆树市政府采购网漏洞整改报告

|  |  |
| --- | --- |
| 网站名称 | 榆树市政府采购网 |
| 网站域名 | www.yszfcg.gov.cn |
| 事件描述 | 榆树市政府采购网存在SQL注入漏洞 |
| 漏洞地址1 | http:// www.yszfcg.gov.cn/Pcgr/CGR\_Product.aspx?cgml=01001001001 |
| 漏洞地址2 | http:// www.yszfcg.gov.cn/Pbase/ZTSelect.aspx?zs |
| 整改完成时间 | 2018-12-31 |
| 整改描述 | 1. 通过对sql命令关键字进行过滤，判断参数是否有不安全字符串。 2. 通过对“’”单引号等非法字符进行过滤，查看参数是否有不安全字符串。 3. 通过参数的长度、类型等进行判断，查看参数字符串是否符合自己的规则来加强防护。 4. 对sql语句参数化方式查询，防止sql注入攻击   通过以上方法对上述漏洞地址1和2进行程序修复，使SQL注入威胁无法通过。 |