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**Summary**

This report covers how the C’s Perfect Tie Sales’s website will be maintain security.
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**Introduction**

With running a Sales Website keeping the sensitive information.

This report will cover how the website is kept secure .

**Sessions**

A session is a hash of values and a session id to identify the hash. Each cookie is sent to the client’s browser and includes the id. Saving and retrieving values as they come.

**Session Id**

A session id is a 32 byte long MD5 hash value of the current time,the ruby interpreter is not feasible to brute force. Having no security impact up to date.

**Session Hijacking**

Stealing a user’s session id let’s the attacker use the web application in the victim’s name. Done by failing to clear cookies and attackings using cross -site scripting to obtain one. If in a hacker can steal information from the users.

**Countermeasures**

No storing of large objects in a session , instead storing them in the database , saving their id in the session. Modifying the structure of an object and old versions of it that are still in some user’s cookies. Clearing out sessions with server-side session storages. Critical data never stored in sessions.

**Conclusion**

This report covered some of the security measures and threats for Ruby on rails and our website.
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