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# 1.引言

## 1.1编写目的

本测试报告为虚拟权益交易系统1.0版本的测试报告，目的在于总结测试阶段的测试情况以及分析测试结果，描述系统符合需求并对测试质量进行分析。作为测试质量参考文档提供给用户、产品经理、开发人员、测试人员和需要阅读本报告的高层经理阅读。

## 1.2名词解释

**BUG级别：**

* 致命（一级缺陷）：出现系统崩溃、数据丢失、数据毁坏等问题，阻碍开发或测试下一步工作。（立即修复，停止进一步测试）
* 严重（二级缺陷）：操作性错误、错误结果、遗漏功能。（产品发布前必须修复）
* 一般（三级缺陷）：小问题、错别字、UI布局、罕见故障。（时间允许应该修复）
* 提示（四级缺陷）：不影响使用的瑕疵或更好的实现。（可能会修复，但是也能发布）

# 2.测试概述

## 2.1测试对象

主要包括以下内容：虚拟权益交易系统功能

## 2.2项目背景

虚拟权益交易系统是由通钱公司内部人员使用。服务于会员--产品--供应商整个虚拟产品供应链，通过上游供应商供货，为下游客户提供视频会员、卡券等产品销售业务；包括直充、卡密类产品。

## 2.3测试目的

本次测试主要以功能测试为主，验证项目是否满足功能需求。

## 2.4测试时间

测试时间：2020/09/10——2021/03/12

# 3.测试方法

## 3.1测试用例设计

### 3.1.1等价类划分法

等价类是指某个输入域的子集合。在该子集合中，各个输入数据对于揭露程序中的错误都是等效的，并合理地假定：测试某等价类的代表值就等于对这一类其它值的测试。因此，可以把全部输入数据合理划分为若干等价类，在每一个等价类中取一个数据作为测试的输入条件，就可以用少量代表性的测试数据，取得较好的测试结果。等价类划分可有两种不同的情况：有效等价类和无效等价类。设计测试用例时，要同时考虑这两种等价类。因为，软件不仅要能接收合理的数据，也要能经受意外的考验。这样的测试才能确保软件具有更高的可靠性。

1. 有效等价类：是指对于程序的规格说明来说是合理的，有意义的输入数据构成的集合。利用有效等价类可检验程序是否实现了规格说明中所规定的功能和性能。
2. 无效等价类：与有效等价类的定义恰巧相反。

### 3.1.2边界值分析法

边界值分析法就是对输入或输出的边界值进行测试的一种黑盒测试方法。通常边界值分析法是作为对等价类划分法的补充，这种情况下，其测试用例来自等价类的边界。

### 3.1.3场景法

现在的软件几乎都是用事件触发来控制流程的，事件触发时的情景便形成了场景，而同一事件不同的触发顺序和处理结果就形成事件流。这种在软件设计方面的思想也可以引入到软件测试中，可以比较生动地描绘出事件触发时的情景，有利于测试设计者设计测试用例，同时使测试用例更容易理解和执行。

## 3.2测试方法

主要采用黑盒测试方法进行测试。

**普通用户：**

根据需求文档，模拟客户实际业务操作，检查申请单及流程是否符合客户需求。**管理员：**

根据客户需求及功能设计，检查能否实现业务模块申请单部分字段的关联配置，检查是否对基础数据进行统计分析并且功能是否符合客户需求。检查不同单位用户能否正常发起申请并转入流程审批。

# 4.测试环境

## 4.1软件环境

|  |  |  |  |
| --- | --- | --- | --- |
|  | **资源** | **名称/类型** | **备注** |
| **服务器端** | 操作系统 | Windows Server 2012 R2 |  |
| 中间件 | Tomcat |  |
| 数据库 | SQL Server |  |
| **客户端** | 操作系统 | Windows 10 |  |
| 办公软件 | Office |  |

## 4.2测试环境

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **主 机** | **IP** | **类型与操作系统** | **配置** | **备注** |
| 应用服务器 | 192.168.0.46 | Centos |  |  |
| 数据库服务器 | 192.168.0.106 | Linux |  |  |
| 测试机 | 192.168.0.179 | Windows 10 | I5/64位/8G |  |

## 4.3测试工具

|  |  |  |  |
| --- | --- | --- | --- |
| **用途** | **工具** | **厂商** | **版本** |
| 测试管理/缺陷跟踪 | 禅道 | 禅道 | 9.0 |
| 计划和进度管理 | Word | 微软 | 2013 |
| 测试总结和汇报 | Word | 微软 | 2013 |

# 5.测试结果及缺陷分析

## 5.1覆盖分析

### 5.1.1需求覆盖分析

需求覆盖率=测试通过需求/需求功能点总数\*100%=935/935\*100%=100%

|  |  |  |
| --- | --- | --- |
| **序号** | **功能模块** | **测试优先级** |
| 1 | 会员信息管理 | 高 |
| 2 | 会员收单管理 | 高 |
| 3 | 产品信息管理 | 高 |
| 4 | 供应商信息管理 | 高 |
| 5 | 配货管理 | 高 |
| 6 | 订单管理 | 高 |
| 7 | 会员财务管理 | 高 |
| 8 | 供应商财务管理 | 高 |
| 9 | 审批流程管理 | 高 |
| 10 | 统计报表管理 | 高 |
| 11 | 设置 | 高 |
| 12 | 刷单监测管理 | 高 |

### 5.1.2测试覆盖分析

#### 5.1.2.1功能测试覆盖

测试覆盖率=执行数/测试用例数\*100%=1350/1350\*100%=100%

测试通过率=通过数/执行数\*100%=1227/733\*100%=91%

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| 模块 | 失败 | 通过 | 阻塞 | 未执行 | 总计 | 执行用例占比 |
| 会员信息管理 | 22 | 224 | 0 | 0 | 246 | 100% |
| 会员收单管理 | 10 | 112 | 0 | 0 | 122 | 100% |
| 产品信息管理 | 13 | 133 | 0 | 0 | 146 | 100% |
| 供应商信息管理 | 22 | 224 | 0 | 0 | 246 | 100% |
| 配货管理 | 12 | 123 | 0 | 0 | 135 | 100% |
| 订单管理 | 11 | 78 | 0 | 0 | 89 | 100% |
| 会员财务管理 | 6 | 64 | 0 | 0 | 70 | 100% |
| 供应商财务管理 | 6 | 64 | 0 | 0 | 70 | 100% |
| 审批流程管理 | 7 | 54 | 0 | 0 | 61 | 100% |
| 统计报表管理 | 5 | 54 | 0 | 0 | 59 | 100% |
| 设置 | 2 | 22 | 0 | 0 | 24 | 100% |
| 刷单监测管理 | 7 | 75 | 0 | 0 | 82 | 100% |
| 总计 | 123 | 1227 | 0 | 0 | 1350 | 100% |

## 5.2缺陷统计与分析

### 5.2.1BUG汇总

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **序号** | **版本号** | **Bug总数** | **一级BUG** | **二级BUG** | **三级BUG** | **四级BUG** |
| 1 | **V1.0** | **123** | **5** | **12** | **82** | **24** |
| **Bug等级所占比例:** | | | 4% | 10% | 66% | 20% |

### 5.2.3缺陷分析

本次测试共发现123个bug。

一级的缺陷有4个，所占百分比4%出现系统异常、数据丢失、数据毁坏等问题，阻碍开发或测试下一步工作。

二级的缺陷有13个，所占百分比：10%。主要是重要功能不能实现、遗漏功能

三级的缺陷有83个，所占百分比：66%。主要在次要功能不能正常实现，查询错误、数据错误显示。

四级的缺陷有24个，所占百分比20%。主要是UI、易用性方面需要优化的问题。

# 需求待优化

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **版本号** | **优化总数** | **已优化** | **接受/处理** | **未优化** |
| V1.0 | 0 | 0 | 0 | 0 |

# 7.测试总结和建议

## 7.1软件质量

通过公司内部系统测试，达到预期目标，可以交付客户使用：

1. 功能性：满足功能需求、数据交互正确、满足信息化标准、身份认证、权限约束严格。
2. 兼容性：适用于IE内核11及以上浏览器、非IE内核：谷歌浏览器、火狐浏览器。
3. 易用性：设计按照使用人员的行业用语并提供了用户手册和其他帮助说明，有利于用户快速使用和操作本系统。
4. 可靠性：软件故障引起的错误，没有造成脏数据进入系统，保证了数据的一致性。
5. 安全性：系统用户严格约束了用户身份、严格约束用户权限。

## 7.2软件风险

无

## 7.3测试结论

测试通过。

总体结论：通过bug修复，当前系统测试通过，测试结果符合上线标准。

## 7.4测试建议

系统细节性使用，需要再用户使用过程中，包括用户的操作习惯、简化操作方面有待用户慢慢提出意见后，再进一步优化。