**Armitage**

Kali LInux에 설치되어 있는 도구로서 취약점 분석, 공격을 통합적으로 할 수 있는 GUI 환경이다. 취약점 공격을 수행하기 위해 Metasploit의 Module을 load하여 사용하기 때문에 실행 전 사전 준비가 필요하다.

1. “systemctl start postgresql”

2. “msfdb init”

2번의 경우 KaliLinux 1.x version(kernel)의 경우 “systemctl start metasploit” 으로 대체하여 실행해주어야 한다고 한다. 2.x version의 경우 위 문서에서 기술한 명령어를 실행하면 된다.

기본적인 실행의 경우 root의 권한이 있어도 상관 없으나 일부 옵션 사용 시 root privileges가 필요하기에 특별한 이유가 없지 않는 이상 root 권한으로 실행하는 것이 좋을 듯 함.