**Hydra**

Hydra는 다양한 서비스를 대상으로 bruteforce attack을 할 수 있는 도구이다.

Root 권한을 통해 shell에서 hydra 명령어를 통해 실행할 수 있다.

Hydra [options] <target>

-l <user id> : login할 user id

-P <file path> : Dictionary file

-t <number> : 병렬 처리할 task의 갯수를 지정할 수 있다. 지정하지 않을 경우 기본값은 16

target 지정의 경우 만약 ssh를 대상으로 할 경우 “ssh://<target IP>”와 같이 지정할 수 있다. ssh가 22번 port가 아닌 다른 port를 사용할 경우 IP 뒤에 “:<port number>”를 통해 정의할 수 있다.