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For this script I used a handful of networking commands that I thought would be useful for network dumping such as ***netstat***, ***ip addr*** and cat. Overall, this script is quite simple, but in conjunction ***with fail2ban*** or other preventative tools you can have your server beefed up. First, I used ***ip addr*** to view network interfaces and ips. Monitoring this is very important as it provides essential network configurations that could help with diagnostics or attackers. As ***ip addr*** displays your whole set of configurations, this is handy for documentation and overall troubleshooting(you can even set up ***ip addr*** with scripting to do routine checks). The next part of the script involves the useof ***netstat*** and a few iterations to pull different stuff such as ports, routing tables. I decided that using open ports would be very beneficial as certain open ports could provide an entrance to attacker, so monitoring that is key. The kernel routing table is another great portion of information to use as it displays how packets are routed and to where. This is vital as you can look for unwanted network changes or disturbances that could ultimately be bad. There are other tools like ***iproute2*** that can also help immensely when you monitor routing as you can see socket stats, and configure network bridges. The routing table’s info alone is not sufficient to deem attackers, but combined with other tools or commands its really useful. To pull the routing ***table sudo netstat -tnlpr*** was used, using ***sudo*** with ***netstat*** is important as higher permissions will display more network info as it could be sensitive and more helpful(PID and its names). To display the ports I used ***netstat*** again, but used the operand ***-tuln for*** active connections and sockets + some and ports. Knowing the active ports and sockets is crucial as these could be entry points for potential unwanted attackers. In this script I have also included DNS info as an unproper management can cause massive breaches and even terrible network health. To pull the DNS information we can visit ***/etc/resolv.conf***, but to edit this we must use the actual configuration file that generates the data(***/etc/systemcd/resolved.conf***). For this script I tried to keep it on the simpler side and used more Linux specific tools for pulling data instead of distro specific. This can help a lot as we can run this script on multiple distros without needing to install a bunch of stuff. Even that certain tools/programs are distro specific so that can cause a headache.
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