**Protective Systems**

In general it is a context that refers to a set of measures, mechanisms, or structures designed to provide protection or security against specific risks.

**Types of Protective Systems**

**•** Cyber Security

• Physical Security

• Environmental Security

• Industrial Security

**Protective Systems in Cybercrime**

In the context of cybercrime, protective systems refer to various procedures and mechanisms put in place to protect computer systems, networks, and data from unauthorized access, attacks, and damage. These safeguards play a crucial role in limiting the risks connected with cyber threats.

**EXAMPLES:**

**Firewall** – Acts as a barrier between a trusted internal network and untrusted external networks, such as the internet. Firewall is the one that monitor and control incoming and outgoing network traffic.

**Antivirus Software –** Is a program that can detect, remove, and prevent malicious software/s (malware) such as viruses.