## 探测行为防护技术

### 描述

探测行为的防护技术需要同时具备：阻断测绘方的探测行为和隐匿己方网络空间资源的能力。一方面, 使测绘方的探测受阻, 难以获取到分析建模阶段所需的数据, 另一方面, 使测绘方仅能够获取到动态、随机、多样的无效数据, 进而, 使得测绘方陷入数据不足或数据无效的困境, 使其无法实现网络路径重构、拓扑分析、资源映射等目标。

探测行为防护的主要技术概括为四个方面: 基于边界的防护、基于匿名通信技术的防护、基于移动目标防御技术的防护以及基于拟态防御技术的防护。

### 基于边界的防护

借鉴防火墙、入侵检测与防御等基于边界的防护技术, 有效发现并阻断探测行为。

1. 访问控制

配置防火墙的访问控制列表（ACL）控制数据的流入流出；同时结合NAT/PAT技术隐藏内网设备的IP地址。

1. 入侵检测与防御

入侵检测系统(Intrusion Detection System,IDS)旨在识别传统防火墙无法识别的恶意流量和非授权的访问, 对于充分保证网络的机密性、完整性和可用性至关重要。分为基于签名的入侵检测系统(Signature-based Intrusion Detection Systems,SIDS)和基于异常的入侵检测系统(Anomaly-based Intrusion Detection Systems,AIDS)。前者如：Snort和NetSTAT；后者又进一步可以分为三大类: 基于统计的、基于知识的以及基于机器学习/深度学习的。

入侵防御系统(Intrusion Protection System,IPS)是一种主动保护系统,是IDS 的进一步发展。IPS能够监视网络或网络设备间的数据传输, 即时中断、调整或隔离一些不正常或是具有伤害性的行为。

1. 不足

基于边界的防护在阻断探测行为方面虽然有着不错的效果, 但是仍有不足之处。在制定访问控制策略、确定网络隔离的力度等方面仍然需要较多的人为干预,通常依赖于已有的经验, 自动化、智能化不足;IDS和IPS则难以适用于所有的网络环境,其鲁棒性不断受到变化多端的逃避技术的挑战,且在面对数据加密的情况时也难以保证可靠性。