基于可加密搜索的云存储方案
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介绍：

随着云计算的迅速发展，和智能手机的普及，越来越多的用户选择将大规模数据迁移到云服务器中，以此来节省本地数据管理开销和系统维护开支。由于数据脱离了用户的物理控制，云端服务器管理员和非法用户（如黑客）可以在未经用户授权的情况下访问数据，这将造成数据信息和用户隐私的泄露，而现实中已经发生过这类事件。为了数据的安全性，应该将数据加密后上传云端。但当用户需要寻找并下载特定数据时，将会遇到在加密数据中进行搜索的问题。

为了很好地解决这个问题，基于可加密搜索(searchable encryption)的云存储是较好的选择。在可搜索加密机制下用户需要搜索某关键词时将该关键字的搜索凭证发给云服务器，云端将接收到的搜索凭证对每个文件进行试探匹配并返回结果。用户接收到搜索结果后，对结果进行解密即可。在这种机制下，云端服务器将无法获得除访问模式以外的任何明文数据，可以保证安全性。但目前商业化低，没有很多部署案例。

在2000年，[Song D等人[1]](#a)就提出了一种基于对称算法的可搜索加密的实现方法，开创了实用性可搜索加密的先例。2010年，微软公司的[Kamara, S等人[2]](#b)实现了基于对称密码的密文搜索功能，并针对云计算环境做了一些具有现实指导意义的工作。[Li, J.等人[3]](#c)也研究了支持模糊查询的可搜索加密，最近2018年，[Awad, A等人[4]](#d)提出了针对移动数据的混沌可搜索加密算法，以达到支持模糊查询的目的。

我们想要基于阿里云平台提供的云服务器ECS服务实现一个支持可搜索加密的云存储解决方案，在使用尽量小的网络开销以及本地存储开销的情况下，支持对敏感数据的多用户访问、关键字查询，并在算法上创新以提高效率，并能够合理、安全地管理搜索凭证。

我们计划在第一阶段(12月1-8日)进行前期准备，包括开通并熟悉阿里云的相关服务，论文收集并进行初步阅读。第二阶段(12月8-15日)进行文献阅读，设计算法和架构方案并对相关算法进行测试。第三阶段(12月15日-1月3日)进行方案的实现与开发。第四阶段(1月3-10日)进行测试并进行论文的撰写。

我们计划从搜索时间、搜索命中率、网络开销、数据安全性这几个指标进行测试。我们将随机生成上千万个用户及其对应的身份信息(身份证号、居住地址等)，然后进行超过十万次搜索，统计命中率、平均搜索时间、使用最大带宽和网络流量使用量。然后尝试使用当下常见的破密方法攻击我们的解决方案以测试安全性。