**Conclusion**

Based on the results and findings I conclude that security assessment framework is providing desired results as each process depends on the previous process. Therefore the risk assessment process depends on the result of the infrastructure vulnerability identification, the vulnerabilities are first identified and then there impact is analyzed and its probability of occurrence whereas the monitoring process is based on the result of established risks where reports are produced to indicate all warning and alerts of all possible threats

So I conclude that the security risk assessment framework has a positive impact on the risk assessment of an organization, it also has an impact on the security strategic development by continuously developing secure systems.