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**VU21991 AT3 – Introduction to securing security devices**

The following criteria will be used for this assessment:

Configure secure administrative access to network devices

* Network security architectures is described, demonstrated and implemented
* Process of configuring secure administrative access to network devices is described and implemented
* Process of allocation user command privileges for network devices is described, demonstrated and implemented
* Secure management and network monitoring is implemented
* Features to enable security on Internet Operating System (IOS) based routers are implemented
* Purpose of Authentication, Authorization and Accounting (AAA) procedures to access to network devices are described
* AAA authentication from a local server is implemented

Implement firewall technologies

* Higher level packet inspection is performed
* Function and operation of a firewall to mitigate network attacks is described and implemented
* Zone based policy firewall is demonstrated and implemented
* Tools to implement packet filtering are demonstrated and implemented
* Operation of inspection rules are described and demonstrated

Investigate new firewall technologies

* Higher level packet inspection is performed
* Holistic approaches to traffic inspection are investigated
* Concept of dynamic updates for defending against new cyber-attacks are examined
* New firewall technology operation is demonstrated

Implement Intrusion prevention systems (IPS)

* Securing a network with network based Intrusion Prevention System (NIPS)is examined
* Detecting malicious traffic using signatures is demonstrated
* Intrusion Prevention System (IPS) using an Internetworking Operating System (IOS) is defined and implemented

Demonstrate the fundamental operation of Cryptographic systems

* Overview of cryptography is provided
* Process of working with symmetric & asymmetric algorithms is defined
* Function and operation of encryption, hashes and digital signatures to secure a network is summarized
* Data integrity and authentication utilizing encryption algorithms are defined
* Data confidentiality utilizing encryption algorithms are summarized
* Process of public key encryption to ensure data confidentiality is demonstrated
* Cryptography standards and protocols are summarized
* Common use of protocols that utilize cryptography are demonstrated

Define and demonstrate the fundamentals of Virtual Private Networks (VPN’s)

* Advantages and operation of Virtual Private Networks (VPN’s) are explained
* Operation of Internet Protocol Security (*IPSec)* VPN’s is summarized
* Operation of tunneling is described and demonstrated
* Site to site IPSec VPN with pre shared key authentication is demonstrated

**Background Information:**

This unit utilizes the preformed student groups identified in the VU21992 Cyber Security Unit for the ABC Widgets Franchise scenario. This is an individual assessment task but will take the form of a Case Study. It is acknowledged that you will require support from your team members and also from the instructor.

It is suggested that a demonstration to representatives at ABC Widget Franchise would be appropriate for some of their requirements.

ABC Widget Franchise has asked you to provide support for their staff in the following areas:

1. To help them improve their networking device security
2. To help them understand how to improve user network security access by implementing authentication to users in their login sequence
3. To provide information about different types of firewalls and firewall technologies
4. To explain how an IPS can increase their network security and how it is implemented
5. To provide an overview of cryptography and how it can improve network security
6. To provide support in implement site to site VPS’s utilizing IPsec

You have taken their brief and you have split their request into two sections:

**Section 1.**

Improve networking device security and implementing user authentication. To do this you propose to:

1. Implement secure administrative access to existing networking devices (Lab demonstration)
2. Implement user command privileges for their networking devices (Lab demonstration)
3. Implement security features in the IOS of their networking devices (Lab demonstration)
4. Implement AAA for their network devices (Lab demonstration)
5. Demonstrate both Standard and extended access lists to improve the security of ABC Widget Franchise’s network (Lab demonstration)
6. Provide a report on firewall technologies: (You will brief representatives of the ABC Widget Franchise on the report outcomes)
   1. Zone based firewalls
   2. Packet filtering
   3. Introduction to inspection rules
   4. Concepts of higher level packet inspection
   5. How dynamic address updates can be used against cyber attacks
   6. New firewall technologies
7. Demonstrate IPS principles using the features of a networking device IOS
8. Clarify how signatures are used to detect malicious traffic

**Section 2.**

Cryptography and how it can improve security and implementing a secure VPN. To do this you propose the following:

1. An overview of cryptography
2. Define the difference between symmetric and asymmetric algorithms
3. Define how encryption, hashes and digital signatures can increase the security of their network
4. The role and operation of public and private keys in improving network security
5. Provide an overview of cryptography standards and where they are used
6. The operation of VPN’s and how they can improve network security
7. The basic operation of IPSec (Lab demonstration)
8. The operation of tunneling across a network (Lab demonstration)
9. The function and operation of IPSec VPN (Lab demonstration)