# Opdracht 1 Veilig Programmeren

Eigen website: http://22263.hosts.ma-cloud.nl/bewijzenmap/Instakilo/

Punt 1: Mijn eigen website is niet gevoelig voor brute force dat komt omdat ik in die tijd nog niks af wist van veilig programmeren maar nu zal ik zeker mijn websites veel veiliger maken om niet gehackt te kunnen worden.

Punt 2: De mogelijke gevolgen van mijn website zou kunnen zijn is dat de hacker achter de wachtwoorden van mijn gebruikers kunnen komen. Ook al zijn de wachtwoorden gehashed. Als ze een wachtwoord weten dan kunnen ze allemaal rare dingen op hun account uploaden wat de echte gebruiker allemaal niet wilt.

Punt 3: Als mijn website bekend zou zijn dan kan de hacker heel makkelijk achter allerlei informatie komen als hij eenmaal een wachtwoord weet.

Punt 4: Voorgestelde verbeteringen van mijn website zou kunnen zijn:

1. CAPTCHA op mijn website zetten.

2. Ik kan een bericht krijgen als iemand zo vaak mislukte logins heeft geprobeerd van hetzelfde IP-adres.

3. De gebruiker kan alleen maar inloggen van 1 vaste IP-adres.
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