**Página para verificación de certificados**

Los certificados emitidos en el programa de partners para los técnicos formados en las soluciones de Vaelsys podrán verificarse a través de la página web. Cada certificado incluirá un número de registro y un código QR que dirigirá al portal de verificación. Para comprobar su autenticidad y vigencia, el consultante solo deberá ingresar el número de registro en la plataforma.

Los certificados caducan.

* **¿Qué debe aparecer en la página web?**

Para autenticar el certificado, se solicitarán los datos del consultante: nombre, empresa y correo electrónico (donde recibirá el resultado de la verificación), junto con el número de registro del certificado y el nombre y apellidos que aparecen en el mismo.

**Formulario**

Datos del consultante:

* **Nombre**
* **Apellidos**
* **Empresa desde la que se realiza la consulta**
* **Correo electrónico**

Datos a rellenar sobre la persona certificada:

* **Número de registro del certificado**
* **Nombre**
* **Apellidos**

El certificado tiene la fecha de validez de 1 año.

La autentificación se hace solo por si las empresas quieren comprobar que el empleado no ha falsificado el certificado.

Lo que tiene que aparecer en la pantalla sería algo como "Hemos recibido su solicitud con éxito, pronto recibirá un correo en la dirección facilitada con los resultados de su consulta."

Estos correos se tienen que generar de forma automática y por ahora se tiene que enviar desde [marketing@pipote.es](mailto:marketing@pipote.es).

En caso de que exista un certificado en vigor con los datos facilitados por el usuario, se tiene que enviar el mensaje “Confirmamos que el técnico indicado posee un certificado activo y válido otorgado por Vaelsys.”

Cuando el certificado está caducado: “El técnico consultado cuenta con un certificado emitido por Vaelsys, pero su vigencia ha expirado.”

Cuando no existe ningún certificado: “No se ha encontrado ningún certificado activo en nuestros registros con los datos proporcionados. Por favor, verifica que la información ingresada sea correcta.”

Es aconsejable implementar protección contra el Spam tipo reCaptcha v2 o reCaptcha v3.

Necesitamos tener acceso a la BBDD de las consultas con los datos de los que han consultado.

Ahora mismo existe una versión muy limitada de la comprobación de los certificados que se hace con una comprobación manual aquí: <https://vaelsys.lat/verificacion-de-certificados/>