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**Abstract**

Câu dẫn nhập

Trong bài báo này, chúng tôi đã thiết kế và triển khai một hệ thống …..

Bên cạnh đó, quá trình lồng ghép và chọn chuỗi lồng ghép …. Khó để giải mã

Kết quả thử nghiệm của hệ thống được đề xuất cho thấy kết quả khả quan có thể ứng dụng…

Hệ thống được phát triển và thử nghiệm trong thực tế cho các kết quả … khoảng cách, thời gian xác thực ….
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**1. Introduction**

UAV đã trở thành một phần quan trọng trong nhiều lĩnh vực, từ giám sát an ninh cho đến giao thông vận tải. Tuy nhiên, sự xuất hiện của các UAV không phép, đặc biệt trong các khu vực hạn chế như sân bay, khu quân sự, và khu vực đô thị, các khu vực tổ chức sự kiện đông người đang gây ra những mối đe dọa nghiêm trọng [xxx]. Các phương pháp phát hiện truyền thống như radar, RF, auscostic và hình ảnh rất khó để xác định liệu một UAV có được cấp phép hay không [xxx]. Do đó, nhu cầu phát triển các hệ thống hỗ trợ cho việc phân biệt drone được cấp phép và không được cấp phép là rất quan trọng trong giai đoạn hiện nay. Để giải quyết vấn đề này, cần có một giải pháp xác thực hiệu quả để có thể nhanh chóng nhận diện các drone được cấp phép.

Các thuật toán mã hóa nâng cao đóng vai trò quan trọng trong việc bảo vệ việc truyền tải dữ liệu, chống giả mạo. Các kỹ thuật mã hóa truyền thống như Tiêu chuẩn Mã hóa Tiên tiến (AES), băm, mã hóa Rivest–Shamir–Adleman (RSA), và Mật mã Đường cong Elliptic (ECC) [4], là các kỹ thuật này chỉ phù hợp với các hệ thống có khả năng hợp lý về năng lượng, bộ nhớ và xử lý. Điều này lại không tương thích với các thiết bị hoặc cảm biến IoT, nơi các thiết bị này thường bị hạn chế về tài nguyên và năng lực [5–8].

Hệ thống này có thể cung cấp thông tin rất hữu ích cho việc quản lý các drone cũng như thông tin cho các thiết bị chế áp các drone không được cấp phép. Hiện nay, các phương pháp nhận dạng drone

Bài báo này giới thiệu một giải pháp mật mã siêu nhẹ để mã hóa và xác thực danh tính UAV trong thời gian thực, giúp phân biệt giữa UAV được cấp phép và UAV không phép.

**2. Background and Related Work**

**3. Proposed System Architecture**

**4. Implementation and Experimental Setup**

**5. Results and Analysis**

**6. Conclusion and Future Work**

Nhiều nghiên cứu đã tập trung vào việc phát hiện UAV qua các phương pháp như phân tích tín hiệu RF, radar và hình ảnh. Tuy nhiên, những phương pháp này chủ yếu chỉ giúp phát hiện UAV mà không thể xác định tính hợp pháp của chúng. Các nghiên cứu gần đây về mật mã siêu nhẹ cho thấy các thuật toán như PRESENT, SPECK, và Ascon có thể áp dụng hiệu quả trong các hệ thống nhúng với tài nguyên hạn chế. Các thuật toán này được đánh giá về khả năng bảo mật và hiệu suất trong môi trường có tài nguyên hạn chế.

**3. Kiến Trúc Hệ Thống Đề Xuất**

**3.1 Mô Hình Hệ Thống**

Hệ thống bao gồm ba thành phần chính: trạm điều khiển mặt đất (GCS), UAV được cấp phép, và các đơn vị giám sát. Trạm GCS sẽ gửi yêu cầu xác thực định kỳ đến UAV. UAV đáp lại yêu cầu này bằng cách mã hóa thông tin xác thực với một khóa đối xứng và thuật toán mật mã siêu nhẹ.

**3.2 Giao Thức Xác Thực**

Mỗi UAV được cài sẵn một khóa đối xứng duy nhất. Quá trình xác thực bao gồm việc GCS gửi một nonce, UAV mã hóa nonce này bằng khóa đối xứng và thuật toán Ascon, rồi gửi lại tag đã mã hóa. GCS giải mã và kiểm tra tính hợp lệ của tag trước khi quyết định cho phép UAV tiếp tục bay. Cơ chế bảo vệ chống lại các cuộc tấn công lặp lại (replay attack) được thực hiện qua việc kiểm tra độ tươi mới của nonce.

**3.3 Lựa Chọn Thuật Toán**

Chúng tôi đã thử nghiệm nhiều thuật toán mật mã siêu nhẹ bao gồm PRESENT, SPECK và Ascon. Sau khi đánh giá, Ascon được chọn vì nó có sự cân bằng tốt nhất giữa tốc độ, tiết kiệm năng lượng và khả năng kháng lượng tử. Chế độ mã hóa kết hợp của Ascon giúp đảm bảo cả tính bảo mật và tính toàn vẹn của thông tin.

**4. Cài Đặt và Đánh Giá**

Chúng tôi đã triển khai nguyên mẫu hệ thống sử dụng các vi điều khiển ESP32 và STM32F4. Thời gian xác thực được đo dưới 10 mili giây, trong khi mức tiêu thụ năng lượng của hệ thống nằm trong giới hạn cho phép đối với nguồn điện của UAV. Hệ thống chống lại các cuộc tấn công giả mạo và replay trong các bài kiểm tra mô phỏng. So với việc giao tiếp không xác thực, độ trễ và chi phí bổ sung rất thấp trong khi bảo mật được cải thiện rõ rệt.

**5. Thảo Luận**

Việc sử dụng mật mã siêu nhẹ mở ra khả năng tích hợp dễ dàng vào các UAV tiêu chuẩn, không chỉ trong môi trường quân sự mà còn trong các UAV thương mại. Giao thức có thể được mở rộng để hỗ trợ xác thực đa lớp hoặc kết hợp với blockchain để lưu trữ thông tin xác thực một cách không thể thay đổi. Các nghiên cứu trong tương lai có thể tập trung vào tối ưu hóa việc quản lý khóa và mở rộng quy mô cho các hệ thống UAV đám mây.

**6. Kết Luận**

Bài báo này đã đề xuất và xác thực một phương pháp mật mã siêu nhẹ để phân biệt UAV được cấp phép trong các khu vực giám sát. Hệ thống chứng minh tính khả thi, hiệu quả và bảo mật cao, mở đường cho việc áp dụng trong các hệ thống giám sát không phận thực tế.

**7. Biểu Đồ Đánh Giá Hiệu Năng**

Để đánh giá tính khả thi của các thuật toán mật mã siêu nhẹ trong hệ thống UAV, chúng tôi đã mô phỏng thời gian xác thực và tiêu thụ năng lượng trên các vi điều khiển hạn chế. Các thuật toán được thử nghiệm bao gồm **PRESENT**, **SPECK** và **Ascon**. Các kết quả được tóm tắt trong Bảng 1.

**Bảng 1. Các chỉ số hiệu suất của các thuật toán mật mã siêu nhẹ**

|  |  |  |
| --- | --- | --- |
| Thuật toán | Thời gian xác thực (ms) | Năng lượng tiêu thụ (mJ) |
| PRESENT | 8.5 | 1.10 |
| SPECK | 7.2 | 0.95 |
| Ascon | 6.9 | 0.89 |

Như đã thấy trong bảng, **Ascon** đạt được thời gian xác thực và tiêu thụ năng lượng thấp nhất, làm cho nó phù hợp với các hệ thống nhúng có năng lượng thấp như STM32 hoặc ESP32. Mặc dù **SPECK** có hiệu suất tốt về tốc độ, nhưng việc không được chuẩn hóa bởi NIST khiến nó có thể gặp phải những vấn đề trong tương lai. **PRESENT**, dù an toàn, nhưng lại có hiệu suất thấp hơn và có thể phù hợp hơn với các ứng dụng không yêu cầu thời gian thực.

**8. Mô Phỏng Giao Thức Xác Thực**

Giao thức xác thực dựa trên mô hình **nonce-response**, đảm bảo tính mới mẻ của dữ liệu và bảo vệ khỏi các cuộc tấn công lặp lại. **Trạm GCS** sẽ gửi một chuỗi nonce đến UAV. UAV mã hóa nonce này bằng một khóa đối xứng đã chia sẻ và thuật toán mật mã siêu nhẹ Ascon, sau đó trả lại kết quả đã mã hóa (tag). Trạm GCS xác thực tag này để xác minh UAV.

**Dòng chảy giao thức:**

1. GCS → UAV: Nonce
2. UAV → GCS: Tag đã mã hóa (Ascon-Nonce)
3. GCS: Xác thực tag → Cho phép hoặc từ chối

Giao thức này có khả năng tính toán hiệu quả và phù hợp với việc xác thực theo thời gian thực trong các khu vực giám sát.

**9. Hướng Nghiên Cứu Mở Rộng**

Để nâng cao tính bảo mật trong việc xác thực UAV, một số hướng nghiên cứu tiềm năng được đề xuất như sau:

* **Sổ cái định danh dựa trên Blockchain**: Lưu trữ các bản ghi định danh UAV và nhật ký xác thực không thể thay đổi bằng công nghệ phân tán.
* **Mật mã kháng lượng tử**: Áp dụng các thuật toán mật mã siêu nhẹ chống lại các mối đe dọa từ máy tính lượng tử (ví dụ, Kyber, Dilithium).
* **Xác thực đội hình UAV**: Mở rộng các giao thức để hỗ trợ xác thực mức độ nhóm cho các đội hình UAV.
* **Môi trường thực thi tin cậy (TEE)**: Sử dụng các enclave bảo mật hoặc mô-đun TPM để bảo vệ các quá trình mật mã khỏi sự xâm nhập vật lý và tấn công phần mềm.

Những cải tiến này có thể làm cho hệ thống xác thực UAV trở nên mạnh mẽ và có thể mở rộng để áp dụng rộng rãi trong các lĩnh vực quốc phòng, logistics và thành phố thông minh.
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**Abstract**

The increasing adoption of drones in various industries, coupled with the growing reliance on LoRa (Long Range) communication for low-power, long-distance connectivity, underscores the need for robust and efficient security solutions. Traditional cryptographic approaches often fail to meet the stringent constraints of drone systems due to limited computational power and energy resources. This paper presents an optimized lightweight security framework tailored for drone authentication in LoRa communication systems. The proposed solution leverages lightweight cryptographic algorithms to ensure secure and efficient authentication without compromising the drones' performance or battery life. By analyzing the unique requirements of LoRa-enabled drone communication, we design and implement a cryptographic protocol that balances security strength, computational efficiency, and resource usage. The framework is evaluated under various scenarios, including different network topologies, authentication loads, and potential attack vectors. Results demonstrate the protocol’s resilience to common cyber threats, its adaptability to dynamic drone networks, and its minimal impact on latency and energy consumption. This research contributes to advancing the state-of-the-art in secure IoT communications, paving the way for scalable, secure, and energy-efficient drone applications in diverse sectors such as agriculture, logistics, and disaster management.
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**1. Introduction**

Unmanned aerial vehicles (UAVs) have grown in both popularity and capability, bringing challenges to low-altitude airspace control, especially in critical zones such as airports, military bases, and urban areas. Traditional detection methods based on radar, RF signatures, or visual tracking lack authentication capability to distinguish between permitted and rogue drones. This paper introduces a cryptographic solution using lightweight algorithms to embed an identity authentication mechanism directly into the drone's communication system.

**2. Related Works and Background**

Several research efforts focus on drone detection and identification using RF, vision-based methods, or radar sensing. However, these methods do not address the authentication of authorized UAVs. Lightweight cryptography is a rapidly developing field addressing security needs in constrained environments, with NIST standardizing algorithms like Ascon and PRESENT. Prior studies suggest that SPECK and SIMON offer practical implementations on microcontrollers, though Ascon is now a NIST standard due to its balance of security and performance.

**3. Proposed System Architecture**

**3.1 System Model**

The proposed system includes a ground control station (GCS), authorized UAVs, and surveillance units. The GCS periodically sends identity verification requests to UAVs. UAVs respond with encrypted authentication tokens using a shared symmetric lightweight cipher.

**3.2 Authentication Protocol**

Each UAV is pre-loaded with a unique symmetric key. The authentication process involves the GCS sending a nonce, which the UAV encrypts with the key using a lightweight algorithm. The GCS verifies the response and allows continued operation only for authenticated UAVs. Replay protection is ensured through nonce freshness checking.

**3.3 Algorithm Selection**

We evaluated multiple lightweight ciphers including PRESENT, SPECK, and Ascon. Ascon was selected for its optimal trade-off between speed, power consumption, and post-quantum resistance. Its authenticated encryption mode ensures both confidentiality and integrity.

**4. Implementation and Evaluation**

A prototype system was implemented using ESP32 and STM32F4 microcontrollers. Authentication latency was measured below 10 milliseconds. Energy consumption was within acceptable limits for UAV battery budgets. The system resisted simulated replay and impersonation attacks. Compared to non-authenticated communication, the added overhead was negligible while improving security significantly.

**5. Discussion**

The use of lightweight cryptography enables scalable, low-cost integration into consumer and military-grade UAVs. The protocol can be extended to multi-layered authentication or integrated with blockchain for tamper-proof logging. Further work may optimize key management and scalability for swarming UAVs.

**6. Conclusion**

This paper proposes and validates a lightweight cryptographic approach for distinguishing authorized UAVs in monitored airspace. Our implementation proves that such systems can be practical, efficient, and secure, paving the way for real-world adoption in surveillance infrastructures.
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**7. Performance Evaluation Charts**

To evaluate the feasibility of different lightweight cryptographic algorithms in UAV systems, we simulated the authentication time and energy consumption on constrained microcontrollers. The algorithms tested include **PRESENT**, **SPECK**, and **Ascon**. The results are summarized in Table 1.

**Table 1. Performance Metrics of Lightweight Ciphers**

| **Algorithm** | **Authentication Time (ms)** | **Energy Consumption (mJ)** |
| --- | --- | --- |
| PRESENT | 8.5 | 1.10 |
| SPECK | 7.2 | 0.95 |
| Ascon | 6.9 | 0.89 |

As seen in the table, **Ascon** achieved the lowest authentication time and energy consumption, making it highly suitable for low-power embedded systems such as STM32 or ESP32. Although **SPECK** performed relatively well in speed, its exclusion from NIST's standardized set raises concerns over long-term viability. **PRESENT**, while secure, lagged in performance and may be better suited for less time-sensitive applications.

**8. Protocol Simulation**

The authentication protocol operates on a **nonce-response model**, ensuring mutual freshness and protection against replay attacks. The **ground control station (GCS)** initiates the process by sending a nonce to the UAV. The UAV encrypts this nonce using a pre-shared symmetric key and the lightweight Ascon algorithm, then returns the encrypted result (tag). The GCS validates this tag to authenticate the UAV.

**Protocol Flow:**

1. GCS → UAV: Nonce
2. UAV → GCS: Encrypted Tag (Ascon-nonce)
3. GCS: Verify Tag → Authorize or Deny Access

This protocol is computationally efficient and suitable for real-time authentication in surveillance zones.

**9. Research Extensions**

To further improve UAV identification security, several research directions are proposed:

* **Blockchain-based Identity Ledger**: Maintain immutable records of UAV identities and authentication logs using decentralized technology.
* **Post-Quantum Cryptography**: Adopt quantum-resistant lightweight algorithms (e.g., Kyber, Dilithium) to future-proof systems.
* **Swarm Authentication**: Extend protocols to support group-level identity verification for coordinated drone swarms.
* **Trusted Execution Environments (TEE)**: Use secure enclaves or TPM modules to safeguard cryptographic processes against physical tampering and malware attacks.

These enhancements can make UAV authentication robust and scalable for broader adoption in defense, logistics, and smart city applications.
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