1. 大家好，今天由我代表 王者BAT 来作然之项目测试的成果展示
2. 本次展示分为四幕，背景 分工 行动 以及 成果
3. 0
4. 然之协同 是一款php语言编写基于Web的办公系统，其主要由客户管理、现金记账，团队分享和应用导航组成；其 集多种功能一体，精简且不冗余。
5. 然之导航栏的控件 除 核心功能的 日常办公 客户管理 现金记账 团队分享 和 各应用的导航外；还有“我的地盘”，文档 和 应用设置。对然之的这些控件的解读和详细了解为接下来的按模块分工做足准备
6. 0
7. 具体分工之前 我组成员合议并汇总测试要点 用思维导图记录，分别是功能 界面/可用性 兼容性 接口 安全 和 性能。这些要点也适用于Web开发的测试项目
8. 在这些要点中比重最大的是功能测试，开发项目功能的实现是产品的主要卖点。这些功能进而细分汇总 是上述四点 表单，需要关注表单控件输入框 下拉选择框 文件上传 按钮等功能；搜索，需要关注它的搜索条件 精确的多条件搜索 模糊的一个或两个条件搜索 以及不符合搜索标准的搜索 这些功能是否实现；删除，批量删除操作 删除一个数据对其余数据的关联影响 删除数据在数据库的表现 这些功能是否实现；Cookie 和 Session，这里提到的C&S 是要讨论浏览器的Cookie存储功能 Session数据结构将敏感信息保存在外部服务器 访问需要Cookie存储的Session id 为此我们用抓包工具获取HTTP的请求包 查看其Cookie保存的数据，还有在删除浏览器保存的Cookie数据之后 再次登录，之前所保留的用户名 密码需要重新输入保存。
9. 其它的测试要点 界面/可用性测试，由于本项目没有得到产品原型/UI效果图，故只关注了界面的文字是否清淅、排版是否合理；兼容性测试，此要关注在不同浏览器中的显示效果；接口测试，此要点也是本次实训中的一个重要阶段；安全测试，据本学期学习的相关内容进行基础检测；性能测试，
10. 明确然之项目的测试需要覆盖和涉及的要点之后，依据系统导航栏控件功能的复杂程度分给七名组员，测试用例的设计和执行交叉实施，错误相互指正讨论 为最后的集成降低成本
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12. 汇总我组的功能测试的行动实施——手工测试，覆盖自动化测试无法进行的测试要点，之前说过的浏览器Cookie存储；自动化冒烟测试，覆盖表单、搜索、删除这些系统的基本功能；将自动化测试的输出应用Ant testNG打包，应用Jenkins 连接GitHub中的项目库实现每日构建持续集成。
13. Java UI 自动化框架使用监听器实现用例结果的统计，Free marker生成测试报告，其中37条用例由五人编写，全部通过。
14. Python UI 自动化测试框架 13条测试用例，2人编写，全部通过。
15. 浏览器兼容性测试，图片来源于百度统计，由图可见近两年的主流浏览器依次是——谷歌，IE，QQ，2345，搜狗和火狐。而我们完善的自动化测试框架 只关注到火狐，谷歌，IE 是因为主流浏览器都基于四大浏览器内核 IE的Trident 谷歌的Blink 火狐的Gecko 苹果的Webkit 内核。浏览器依托于内核的处理渲染显示Web界面，所以我们所覆盖的浏览器内核是全面的、具有说服力的。为了验证我们理解到的结论，在主要依附这三大浏览器自动化测试的同时将其余主流浏览器分配给组员进行兼容性测试。在此，对我组中期总结 汇报的未解决问题作出回应——我们的自动化测试主要在火狐浏览器上进行，当页面操作执行正常后 手工关注其余浏览器的界面展示和基本操作即可，无需由自动化驱动。这样一来可以测试的时间，并达到兼容性覆盖相对全面的目标。
16. 接口测试 我们为了关注系统后端代码的功能实现即与服务器交互的请求和相应。依据商城接口说明文档，将七个单接口分配给组员并交叉执行测试用例；组员自行设计面向场景的接口测试，并在Python和Java框架中执行。测试用例的自动化执行代码，应用的技术有数据驱动、收货地址id的获取并存入数组，同UI自动化测试框架的完善，接口框架也应用了FreeMarker或TestNG对测试报告的美化，监听器实现测试报告的生成和邮件的发送。
17. 41条单接口测试用例，集成通过测试；25条面向场景的接口测试用例，全部通过。
18. 安全测试，应用OWASP Zed Attack Proxy软件进行然之安全漏洞的扫描，其中发现的警告风险级别较高的漏洞有 X-Frame-Options 响应头未设置，Cookie没有HTTP Only标识设置等；这些漏洞可能会导致页面被非法嵌入其他网站，Cookie信息有被泄露的风险。除了应用ZAP模拟攻击之外，我们还尝试了XSS攻击，SQL注入攻击。最终然之抵御了这些漏洞攻击，说明此开源办公系统在安全方面算是做足了工作。
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20. PPT上文字
21. 感谢聆听 展示完毕