Signin的基础上，

1. 将其转变成为一个Express应用，并使用MongoDB对数据持久化
2. 修改“注册”页面，增加密码，重复密码字段，允许用户设置密码  
   1. 密码为6~12位数字、大小写字母、中划线、下划线
   2. 校验密码符合格式、密码与重复密码一致
   3. 改“注册”页面URL为<http://localhost:8000/regist>
3. 添加“登录”页面，使整个应用完善为Web应用中常见的用户注册与登录子系统  
   1. 用户输入正确用户名和密码之后，跳转到详情页面
   2. 登录信息不正确，停留在signin页面，并提示出错“错误的用户名或者密码”
   3. 登录界面为整个应用默认入口，其中有按钮“注册”，点击进入注册界面
4. 限制用户访问他人“详情”，当已登录用户试图通过[http://localhost:8000?username=ab](http://localhost:8000/?username=abc)访问用户ab的“详情”页面时  
   1. 跳转到其自身的“详情”页面
   2. 在“详情”页面显示提示：“只能够访问自己的数据”
5. 实现退出，在“详情”页面增加“退出”按钮，用户点击后，退出登录，回到“登录”页面
6. 实现保持登录  
   1. 已登录用户访问[http://localhost:8000](http://localhost:8000/) 将直接跳转到其“详情”页面
   2. 用户登录应用后，关闭浏览器，再度打开浏览器，依然保持已登录状态
7. 信息安全  
   1. 用户密码加密之后存储在数据库内