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Стрімкий розвиток обчислювальних технологій та алгоритмів шифрування зробив захист конфіденційних даних та безпечну комунікацію невід'ємною складовою сучасного суспільства [1]. Із зростанням обчислювальних потужностей, включаючи квантові обчислення, традиційні методи шифрування стають вразливими, що сприяє розвитку інноваційних криптографічних технологій.

Стандартні криптосистеми AES, RSA та ECC, разом із апаратними модулями, такими як TPM (Trusted Platform Module) та HSM (Hardware Security Module), та Apple Secure Enclave забезпечують надійний захист [2,3]. Однак зростання обчислювальних потужностей призводить до збільшення попиту на надійні методи шифрування. А саме пропонується розглянути потенціал хаотичних і гіперхаотичних систем для підвищення криптографічної безпеки при шифруванні зображень.

Збільшення довжини ключа у криптографічних алгоритмах підвищує стійкість шифрування до різних атак. Це забезпечує захист від атак грубої сили (brute-force) і методів криптоаналізу та враховує майбутнє зростання обчислювальної потужності [4]. Довший ключ збільшує кількість можливих комбінацій, що значно ускладнює підбір методом грубої сили. Однак розвиток квантових обчислень робить класичні алгоритми вразливими, і хоча збільшення довжини ключа може забезпечити додатковий захист, вже розробляються квантово-стійкі алгоритми.

Квантово-стійкі алгоритми, також відомі як постквантова криптографія (PQC). Галузь PQC зосереджена на створенні алгоритмів, що залишаються безпечними навіть за наявності квантових комп’ютерів. До таких підходів належать криптографічні схеми на основі мультиваріантності, криптографія на ізогенії суперсингулярних еліптичних кривих, генерація ключів на основі хаотичних атракторів та шифрування на основі гіперхаотичних атракторів [4, 5, 6, 7]. Ці методи демонструють високу стійкість до квантових атак, що робить їх перспективним вибором для майбутніх систем захисту даних. Атрактори застосовуються в криптографії для захисту від квантових атак завдяки їх здатності генерувати складні, непередбачувані траєкторії, що ускладнює аналіз даних. У контексті стійкості до квантових атак атрактори використовуються для створення ключів, криптографічних послідовностей і шифрувальних схем, які мають хаотичність і непередбачуваність.

У цій роботі області тяжіння атрактору застосовуються для генерації шифрувальних ключів, оскільки вона визначає регіон початкових умов, що ведуть до генерування траєкторій у динамічній системі [8]. Ці траєкторії використані для створення хаотичних послідовностей, які породжують високий рівень непередбачуваності та використовуються у подальшому шифруванні данних.