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| **Use Case:** | Instructor Login |
| **Primary Actor:** | Instructor |
| **Goal in Context:** | The aim of the Instructor is to gain access to the plagiarism detector. |
| **Preconditions:** | 1. The Instructor should have an account. 2. The Instructor should have access to assignments. |
| **Trigger:** | Opening the web address in a browser |
| **Scenario:** | 1. The Instructor opens the web application. 2. When prompted for username and password, the Instructor provides a valid username and password. 3. Once login is successful, the Instructor is directed to the homepage.   The homepage will have a facility that enables the Instructor to upload the assignments. |
| **Exceptions:** | The username and password does not match.  The Instructor can try entering the login details again or cancel the operation. |
| **Priority:** | High, must be implemented. |
| **When available:** | Phase C |
| **Channel to actor:** | The Instructor interacts with the system through a web interface. |
| **Secondary Actor:** | Admin |
| **Channels to Secondary Actors:** | The Admin may interact with the system or other actors through a web interface. |
| **Open Issues:** | 1. Should we have a separate Admin user who will control the access to the detector? 2. Can we display any non-sensitive information related to the plagiarism detector/subject on the landing page such that login is not required? 3. Will there be any provisions to recreate password/username if the user has forgotten them? 4. Should any other fields be displayed along with the username and password fields? For example, a subject field. |