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Motivation

The following written report examines the history of SSL/TLS and the weakness or vulnerabilities that it overcame over its development. It would be interesting to see how the protocol responded to different vulnerabilities and its solution. Hopefully, users will be able to get a glimpse of where the development of the protocol will lead to.

Inception

Terminologies(Difference between TLS and SSL)

What is the difference between SSL and TLS? And why do they often come together? Are they referring to the same protocol?

Historical Version

Impactful Events

Future

Conclusion
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