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# Conclusion

The main purpose of this lab is to learn how to create reusable infrastructure and demonstrate infrastructure as a code using AWS’s built-in tool called Cloud Formation. Infrastructure As A Code (IaC) is a fundamental pillar in devops practises that enables organisations to rapidly deliver software and services to end users by automating system dependencies and provisioning local and remote instances. IaC is a fundamental practise for implementing continuous deployment.

Our main goal for this lab is to build an infrastructure that hosts a blogging site using Nginx as a webserver, Mysql as a database, and Wordpress as an application server. We also want to focus on security, high availability, fault tolerance, and scalability. The cloud formation code must be designed in such a way that it can be used in any AWS cloud environment with minimal effort on the part of the cloud engineer.

I'm creating the VPC infrastructure with nested stacks called vpc.yml, which is very convenient because the main template will not be changed; only the parameter and master stack files can be changed for future changes or upgrades in the current environment. The VPC contains 6 AZ’s where the instances will be distributed across for high availability & scalability with minimal/zero downtime. The VPC has 6 AZs, each of which has 2 Public Subnets, 2 Private Subnets, and 2 Database Subnets, as we

The VPC contains 1 Internet Gateway, 1 Nat Gateway, 1 jumphost Security group & 6 AZ’s which contains 2 Public Subnet, 2 private subnet & 2 Database subnet (private subnet). Keeping security in mind we have created a bastion/jump host in public AZ which is a dedicated server that allows authorised users to connect to a private server which are located in private subnet from a public network. So that no production server is exposed publicly. I have also created NAT gateway in public subnet which is responsible to provide internet access to the all the private server. So that no server is exposed publicly in any way. I have created another CloudFormation template called ec2-alb.yml. This is used to create an ec2 instance in private subnet which installs nginx webserver using our user data script. Along with this Public Application load balancer is created in public AZ which is exposed publicly on port 80. Our webserver is placed behind the ALB where port 80 is mapped for ALB and 22 is mapped for jumphost SG. We can use the ALB’s DNS name to map with our domain name by creating a CNAME record.

The infrastructure code can be used in any AWS environment by just adding few parameters which I have instructed in the Readme file.

The cloudformation files has to be uploaded in the S3 buckets