#火烧红莲寺#

问题：西安一公司为防泄密监控员工手机，短信文件照片微信都被获取。该公司行为是否违法？

题目描述：7月28日，陕西西安。小张（化名）反映，他们入职的公司要求统一安装一款软件，该软件会获取手机内各项信息，他认为不安全。小张称，公司告诉他们这个软件是防止他们泄密，但软件运行的时候必须打开所有权限，获取了他们手机上的信息，包括照片、聊天记录等。对此，该公司另一名员工称，她一入职就被要求安装了该软件，进了厂区就要打开。

男子称公司为防泄密监控员工手机 ：短信文件照片微信都被获取了

<https://cj.sina.com.cn/articles/view/1644948230/m620beb0603300xygq>

只要知情同意，并且没有相抵触的法律条款限制，坦白说没有违法问题。

主要是你自己要点击不同意并且拒绝公司附加在这个上面的所有服务和利益。

其实安装什么软件的时候都一样，厂商一样是以ta们提供的服务为由要求获取你的这样那样的信息，游戏公司拿游戏的机会交换和公司拿工资和就业岗位要挟交换，在这一点上没有本质的区别。

在什么地方有本质区别呢？

在于公司往往还额外知道你姓什名谁，身份证几号，家住何处，紧急联系人是谁以及上班时间会出现在哪里。

同时掌握你的喜好细节和你的身份信息，这就有点危险了。

这就要研究个人信息保护法的细节了：

中华人民共和国个人信息保护法\_中国人大网

[www.npc.gov.cn/npc/c30834/202108/a8c4e3672c74491a80b53a172bb753fe.shtml](http://www.npc.gov.cn/npc/c30834/202108/a8c4e3672c74491a80b53a172bb753fe.shtml)

个人信息的关键词——

第四条 个人信息是以电子或者其他方式记录的与**已识别或者可识别的自然人**有关的各种信息，不包括匿名化处理后的信息。

违法点在于：

第十条 任何组织、个人不得**非法收集、使用、加工、传输**他人个人信息，**不得非法买卖、提供或者公开他人个人信息；**不得从事危害国家安全、公共利益的个人信息处理活动。

这玩意后面有大量的约束，自己去查阅个人信息保护法。

简单总结一下——

1）公司要收集你的个人信息，它依法要给你完整的关于将如何存储、传输、使用你的信息的声明。你可以要求公司提供，记录下你要求而公司拒绝的过程。

2）记录下公司确实获取了你的个人信息数据的证据。

3）记录下公司不当存储（例如你作为无关人士可以获得这些数据）的证据。

然后你就可以告它啦。

我说句实话，除了有特殊身份的央企国企——例如军工企业之类，一般的企业搞这套属于脑子不清醒。

明白点的企业问明白了律师都会清楚——采集员工个人信息越少越好，否则随时随地可以招致无穷尽的麻烦。

一个表单泄露，理论上就有几百个官司可能打过来。输掉一个就是输掉全部，赔都可以赔到破产。

尤其是内部员工有多得多的机会实实在在抓到你不当使用、不当保管、不当传输。

一个官司打下来，ta说不定可以退休了，你闹不好要倒闭。

这种消息再捅给新闻界，在现在的社会局面下，很容易成为“隐私要案”，一不小心还要上热榜。

简而言之，一个企业冒冒失失去伸手拿这种烫手山芋，其实是舍己为人，给了有心的员工大赚一笔的机会。

而且以这种企业的管理水平，一方面根本不能借助这手段防止泄密，

另一方面，这些信息往往自己根本处理不了，只是白白的拿着，纯惹一身麻烦。

莫名其妙档案室失火了，全因为某员工一不小心收了张裸照绝不能让人看到，冤不冤？

“为什么要杀我？”

“因为那封邮件在你的邮箱里”

“哪封？我这二十几万封，我真不知道是哪封”。

老兄，你不知道是哪封，我也睡不着啊，难道等到你找到是哪封我再来毁灭证据？难道我特别告诉你是哪封，你帮我单独删？

火烧红莲寺。

其实你把这篇东西发给老板看看，他要还是要搞这个，你早点辞职吧。

不是因为ta要搜集信息，而是因为ta脑子不清楚，没有前途。
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<https://www.zhihu.com/answer/2600250266>

---

评论区:

Q: 蹲一个课代表，“火烧红莲寺”这个比喻不太明白。只能搜到同名的电影，看简介是个越狱题材。

B: 红莲寺就是简单的小团体权力魔窟。

火烧就是摧毁。

---

Q: 不知道理解的对不对：保管公司数据是公司的责任，试图通过监控员工来提高保密等级属于吃力不讨好、成本极高的做法。

---

Q: 直白点就是人菜瘾大。

---

Q: 公司要是滥用职权，应该奋起抵抗反击，依法维权。毕竟这个公司不属于军工企业吧。

A: 将计就计一般都比奋起反击好

---

更新于2023/8/12