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|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **姓名** | | **孙莹莹** | | **年级** | | **2020级** |
| **学号** | | **20204104** | | **专业、班级** | | **计算机科学与技术卓越一班** |
| **实验名称** | **实验三 拒绝服务攻击与防御仿真实验** | | | | | |
| **实验时间** | **2023.5.7** | | **实验地点** | | **DS3401** | |
| **实验成绩** |  | | **实验性质** | | **□验证性 □设计性 □综合性** | |
| 教师评价：  □算法/实验过程正确； □源程序/实验内容提交 □程序结构/实验步骤合理；  □实验结果正确； □语法、语义正确； □报告规范；  评语：  评价教师签名（电子签名）： | | | | | | |
| 一、实验目的  1. 理解拒绝服务攻击的基本概念和常见拒绝服务攻击与防御技术。  2. 能基于具体场景中的现象和数据建立拒绝服务攻击的数学模型，得出合理的结论  3. 能识别问题中的关键因素，通过探索、优化和折中等方法，给出兼顾多个目标的防御方案。  4. 理解拒绝服务场景中攻击和防御的对抗特性，能利用基本的博弈论方法选择较优的攻防策略。 | | | | | | |
| 二、实验项目内容  在仿真平台中完成拒绝服务的攻击和防御实验。 | | | | | | |
| 三、实验设计  拒绝服务攻击是指利用网络协议的缺陷或直接耗尽被攻击对象的资源，从而使被攻击对象无法正常提供服务的攻击，拒绝服务攻击也是当前最常见的网络攻击之一。 | | | | | | |
| 1. 实验过程或算法   当用户访问网站时，网页浏览器与Web服务器之间采用HTTP协议进行通信，主要分成两个阶段：  第一个阶段，浏览器与Web服务器之间建立TCP连接。  第二个阶段，浏览器向服务器发出HTTP请求，服务器向浏览器返回HTTP响应。  本实验主要考虑两种攻击方式和四种防御工具。黑客可能会控制大量的肉鸡（即被黑客控制的计算机）在以上两个阶段对服务器发动攻击。网站则会部署防火墙对拒绝服务攻击进行防御。 两攻击方式  * 虚假IP地址攻击：在网站访问的第一个阶段，攻击者采用虚假IP地址向服务器发出大量请求，大量消耗服务器的计算资源。 * 真实IP地址攻击：在网站访问的第二个阶段，攻击者使用真实IP地址向服务器发出大量请求，从而占用服务器的计算资源，使其服务质量严重降低。   四种防御工具:   * Cookie：使用防hash技术防御SYN泛洪攻击，减少服务器内存消耗 * DRR：一种数据包调度算法，使每个IP的请求被均匀处理 * 黑名单：若某个IP请求速率过快，则不响应其请求。 * 配额：若某个IP的请求数量超过限额，则减小其调度机会。   攻防实验能否成功由两个指标决定：  成本：发动攻击或防御的成本，由一个介于0到99之间的整数表示。  服务质量：用户感知的平均网络服务质量，由一个介于0到99之间的整数表示。其计算公式如下： IMG_256 虚假IP地址攻击实验  1. **问题概述：**   虚假IP地址攻击任务发生在上述第一个阶段，攻击者采用虚假IP地址向Web服务器发出大量TCP连接请求，从而消耗服务器的计算资源，降低其服务质量。 任务说明：在本任务中，你将扮演黑客，利用虚假IP地址攻击Web服务器。本任务的闯关要求是，在攻击成本不高于50的前提下，使网络服务质量降低到40或以下。 已知条件如下：   * 防火墙用于处理连接请求的带宽为500,000数据包/秒 * 正常用户的到达率为100个/秒 * 用户连接请求速率为100数据包/秒。  1. **问题分析：**   在虚假IP地址攻击中，虚假IP攻击台数、虚假IP攻击速率与攻击成本之间的关系是非常密切的。一般来说，攻击者使用更多的虚假IP地址和更高的攻击速率可以使攻击效果更强，并且更难被检测和防御。但同时，这也会增加攻击成本。  具体来说，如果攻击者使用更多的虚假IP地址进行攻击，需要购买更多的IP地址或租用更多的僵尸主机，这会增加攻击成本。类似地，如果攻击者使用更高的攻击速率，需要更多的计算能力和带宽资源，这也会增加攻击成本。当然，攻击者可能会尝试降低攻击速率或减少攻击台数以降低成本，但这也会影响攻击效果。   1. **实验过程：**   首先调整虚假IP攻击台数为40，虚假IP攻击速率为1000：  结果成本为40，服务质量为99。此时攻击效果不佳。    然后调整虚假IP攻击台数为50，虚假IP攻击速率为1000：    由图可见，在增加虚假IP攻击台数之后，变化最大的是连接成功率和服务成功率（大幅下降）。可以认为当攻击台数较少时，连接成功率和服务成功率可能会比较高，因为攻击者可以精细地控制攻击策略并规避检测。但是，当攻击台数增多时，连接成功率和服务成功率可能会下降，因为攻击者可能会采用大量的虚假IP地址来进行攻击，导致目标系统无法承受过多的请求并拒绝服务。 真实IP地址攻击实验  1. **问题概述：**   真实IP地址攻击任务发生在上述第二个阶段，攻击者采用真实IP地址向Web服务器发出大量服务请求，从而消耗服务器的计算资源，降低其服务质量。  任务说明：在本任务中，你将扮演黑客，利用真实IP地址攻击Web服务器。本任务的闯关要求是，在攻击成本不高于50的前提下，使网络服务质量降低到90或以下。  已知条件如下：   * 防火墙用于处理连接请求的带宽为100,000数据包/秒 * 正常用户的到达率为100个/秒 * 用户连接请求速率为100数据包/秒  1. **问题分析：**   在真实IP地址攻击中，真实IP攻击台数、真实IP攻击速率与攻击成本之间存在一定的关系。通常情况下，攻击者可以通过使用大量的僵尸主机来进行分布式拒绝服务（DDoS）攻击，从而达到大规模的攻击效果。攻击者可以租用或控制大量的僵尸主机，这意味着攻击者可以同时攻击多个目标，并能够在短时间内向目标发送大量的流量。  攻击者使用越多的真实IP地址，攻击速率就可能越高，因为攻击者可以利用更多的带宽和计算资源来发起攻击。此外，攻击成本也可能会随着攻击所需的真实IP地址数量增加而上升。  然而，攻击者可能会选择使用较少的真实IP地址来执行攻击，以避免被检测和防御。在这种情况下，攻击者可以使用“IP地址欺骗”的技术，将攻击流量伪装成来自合法的IP地址，这样可以使攻击看起来像是由少数几个主机发起的，但实际上攻击者可能正在使用更多的主机来进行攻击。   1. **实验过程：**   首先设置真实IP攻击台数为50，真实IP攻击速率为1000：  结果成本为50，服务质量为49    然后不断降低真实IP攻击台数，保持真实IP攻击速率为1000不变：最后降到台数为1，成本为1，服务质量为50。可以发现此时虽然攻击台数少了很多，但是服务质量却只上升了1。  对比仪表盘发现主要是连接数略有下降，而连接成功率略有上升，连接数略有下降可能是因为IP数量较少会使得攻击者的连接速度更慢，从而导致连接数下降。同时，连接成功率略微上升可能是因为攻击者为了提高攻击成功率，会删除已经失效的IP地址，这也会导致IP数量减少，但连接成功率可能会略微上升。    真实IP攻击台数为0的时候，才会攻击失败（显然如果不攻击自然是失败的）： 初级防御实验  1. **问题概述：**   初级防御实验发生在上述第一个阶段，攻击者采用虚假IP地址向Web服务器发出大量连接请求，从而消耗服务器的计算资源，降低其服务质量。  任务说明：在本任务中，你将扮演网络管理员，对虚假IP地址攻击进行防御。本任务的闯关要求是，在防御成本不高于20的前提下，使网络服务质量达到90或以上。  已知条件如下：   * 正常用户的到达率为800个/秒 * 用户连接请求速率为100数据包/秒  1. **问题分析：**   DRR和Cookie都可以用于防御虚假IP地址攻击。下面分别介绍它们的作用和效果。   1. DRR   DRR是一种基于比例的负载均衡算法，它可以根据客户端的IP地址分配流量，从而避免来自同一IP的虚假请求过多占用服务器资源。DRR算法会根据各个客户端IP地址的访问次数来调整权重，使得来自同一IP的请求分配的服务资源不会过多。  DRR对于防御虚假IP地址攻击有一定的效果，因为攻击者使用的虚假IP地址访问次数很少，因此会分配到较少的资源，从而减轻服务器负担，确保正常用户的服务质量。但是，如果攻击者使用多台虚假IP来发起攻击，则DRR会失效，因为每个IP地址的请求量都很少，无法有效进行流量分配。  2. Cookie  Cookie是一种存储在客户端浏览器上的小文本文件，服务器可以在客户端的浏览器中存储和检索Cookie来识别用户。服务器可以设置Cookie来记录用户的访问信息，如登录信息、购物车商品信息等。因此，服务器可以使用Cookie来验证请求是否来自合法用户，而非虚假IP地址的攻击者。  Cookie对于防御虚假IP地址攻击是一种比较有效的手段，因为攻击者仅仅伪造IP地址，而其它信息（如HTTP头中的Cookie）还是可信的。服务器可以挖掘用户请求的其它信息，使用Cookie记录下与用户相关的信息。在后续请求时，服务器根据Cookie信息进行验证，从而排除来自虚假IP地址的非法请求。   1. **实验过程：**   基于上述分析，首先尝试添加一个DRR和一个Cookie,成本为15，服务质量为95，成功    然后尝试只适用一个cookie,设置了连接请求带宽为100000，服务请求带宽为500000，此时服务质量只有33，失败。  对比上面有DRR的例子，可以发现服务速率提升了，但是连接数和连接成功率下降了，导致服务质量下降。这是因为去掉DRR后，会导致请求的流量集中在特定的IP地址上。而流量大量集中在特定IP上，如果该IP担负不起这么大的请求量，就会出现连接数减少，服务器负载较重，无法正常处理请求的情况。其次如果服务器无法及时处理集中的流量，部分请求就有可能会超时或失败，从而导致连接成功率下降。虽然服务速率可能会提升，但是这种速率提升是建立在牺牲接受连接数和连接成功率的基础上的。这说明去掉DRR对于虚假IP地址攻击的防御能力和用户体验都有一定的影响。    然后针对上述分析，改善服务器负载过重的问题。尝试更改连接请求带宽为500000，服务请求带宽为500000，此时服务质量上升到95，成本为10，成功。  对比上一个例子可以发现，提高连接请求带宽，可以大大提升连接成功率，这是因为连接请求带宽的大小直接影响着网络连接的质量和速度。当有大量请求同时发生时，如果带宽不足，就会出现请求被阻塞或超时等故障，从而导致连接成功率下降。在这种情况下，提高连接请求带宽可以帮助缓解网络传输时的瓶颈，从而加快连接的建立。具体来说，通过增加带宽，可以让更多的请求同时被接收和处理，减少请求被阻塞的情况，使请求能够更快地被传输到目标服务器，提高连接建立的成功率。因此服务质量得到了提升。   中级防御实验  1. **问题概述：**   中级防御实验发生在上述第二个阶段，攻击者采用真实IP地址向Web服务器发出大量服务请求，从而消耗服务器的计算资源，降低其服务质量。 任务说明：在本任务中，你将扮演网络管理员，对真实IP地址攻击进行防御。本任务的闯关要求是，在防御成本不高于20的前提下，使网络服务质量达到90或以上。 已知条件如下：   * 正常用户的到达率为800个/秒 * 用户连接请求速率为100数据包/秒。  1. **问题分析：**   DRR和黑名单可用于防御真实IP地址攻击。  1. DRR的作用  DRR能够有效防御真实IP地址攻击，因为攻击者通过同一IP地址发起攻击，导致服务器资源容易集中在某一IP上，如果使用DRR算法进行流量分配，则可以减少来自同一IP地址的请求量。但是如果攻击者使用多个真实IP地址来发起攻击，则DRR算法防御效果会降低。  2. 黑名单的作用  黑名单是一种常见的防御真实IP地址攻击的方法，它基于一定的规则将非法的IP地址列入黑名单，从而防止其发起攻击。当检测到来自黑名单中的IP地址时，系统会直接拦截或限制请求，从而防止攻击者继续发起攻击。不过，黑名单需要及时更新，才能保证防御措施的有效性。   1. **实验过程：**   放置一个DRR和一个黑名单，设置连接请求带宽为100000，服务请求带宽为800000，此时服务质量为99，但成本过高，为99.    然后保持其他设置不变，降低黑名单的服务速率阈值到900，此时成本为20，服务质量为99。  对比失败案例，发现降低黑名单的服务速率阈值之后，连接数和连接成功率略有提升，因为黑名单服务速率最大值下降了，那么可能有一部分黑名单没有被拦截而是成功连接，也可能是因为更少的正常用户被误判和误封，而能够正常连接。同时防御成本降低了也是因为这样可以减少误判和误封，减少了需要手动解封的次数，同时提高了识别的准确性。降低黑名单服务速率阈值，可以更精细地控制流量的阈值，使其更易于识别和过滤非法或恶意流量，减少因未能检测到攻击流量而引起的损害。     综合防御实验  1. **问题概述：**   在综合防御实验中攻击者向Web服务器发出大量请求，从而消耗服务器的计算资源，降低其服务质量。  任务说明：在本任务中，你将扮演网络管理员，对拒绝服务攻击进行防御。本任务的闯关要求是，在防御成本不高于20的前提下，使网络服务质量达到80或以上。  已知条件如下：   * 正常用户的到达率为800个/秒。 * 用户连接请求速率为100数据包/秒  1. **问题分析：**   DRR，cookie 和配额都是防御拒绝服务攻击的常用手段，它们的作用分别是：  1.DRR：当服务器负载较高时，DRR 会自动降低请求处理速率，从而避免服务器崩溃。使用 DRR 可以有效防御 DDoS 攻击。  2.Cookie：在防御拒绝服务攻击中，可以使用 Cookie 来识别正常的用户请求和恶意的攻击请求。对于恶意的攻击请求，可以通过设置 Cookie 的方式拒绝其访问。  3.配额：配额是一种限制每个用户访问服务器资源的数量的机制。在防御拒绝服务攻击中，可以使用配额来限制每个用户的访问频率，从而避免恶意攻击者占用过多的服务器资源。   1. **实验过程：**   首先放置一个cookie,一个DRR和一个配额，其他设置不变。此时成本为35，而服务质量为88。成本太高而导致失败。    然后将配额的惩罚因子修改为0.4，此时成本为20，而服务质量为88。成功。  对比两个例子，发现提高配额的惩罚因子，主要是服务成功率下降了，其他没有大的变化。这是因为提高配额的惩罚因子意味着对于每个请求，系统会限制客户端可以发送的数量。如果客户端发送请求的速度过快，超过了这个限制，那么系统会拒绝这些请求。这种限制可以减轻服务器的负载，从而防止拒绝服务攻击。如果提高惩罚因子，那么客户端可能会因为请求被拒绝而无法正常访问系统，从而导致服务成功率下降。  此外，提高配额的惩罚因子还会导致防御成本下降。这是因为当惩罚因子较高时，服务器需要处理的请求数量会减少，从而减少了服务器的负载和网络带宽的使用。因此服务器可以更好地处理来自其他客户端的请求，从而提高了系统的整体性能和可靠性。因此，提高配额的惩罚因子是一种有效的防御拒绝服务攻击的方法，但需要权衡好服务成功率和防御成本。   连接成功率建模 假设一般用户请求连接时最多尝试三次，那么连接成功的条件是这三次中至少有一次被防火墙同意。根据概率论知识，这个事件的概率可以用排列组合来计算：  p(连接成功) = 1 - [p(三次都被防火墙拒绝)]= 1 - (1 - p)3  其中，p(三次都被防火墙拒绝)表示三次连接请求都被防火墙拒绝的概率，即每次连接都以概率1-p被防火墙拒绝，因此三次都被拒绝的概率为(1 - p)3。  所以，一般用户可成功连接的概率是1-(1 - p)3。写成四则运算的表达式就是：1-(1-p)\*(1-p)\*(1-p)。   服务速率建模 （1）估计被服务的用户人数    在稳定状态下，单位时间到达的用户数等于完成服务后离开的用户数。因此，在任何时刻，当前接受服务的用户数与单位时间内完成服务后离开的用户数相等。假设当前接受服务的用户数为n，则有：  n = a \* T  其中，T为一个用户完成服务的平均时间。  每个用户完成服务需要请求的数据量为w，而服务速率为v，则完成服务的平均时间为：  T = w / v  将T代入上式得到当前接受服务的用户数：  n = a \* w / v  （2）估计服务速率    因为肉机获得贷款的概率为q,那么获得服务占用带宽的肉机数量：  t = q \* z  然后加上接受服务的用户数x,即可得到享受服务带宽的用户总数  n = x + q \* z  服务速率等于每个用户获得的平均带宽，因此就等于服务带宽除以用户总数：  h = s/(x+q\*z)  （3）求解模型    将第一步的结果n = a \* w / v带入到第二步的 h = s/(x+q\*z)，其中x等于n,即可得到结果：  V\_service = s/(a\*w/v+q\*z) 攻防博弈   根据混合策略纳什均衡：在多人参与的博弈中，假设每个参与者按一定概率配置选择策略，如果任何一个参与人单独改变其概率配置都不会提高收益的数学期望，则该状态构成混合策略纳什均衡。  用等值法进行求解：以网站方而言，它选择加带宽的概率q应该使得下面的情况成立，无论黑客如何选择p值（即选择策略攻击的概率），其收益的期望值是相同的。  黑客选择策略攻击的收益期望值： E(A) = -10q + 10(1-q)  黑客选择策略不攻击的收益期望值： E(B) = 5q  使E(A)=E(B)，解得q=0.4，即加带宽的概率应当为0.4。 | | | | | | |
| 五、实验结果及分析和（或）源程序调试过程  （1）实验结果及分析：  所有实验的结果和相应的分析已经在上面给出，此处不再赘述。  （2）思考与总结：  1.**在虚假和真实IP地址攻击中**，攻击参数与攻击成本之间的关系是复杂的，这取决于多种因素。攻击参数可以包括攻击流量的大小、攻击持续时间和攻击目标的数量等。攻击成本则可以包括攻击者使用的资源成本（例如带宽和计算能力）以及攻击者需要付出的时间成本。通常情况下，攻击参数越高，攻击成本也就越高。比如，攻击流量大、攻击持续时间长、攻击目标多的攻击会比较耗费攻击者的资源和时间，因此成本更高。  IP地址攻击对网络服务质量的影响也是很显著的。由于攻击流量大且持续时间长，攻击会占用网络带宽和系统资源，导致合法用户无法访问受攻击的服务或访问速度变慢。攻击还可能使得服务器崩溃或被迫重启，进一步影响服务可用性和稳定性。因此，IP地址攻击是一种非常破坏性的网络攻击方式，需要采取有效的防御措施来保护网络安全。  2.**要防御虚假IP地址攻击和真实IP地址攻击**，首先是可以实施防火墙策略，限制流量来源。一些防火墙产品（如cookie）能够识别和阻止虚假IP地址攻击，如果防火墙检测到IP地址不合法，则可以将其封锁或者转发给安全团队进行进一步分析。还可以添加身份验证机制。要求用户或设备在访问资源之前进行身份验证、授权或者验证数字证书等。如果有攻击者使用伪造IP地址进行攻击，则会被拒绝访问。黑名单和白名单也很有用，将已知恶意IP地址列入黑名单，并限制它们与服务器的连接。另一方面，将经过认证的可信IP地址列入白名单，以促进合法的流量运行。除了实验中用到的防御工具，还可以在服务器日志中监视和追踪IP地址。攻击者通常会使用大量不同的IP地址对目标进行攻击。通过在服务器日志中监视IP地址，可以识别出一些可疑的流量来源，并进行进一步的分析，以便更好地防御攻击和保护系统安全。 | | | | | | |