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**1. Постановка задачи**

Необходимо реализовать программные средства формирования электронной цифровой подписи на примере алгоритма ГОСТ 3410*.*

**ЗАДАНИЕ:**

1. Изучить теоретические сведения.
2. Реализовать программное стредство формирования и проверки ЭЦП на базе алгоритма ГОСТ 3410.

**2. Теоретическая** **сведения**

В стандарте *ГОСТ 3410* используется хэш-функция ГОСТ 3411, которая создает хэш-код длиной 256 бит. Это во многом обуславливает требования к выбираемым простым числам p и q:

р должно быть простым числом в диапазоне

2509 < p < 2512либо 21020 < p < 21024

q должно быть простым числом в диапазоне 2254 < q < 2256

q также должно быть делителем (р-1).

Аналогично выбирается и параметр g.

При этом требуется, чтобы gq (mod p) = 1.

В соответствии с теоремой Ферма это эквивалентно условию в *DSS*,

что g = h(p-1)/q mod p.

Закрытым ключом является произвольное число х: 0 < x < q

Открытым ключом является число y: y = gx mod p

Для создания подписи выбирается случайное число k: 0 < k < q

Подпись состоит из двух чисел (r, s), вычисляемых по следующим формулам:

r = (gk mod p) mod q

s = (k H(M) + xr) mod q

Обратим внимание на отличия *DSS* и *ГОСТ 3410*.

1)                Используются разные хэш-функции: в *ГОСТ 3410* применяется отечественный стандарт на хэш-функции ГОСТ 3411, в *DSS* используется SHA-1, которые имеют разную длину хэш-кода. Отсюда и разные требования на длину простого числа q: в *ГОСТ 3410* длина q должна быть от 254 бит до 256 бит, а в *DSS* длина q должна быть от 159 бит до 160 бит.

2)                По-разному вычисляется компонента s подписи.

В *ГОСТ 3410* компонента s вычисляется по формуле:

s = (k H(M) + xr) mod q

В *DSS* компонента s вычисляется по формуле:

s = [k-1 (H(M) + xr)] mod q

Последнее отличие приводит к соответствующим отличиям в формулах для проверки подписи.

Получатель вычисляет w = H(M)-1 mod q

u1 = w s mod q

u2 = (q-r) w mod q

v = [(gu1 yu2) mod p] mod q

Подпись корректна, если v = r.

Структура обоих алгоритмов довольно интересна. Заметим, что значение r совсем не зависит от сообщения. Вместо этого r есть функция от k и трех общих компонент открытого ключа. Мультипликативная инверсия k (mod p) (в случае *DSS*) или само значение k (в случае ГОСТ 3410) подается в функцию, которая, кроме того, в качестве входа имеет хэш-код сообщения и закрытый ключ пользователя. Эта функция такова, что получатель может вычислить r, используя входное сообщение, подпись, открытый ключ пользователя и общий открытый ключ.

В силу сложности вычисления дискретных логарифмов нарушитель не может восстановить k из r или х из s.

Другое важное замечание заключается в том, что экспоненциальные вычисления при создании подписи необходимы только для gk mod p. Так как это значение от подписываемого сообщения не зависит, оно может быть вычислено заранее. Пользователь может заранее просчитать некоторое количество значений r и использовать их по мере необходимости для подписи документов. Еще одна задача состоит в определении мультипликативной инверсии k-1 (в случае *DSS*). Эти значения также могут быть вычислены заранее.

**Хэш-функция ГОСТ 3411-94**

Алгоритм *ГОСТ 3411* является отечественным стандартом для хэш-функций. Длина хэш-кода, создаваемого алгоритмом *ГОСТ 3411*, равна 256 битам. Алгоритм разбивает сообщение на блоки, длина которых также равна 256 битам. Кроме того, параметром алгоритма является стартовый вектор хэширования *Н* - произвольное фиксированное значение длиной также 256 бит.

***Алгоритм обработки одного блока сообщения***

Сообщение обрабатывается блоками по 256 бит справа налево.

Каждый блок сообщения обрабатывается по следующему алгоритму.

1.           Генерация четырех ключей длиной 256 бит каждый.

2.           Шифрование 64-битных значений промежуточного хэш-кода H на ключах Ki(i = 1, 2, 3, 4) с использованием алгоритма ГОСТ 28147 в режиме простой замены.

3.           Перемешивание результата шифрования.

Для генерации ключей используются следующие данные:

                промежуточное значение хэш-кода Н длиной 256 бит;

                текущий обрабатываемый блок сообщения М длиной 256 бит;

                параметры - три значения С2, С3 и С4 длиной 256 бит следующего вида: С2 и С4 состоят из одних нулей, а С3 равно

18 08 116 024 116 08 (08 18)2 18 08 (08 18)4 (18 08)4

где степень обозначает количество повторений 0 или 1.

Используются две формулы, определяющие перестановку и сдвиг.

Перестановка Р битов определяется следующим образом: каждое 256-битное значение рассматривается как последовательность тридцати двух 8-битных значений.

Перестановка Р элементов 256-битной последовательности выполняется по формуле y = φ(x), где x - порядковый номер 8-битного значения в исходной последовательности; y - порядковый номер 8-битного значения в результирующей последовательности.

φ(i + 1 + 4(k - 1)) = 8i + k ; i = 0 ÷ 3, k = 1 ÷ 8

Сдвиг А определяется по формуле

A (x) = (x1  x2) || x4 || x3 || x2

Где

|  |
| --- |
| xi - соответствующие 64 бита 256-битного значения х, |
| || обозначает конкатенацию. |

Присваиваются следующие начальные значения:

i = 1, U = H, V = M.

W = U V, K1 = Р (W)

Ключи K2, K3, K4 вычисляются последовательно по следующему алгоритму:

U = A(U)  Сi, V = A(A(V)),  W = U  V,  Ki = Р(W)

Далее выполняется шифрование 64-битных элементов текущего значения хэш-кода Н с ключами K1, K2, K3 и K4. При этом хэш-код Н рассматривается как последовательность 64-битных значений:

H = h4 || h3 || h2 || h1

Выполняется шифрование алгоритмом ГОСТ 28147:

si = EKi [hi]    i = 1, 2, 3, 4

S = s1 || s2 || s3 || s4

Наконец на заключительном этапе обработки очередного блока выполняется перемешивание полученной последовательности. 256-битное значение рассматривается как последовательность шестнадцати 16-битных значений. Сдвиг обозначается Ψ и определяется следующим образом:

|  |
| --- |
| η16 || η15 || ... || η1 - исходное значение |
| η1η2η3η4η13η16 || η16 || ... || η2 - результирующее значение |

Результирующее значение хэш-кода определяется следующим образом:

Χ(M, H) = ψ61 (H   ψ (M  ψ12(S)))

где

|  |
| --- |
| H - предыдущее значение хэш-кода, |
| М - текущий обрабатываемый блок, |
| Ψi - i-ая степень преобразования Ψ. |

Входными параметрами алгоритма являются:

                исходное сообщение М произвольной длины;

                стартовый вектор хэширования Н, длина которого равна 256 битам;

                контрольная сумма Σ, начальное значение которой равно нулю и длина равна 256 битам;

                переменная L, начальное значение которой равно длине сообщения.

Сообщение М делится на блоки длиной 256 бит и обрабатывается справа налево. Очередной блок i обрабатывается следующим образом:

1.           H = Χ(Mi, H)

2.           Σ = Σ  ' Mi

3.           L рассматривается как неотрицательное целое число, к этому числу прибавляется 256 и вычисляется остаток от деления получившегося числа на 2256. Результат присваивается L.

Где ' обозначает следующую операцию: Σ и Mi рассматриваются как неотрицательные целые числа длиной 256 бит. Выполняется обычное сложение этих чисел и находится остаток от деления результата сложения на 2256. Этот остаток и является результатом операции.

Самый левый, т.е. самый последний блок М' обрабатывается так:

1.           Блок добавляется слева нулями так, чтобы его длина стала равна 256 битам.

2.           Вычисляется Σ = Σ  ' Mi.

3.           L рассматривается как неотрицательное целое число, к этому числу прибавляется длина исходного сообщения М и находится остаток от деления результата сложения на 2256.

4.           Вычисляется Н = Χ(М', Н).

5.           Вычисляется Н = Χ(L, Н).

6.           Вычисляется Н = Χ(Σ, Н).

Значением функции хэширования является Н.

1. **Пример работы программы**

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAABbIAAAAqCAIAAADpijpTAAAAAXNSR0IArs4c6QAAJBBJREFUeF7tnXdcFXe2wGcuXkK7gNJBFERQKdKbvRujsW1MspuyaW52k9287Xm72d1kk92XstnN5+3naZppG42JjZgo2GLHAogF1FBtICBIR/qdN3MLXOT+zvlxB/Y94pn8Ebwzc37nfE/7ze/OzBUjIiIE2ogAESACRIAIEAEiQASIABEgAkSACBABInDnEdDceSaTxUSACBABIkAEiAARIAJEgAgQASJABIgAEVAI0LIIxQERIAJEgAgQASJABIgAESACRIAIEAEicIcSoGWRO9TxZDYRIAJEgAgQASJABIgAESACRIAIEAEiQMsiFANEgAgQASJABIgAESACRIAIEAEiQASIwB1KgJZF7lDHk9lEgAgQASJABIgAESACRIAIEAEiQASIAC2LUAwQASJABIgAESACRIAIEAEiQASIABEgAncoAVoWuUMdT2YTASJABIgAESACRIAIEAEiQASIABEgAv/vlkUkSWOnEb9LjvnuWfRd8g7ZQgSIABEgAkSACBABIkAEiAARIAJ3MgExIiLC0v7g5X/8j1kexk+62hvqKkpO7kz7prBREvGlCvnc5+KL1v5hY1G/g8csfeGXc7yMYqX23A9++0m+NYGS5DX3P359b2Dtnn++lnENH5HHc76Lnn9+VgVrRB4Jao4ZCotgfSRJdA2ds2JxSoifq31bfXlB5tfbD125pcCUpOD7/vzcdPfbwTZkrnlxcxFqJuBf9NyeA3zm/+q3d9vt+dvfdldKrLOk2Mf+8ajXrr++sbfGqDbTInQvPO6ALLpNKx6LJGlU9H0/WBo3dpTTCI0o9nCWRb31aLT8SY8QqXLf669+XWn4RF5H84hcuPTuxDBfV7v2+vJvT2Rs/6aoiYnLKkarnCXJznPywuXzE0N8Xew66ssUyfuLzZJ1M3/6yorxltKk8oy/vrGrZuBaWbJCo25AXrjNWOBcdFw4rmD/wiR5YgNNmf4eRC0yFVhW1IHe59RZEr3m//y3i7QH/v7mzut6rhLN6V9WZZA0blHLnnxoRqCDULTld2sy20yDojRgHwE5iEpGfcd/QP+qwrJXlglnqFI6GKz6JLU1D8I+srkCoyTlWuc2cc7yRcnj/Vy1rXVlFw5v/yqzzOxiWCusXkG1DrGXXZ9Ri25z/e29bMgkYzSgngJ7Ae5WNs9GeHLE5ngGaKAetLn/4pLBvg/kLyqZB6Z8jNUai1YVQDicR1hVgWMSnvVBdQOlwRNXVoUgWYb51zC7sz4n5KzeqGn9D0CqN4fOrEF5ZlDMOTA2GwF8hM6fgZ4Cc1bTj3jqBuB9ODYAv/PMRdlegHKQZ+bGkgxnCirZ5lmfDQnS/5QRVrLo1sWdn2VWCoLG0SM0ee49P35G+9abGWXdasa7cXLTutK7ZAkj41au7LMOc5tUfWdnZ5f838CuAdWoNtTn/rstsvOf//TTC3VXMvdvu9LmEjJlzvKfjJLe+J/DteaL8ObzOz4/LrvXsDlMXPyDqfrGxqGmYJQvuSQtnTO6OXfd/gq9wLHQZjwLtgi11+ZxeZjAFmljlzw0zbNw52dfVnbK0jpryo0yNSPsRKHy2PqdF9rMg7RV15v/1IYuf+aJKWLBoYxDZW0uY5NnL/rRT7T//bf0MonrKhSw1yXqwZ89HtN18UjGkfIOl7HxM+/5ybO6NW+mlXYpklvyd6676WzSwiV88X2pLlVVLYOk1f9V1AHjqokcmKSaaEfPRUmyom5QdPaYump+YEPm/+zhXBPhSSIgYiXn8Ysef3TB2M6ikpqwECvCABqwvXAOyiOhnDlNG9BhsL1whqKsjJrY4EGVFRggqQ1e8szq6SMKDu/dfL3DPWzGvFU/dul47YPsZo7uANPgiXaWa4YuNoZOsprqDXsB1RmIcJ4ayzpdTTzDNODsVtl/gWiHSaL2qqxIrLkKympAFYz/YJgzHDlq6gbKGTABZsWTKazurEYrmDlMkkdnlnye7LZtNgLTQObPYE+BJauJK566waJhJAzvZXmBp9OxJPPoDEcXS7KaqoLmgspKiNYoaw/RdDdcycvLz88/l31oy7ufn77lO2PWJFSQ+QDJ6oJGW1WRLFDeiqrbAVGiePPI23/4ze//vq+M9wqQW7H/mwP//RaNmzo1oCV7/dtbD2WdOrl/0ztbz0njpyb79ZrfXX/F6At5u+Lk6y2U5eaYV0lwSNb9i5+nLJOPmLh4Ubhd6b6M/E6OWW+PTNgi1F5s3CG0yMPX176j9OTeXCPtgspbRqM0GjnvWq6fV7LMtBVXtZmZTExN8qjL/Nf7Xx3JOZ198Mt3vjjV7pecEMTDWDmGZa8kjUydH+9yZdfb720/kn3q5IFt77z7zQ2fqfMSnIyi9TcvGZXJO1/llRDrVXfs002nWwdJKyzqbPeCYjGbDTCuzZGDkgS8wONFOGIxkoLVqBsUnSXn+BV3h7adSksvUZb5BrJBPgLsDb374Xke13asefOTs3VWh2PRQO2Fc1AeC+U8EPN5j4XthTMUZaWEJeRBpo9UVmC2jzRRs6b5VB9ct06udadO7tv43q5LTlGpsS6WuJhaATRQ7xsGYEoeutgYOsk2V2/5S07YC6jOQHCjNRY4V008wzTg7FbZf4G6AZNE7VVTkYAai7LCihfcu5l7Yc5A5KARCyuMcgZOh1nxZAprTqhGK9heOAd5dGbJ58lu22YjMA1AZzQ2AMnouXDX4KkbLO8bCcN7rXqBr9MxJXPojMzMWTpzVBWmZDQX1FRCrJop+63cLdLntI5LV6qEuFFeOklqEsXQVX9+JuLcP1/ccsl4X33kw288Ofrg669mVJpXMfSSLmLZT1ekBLrKmp/O2PTlmRo9jx5S6Kq/PDNFZxTbcvKd339WYPmIgfwYRcisZUtSQ/3dHDqbKotOpm/fV9Bgyy0los/cn/9qscOxNW+kFXeLonIb2IS5KxanTvSTH1iovXLuYNr2YxUdBjU04Y+8vDqqdMMfP8juMCpmn7D6lYf8TvzzlbRLqFGYRXYBKatWzpk02kNnr2+tryg88tWmAyWtlmIdI+//xcMJzjePfviP7SXdXOtEcvPz8XIVrl8u7RIEwxm3Sq7cECI85QeYlKWPiiP/eudMS5lxFEnySE0aJ5V+mVVjOlj+UBc6d/milLAAN/uOxsrirPS0vQWNFpzZ/lVIgj7S+M1Zmuhec/Rfx272DmfWROufunLVvKgAnVBbcnjLud6YgS3C7FXEA+MquyGLmFoZ1WZJlu9q0zpq5dRy0Mo+0GgdHR0Mx+s72zu6FZga5e05erkqyIV4hF13d9+HEfTdeqGzrU1mYPBgd0d7t6DXm5EAEQtrJQi+Pt5i3fHCm+bM6r5edKV5fpi/vGZW2hN4kqQdv/SJxYEV6W9tKzTfza4oj2gFsMKjDvQClvtMD0LjqoscnCQcdXCWsc+FLYKjTq3OkuQQufzeSDF//fb8niU8c/4yq6gprsC+ALBqLt69dtex0hbRKbB/xYXjCrEXzEE8YgEPwpVQzi9WrZMtBO01EWBlKHou4EGgEqqrwDBJh+bSw3vOnqo03wdXX1nVJoS6y0/x9tylhs0oGDTwaAdqjprYgP07dJJ7OunAqzfiBbhbAXMGnhoL5JHaeFZmOFZ7GZLdcKcD50iIZJikilqnON/WnoJUFVQykEfw/ArgjEUOXjfUxBUyB2bGFTSvQ+eEcLRjPYV9FYNcESBzUWBcrC+omo3ANMA8QmIDlIzHFRDtYDxDNNDYAL0PdTpUMlrrWPaikuF+BFcGlZWw/0xxoJ9gr1zVeI5yF7oa65t5BQdPn+F4Ye/WrRlnWv2nP/LYfF+Rb/Gi/MiGDz5Yt27d9jMN/YfS+M556ul7w6SCg9s+37znbNu4u59avdCfU7KFOEn0nP3AAvke8C92KGsihivbeU+vviek8/zuzZ9v3V9kH33/sw8luhiXsbovnjhdbz8pPtb0bbrgGB0dZl9zJqf3GhKiAlok+M175P4Et8qjaes//Ghj+pnOkKVProrS9mGl1bm73qV1dHN30vLSl9e5DFfceqN1yibpuwWNnWH5SxTbbpQWlFSZF1/GTEkM6Pw2K1te8DId6ztv9VP3hHTl7dm8cfO+/K7xi554fLZXn0U9pn9hH0mSLmXpHH+Z897SXt3MZo0IWfLk/cketTk7NqcdvOQ9Z4q/xSNbkEWwvYr14LiG8ZkWgVqBkh1TfvTqq6+99tov5vqJd8X8UP7LsL2w0vTmDjs7Ozn0fKf/6A+v/+3NN17703P3x3rJn5i2giNHKjymfm/BeGdR0owMX7k8yb7k0LHLpr1QxCL2trW1C66ePvY9DtX5eDoJ7W09T/IoQ7hGP/jILOf8zz/eX9nnuTlYK4AVGnWwFzhy37oHsXHhuIIjByEJR50EZhlwLmIREnWqdJZ9pA25Z0W8Y1FG2qnm25do4ZiE/Quzqjx7XF4TsVr+MP8i9gI5iEkWYA/CEQtXFcDeHgisDEXPBTwI+sj2CgyTFMVbRYd3ZJzuvVfRd+wYx+6b1dWWDkdmFAwaPLWOKVlNbMD+HTrJRmQ2VG/UC3C3AnMBq7FgJVQdz9ZpoNkNdzrAXlQyTFJFrUMqEscsiBk5cK2Dazu8F+QMz2ORugHrDMcVh71MVpB/sTkhrBXcU8D+i+QgHJPguKBkdbMRmAZYRZHYALNMVT+C4hmmgcUG6AWw02GS4VoH5S8mGe5HcGVQUwmtzhUH+qG1ZRHR8P22g4OT2+i45atSPZrzcgt4XrmqjK1rPbvh8/1Zp7IObn0/o1AKmBxlen8roph4q/Jbww38JbUd/Q8NSEwcoz+37d0tB7JO5xz5+r2tp7sC4mMDBmqs4DnjwYVBzZmbvja+TEHexqYkB3Se2/re1kPZp7IObHk/vcAhakq8q7JLvpWk6OSpmhFh8YZ/y1+1RceEaStzs65yjQtbpPHz89JU5+zcc/JMft7pzO3r/v762t2X+64gNRxb99JLf3np5U/zLL605xpb1tYx5tE/v/6n+8NZtwPJC5ATUxM8W8+fzDU92SFLdtJ1XzmZ9rH8kEXO6ZxDX364p0gbFBluoGHa2P6FfaQJmj13kn1DeVfcT19+7dW/vPDcw7NCzK+xEIQx0VEe7ee2vp+m3Eq9d/2Ob6X+C0GwRay98LhwxMJaQZLbz321du2aNWs2ZtdIHYU75L8M28cHTffp2Ily3gXFRzYe2vDhR2nHaj1THn5kjrd5taL7Wsbb7x7RzHz2Ty/+4cXfPRVVn7523UHje0/hiJX3gvZeOZffYB+55LH5UX4jdaPGRN/7+N0hmoaibyssgyo4JtJd4xr14G+ef2rRBNfeK1JYKx4PGpLIStTBXsBzn6PmMMdlZ4oaknDUwVmGR6zBW1YsQqIO8T48rqQZvXDVFLeyfVsz5Xu9hFHzfvHWW08lmCMWqKJo3eC0F6571vyL2AvnYM9wNtRJOGI5MwWwl5WhCCLQg3AOGiXbVoFhkpY6S65Jy2b6N589eqa3I+EzCgYNjlrHrhtqYgP279BJNpK0rXrDXoB1xucM7MjhOZcV1XBFgmnAMQl3Ok6drdYNTu8PvNYhMzeeGsuKHNxeuP+y98KceWqO6Zh+dQPXmY2Y51wWK8i/2JwQdjrcU/D+y85BOCbx2RdLsrrZCEyDP4+s9xRYunnvQPsRFM8wDSw2QC+AnQ6TjOcgK38xyXgF5pi321AJ+XyLHGVlWUR0SfqR4cvt//rzrx+d4ly885OtZ3tuacUGvVVVYX59Z3NFVbOgc3XHTuHY7zFqpFBXWW5+LUnXuQ0v/PrVdNP7KznONz7I4D39gUXjWk5u/rqw9/0m7q6uQm3VDY2yDCRv3TduNIoeHt5mmdeOZ5eLIXHxrvIFgONk+V6Ra7k5VQN5LwZLOX15WaXeJ/W+lbOTI8f7u9q311eWVTWZF2uMZ4mivq3hZmMH3+02t40kdXd3y2+vNTyzYXXTRibHuDaezTpv8ZaA1qIDW7cdvdQ9wt5Io7m5U3By6l2+kJ/JYfoX8JF8u130zBQP4VZtWeHhz9e9++nuYvuIZasfmzbKpJ2bq072b4V5QayyosqK2rBF1vai4ypg2BYBWsGSRamprEjZrtR2ClJzZWGh4V9Fl6pN9+l0XMv95ptdGz7ZdDTv/LnMrz/cVSgFRk02LyBKGt/oGUmB+mt5WVmnLlRqx6dOi/CUH/cyuhGIWEQrUV+445P0IiF08ZPPv/jK8z+YPsHHufvq0UMlfR5zK9n93pq331uffqYjaMETj87wMI8La8XlQVl7a1EHewHPfZ6awxpXHnvgkSMnJkASjTogy9Bze1O5n0Vw1KnU2XvWylneNYe27K+y9t5fpIqys2wA9sJlvj8NLNrhHAQ4y7vgOglHLG+msO1lZShMCPYgnIMmyQOvwH1UAnJQzsIRYxY9+b2JnWe2fHmuzyNaWHZbpQFHu0krtmQ1sQH7d+gkG42yrXr3uMmqF2Cd8TkDo8aieaQ2ntk04OyGOx2XvYxOx+v9AdY6mCRnjWVFDm4vnKHsvTBnrprDqBu4zmzCPOeyWAH+ReeEsM/hnoL3X3YOwjGJz74YktXMRmAU8l7OPGL2FHQAm/oREM8IDex6AfAC3OnQqMNzkJG/qGS4H3HNN1A3gTMK9GzgAKu/RHN++0cHy+XLhbaG6oqapi6J/0dDBMniyRZJeTuC8kyH6k15xY7U+yyHfB+HXrne5xVteJAhxpC/JWnpF40vCjFusn7i6IX/+drCnk/kl6jYmReL5BemnsguXbAsLsnzQOb46FC7q+k5N/jHheyuOvDRR9p758bNv3+Gk53Y2VyWt/uLjYevDuhdpIB8sS1vw8t5isk6X6uHOcWnRDrWHTtZoLek4TF5+QP3JgZ7OGlNCCSp79tY2f4FfTQmNMSx4+IX76cdN7zC81ppmZ3PS8uS4zyP7lO+fFY+s/CvHDf9l0Vgixh7kXEVMmyLQK04JLPd03n5+I7LvbtbKm80C9FuIwWhVnnbSNCSx1cGlq57ff2FFnkxZN/RlCd++f0fzi37+74qNGIxzm2X9qx95ZiXv7dze+vo5b+4r/n0xqM9rxoxKtRSVVIkD1RwoVjj//LSqElOB4+2cmjF4UFZuNWog72A5z5HzWGOK8ee9UxRQxI7F8oy3rgCLGLFnQh5HxpXvlFu4sTgEVfTs+qcdDpFvLPy0pzeDa6ioH957YVqKSOuQHsFIActx7KhTsIRy1PrYGOtZih8CupBOAeNwm2qwL16AREraTynPv7kAp/KjLUbzjb1betYdrNowN6H7VUVG2AlHDrJaqq38VyWF2CdRXTOwI4cnnOtBjZXPDN6GZzdeP/lsJfV6Ti9b0utU91TmHmE2gtnKGMvypmn5rAi1ua4Uqocai87rgbFv1a9j/QU8CoGJgnrjM++sL5g02wEzgCu3g31FEQ8sxICXYMznrGRre9HvM8xq2dUUeRag2dWYPtcBevsKCsb5sCoTOMBVn+Jpqlc+X67uPRatbImYrHp9co/LRYV5L8lw2fmTbT4MlF5UgD8lQhOHZV3Zci/52r7AovpQYZPDlVIwdMXhGktXpYhay9VHPvY/JiD/P+1az8yP+ug6NeQlV3UFRibEBQTHaYpzc2p5VYaPFAUu2/mZ3z833/93W9+//I/3s8odYxZ8eCsnrtUbB+kS3GHRmPXY6OosZN91Pe9t8qzpkkTtZU5Jy5ZvtxUN+2Bh6d73Tjwxbq3jUB2fHv7D06w/Qv6yN5eKzRUXO/5WROhoUz+6VcX861EirJi7/KMHDcWU2PYIngvMq6CmW0RqBWHZH4nigZ7TXkUGBfjffPMUXlNRNFOlG6eOJLXFhgbY1reAiMW10oOvJYaeVnKdea8SULxnh35phtY5O+UXH1H+7rZ92jdWF3XIbjo3IwfYFpBHjSJtBp1pn02xpXhbKzmMMZVGzkskoIAeUFWBswy3IOGomolf3nCzTadjZLF4MW/f8W0/WrhGMvh0CrK9hGXvbBpAA22vf1E9slBKGIxDyLdCqwqkKFYhuL+BzwI5pGaCoznvswz+vtPrwy9dfijd/delV8V3ndjZDcPDcT7WN3o1YM7Ngy5CfQy26MOlozRQKq3saRAXrBU3IIGlgtQ5GDn2h7PGA04JiFWnDrz1mdrcWVDrcO0gvsR1PcxyRz9l5llcEzi81hWxHLpzKAMn8sZV3DdwMPa2hHwFRDYf3GSfQbsG5PguAOU3L/4MeaiA0bUL48GUM36DWZbP0JnyAM2yuIE9Pp3APOcPnrgfQGdXVu1iytT+PuvtTF4a6xN3LFXrvYVWl1bK7j4+Zl/P8/H31fbXVsr/45Jz+bk42d+FYWLn4+L0NhQ30dEd1eX8edJB7TV1tULo3wD7jKdZBf18KtvvbBkNPfTJYYHGQpzt3+2t8x96gNLw8yCBKG+sVFw7G4sNj3mUFjZYqeVbyqx0O7WqawLbf6TVySPF4tyc3reTjog/fsf7OATFjlptLP8BKq+tfbq+W/2nrkpeii/F2OxyQuQDm7yD9Xw3hQjnyqKXVXVjYJ/0DjzbUBOIWO9hbpa5Z4Mi80nNTFYvHrqZGWfB4J8A/y09Xnf7M25UGB46KPslnS7p9j+BX10vaJSGhk8bpR5sUbjN36ss76mWr71RtkaGpuEkb5+5ktyXz+fHpthizB7kXGVsdkWAVoJAodkdoj4Tn/sudXzxpjvrNL5+boIN2+aXjSol++y0vn4OvYsbLn5eDv2/hQNGLG8WvnMvjfJ7caRrzMbegPALfmhX/36ocSecT18veyl5ibTM3GIViArMwjrUWfYa2NcIeeaBrY27iBEjkG6NZKwF+As4/MgQJKjMA1c545zO95522Jbf6LPTWR4FWX6l89e2CiMhjV7BTAH4YhF6iTcrbgyxbq9cIbCjBAPAjmorgIjuS9/7R+67McPxwmnPl37ZYHlO0XMJzIjh5eGVe/DNUdFbEC9TB50yCSrqt6wF0CdoVzAaizHfIMZ1HA888WG9boBdzo+nRkVicv7ttQ6NT0FZsVhLzznZ+6FOGORo7zpj103OHRmQobPReJqEPzLUAzuKUD/RUnCOgPjopI5ZiKsGRRyKqwz3lPY4vFzbYpnThSswzivf5mdjjk8MquHuyRoFEcFxtYKEGjYrE8Ncztv7z63KIycODPZvzZ7f36ttTdotNWK46ZMjwvT6fV3+YTPXT53ov7sV9vO3OgyHKyc6+OoC/ZzEO29QqcuXxjrVnM87ZuiZovv/tu0Y6YmTfLQ3mqzHykP7a2T6mpb5Oc4dGPCwwJ95A9Gh0ye4N1VXdXmKP9jpKZJfohHFJsaHMKnTosNlW/gdvAcl7h0capHXeb2XUWNHM/RuIROmxbUfHrv2WpRaLh0SQyfNSfWtfREfq3hJ28b6u+KnDkzOmCEXnTxHBsxe8X3l8YKeYcu1JrvepGf3brR7j1tVoSX/tu9nx0v7/v6DwA9bJEQfM/PVi8Kc+nqGqHzDAhLmTs9XHf9+I7sa4bfBjZublNW//HZ782b4n39mIKY0831dfaRM2ckhso/p+PkO3H6isXxuvL9m/dcumXh0KB5D84fU7l3w0HL4QSh3S1sWnz4GHdJr3XzC4mec3fCaJ2r/krm0WLDb0/A/gV8JIrtVc2jkubMiAt0FOycfcNSlt03a0zrqS2bc2oMdjV1eCRMSYwIduyWnPwi5s2O9R7p0ll8JLP0lrIXtgjYi46LWMTWCpVsdFZP7N3om023BP9Zi+dNDrDTizq/SdOWLYhxKN696ViZ/HiXKDY22IenTk2I8rIX7HU+IXF337dgol3p7q0Hr7UiEcupleQY+8APZ7jkf/HJ4Upj5sqbKLY2aEOnTI2d6K6R7N3HRM1bOW+SeCFjc9Z1+cEuVCvYg8YhGFFne1yhMQmPqyZyjJIZJOFoh7KM04MsknDU2ayzfMtSe8NNy63NN3FmWEfertzrhviBqyiQZai9zoGRkSEBfn5+/sGTIkfbN1S32nv7+Ti0VtX3vh8KpmHVR7LOQA72VFrb6iTcreBMAeyFM1TWGTwX8SBcCW2uwBhJYVTqEz9dEtSUu+dI5V3KfMCwuXTfrGtVvvMAIweqVz3jsrwP26siNpBeNkSSVVZv2AugzsicAYwc5Fyb4xnNFKAvYJ0O0RnuOLD3VdQ623sKxkrVnBDMX2SeA9ccMGJtjyt4Doyx4uoprDkh7H24p8D9FyYJxyQ8Ls+1BsteYDYC9zK0d8PVDOasoh8h8cwzN2Ox4rn+ZXU6YFys1nFd0VvVGc0UuP+qqIQ9nV/VHwNbFhHbyy6WtHlOiEtMiY/w11bnfrU+7XS93nRlpZjqW5i+pytu8fyUcJ/u8qxtG3YWt/R9DKfmcrn8wyNTpk5NSUyIj48d3ZKVWSxfsUes+O0T9yTGxcVN9HUQR3iGyn/FxcWGSucPXqiXZ+XNl85f7vQKi41PSogOHtl26eimjXtKzb8zCwOwdJssqLRUryyMuF05kV8j/1Ks1HQp/6oUODk5dUrC5BAfTUX2tg1fX2zuq/NNIXB23KiLGZ9lV1i+iQMeF7aou6rocof3hLjklJTkuMggj86rR7dsPnCt1fI1Lhr3kLgIP01dYVZmQZ21Nx1aVUDfVJp/udtnQkxCckJUkEtDwf6Nnx0ot3gYRtJMWPT9Gd6luw2LPBZPRImdV4vL7fzCYhIS46PGeeiLMk60TJ7sftVyWYTtX9hHHTcu5l+384+MT05OjAx2by/N3PLpVxeaTJz1tSWlza5B4bEJsREBdiXp2R3x4c49yyKwRfBeeFw4YmGtYMlwEdTXF18stxs9OSk5OT58tFPDxd0bNmVWm1e+mkrOlbTqxobHJSUlRIV4Sddzd67fdOKG6RYmOGJRreRbkIKXPLE0qDL9o69K+v7C0a3L+SUdo8ZHJyUnxU7wG1GVu+NfW7PqzNkNawWzUlYQGFFnuvixNa7QmgOMqyZyFIvYJAEviFiW4R5kk0Rbr206968zjuNSLZdF4JiEfQTbG7Tw2dX3JsfExESN1smL54FR8p8xkQ5X954x3a4C+Bf2EZyDQMSiHoQrIZwpsL1whqKsLP14mweRSgj2FJs7jqyPX8I904Odnf0nGRq+afOqzzx5WVn2grWCacDeR+wF6zNczZBeNmSS1VRv2AtApqC5AMQGeq6aeMZjg11FgU6H6ozEBuh91F6bZ25wjQVYofbCeQTvRWYUYM0BIhbVGeCMngvHFdpT5PBgXfrC3od7Ctx/kfkzGJNIL8OuNQB74foM04A5w9UMlqymH8HxjM7NAFbo9S8wr4PHhXVGZ9eAznCmwJJtroSq1kIsThYjIiIGS9Z3VY447nsv/iyh+MM/rs/r9+Tzd9VmsosIEAEiQASIABEgAkSACBABIkAEiMAdQGCgb/m4A5D0NVGS7CYlx7i15OdcuP31o3ccCzKYCBABIkAEiAARIAJEgAgQASJABIjAd4sALYtg/tRGJE12aTyXU0B3imCoaD8RIAJEgAgQASJABIgAESACRIAIEIHhRYAeohle/iJtiQARIAJEgAgQASJABIgAESACRIAIEIFBI0B3iwwaShJEBIgAESACRIAIEAEiQASIABEgAkSACAwvArQsMrz8RdoSASJABIgAESACRIAIEAEiQASIABEgAoNGgJZFBg0lCSICRIAIEAEiQASIABEgAkSACBABIkAEhhcBWhYZXv4ibYkAESACRIAIEAEiQASIABEgAkSACBCBQSNAyyKDhpIEEQEiQASIABEgAkSACBABIkAEiAARIALDiwAtiwwvf5G2RIAIEAEiQASIABEgAkSACBABIkAEiMCgEaBlkUFDSYKIABEgAkSACBABIkAEiAARIAJEgAgQgeFFgJZFhpe/SFsiQASIABEgAkSACBABIkAEiAARIAJEYNAI0LLIoKEkQUSACBABIkAEiAARIAJEgAgQASJABIjA8CJAyyLDy1+kLREgAkSACBABIkAEiAARIAJEgAgQASIwaARoWWTQUJIgIkAEiAARIAJEgAgQASJABIgAESACRGB4EaBlkeHlL9KWCBABIkAEiAARIAJEgAgQASJABIgAERg0ArQsMmgoSRARIAJEgAgQASJABIgAESACRIAIEAEiMLwI0LLI8PIXaUsEiAARIAJEgAgQASJABIgAESACRIAIDBoBWhYZNJQkiAgQASJABIgAESACRIAIEAEiQASIABEYXgRoWWR4+Yu0JQJEgAgQASJABIgAESACRIAIEAEiQAQGjQAtiwwaShJEBIgAESACRIAIEAEiQASIABEgAkSACAwvAv8Lv5jYOsLfUWcAAAAASUVORK5CYII=)

**4. Код программы**

from os import urandom  
from hashlib import sha1  
from codecs import getdecoder  
from codecs import getencoder  
  
  
\_hexdecoder = getdecoder("hex")  
\_hexencoder = getencoder("hex")  
  
def hexdec(data):  
 return \_hexdecoder(data)[0]  
  
def hexenc(data):  
 return \_hexencoder(data)[0].decode("ascii")  
  
  
def modinvert(a, n):  
 if a < 0:  
 # k^-1 = p - (-k)^-1 mod p  
 return n - modinvert(-a, n)  
 t, newt = 0, 1  
 r, newr = n, a  
 while newr != 0:  
 quotinent = r // newr  
 t, newt = newt, t - quotinent \* newt  
 r, newr = newr, r - quotinent \* newr  
 if r > 1:  
 return -1  
 if t < 0:  
 t = t + n  
 return t  
  
def bytes2long(raw):  
 return int(hexenc(raw), 16)  
  
  
def long2bytes(n, size=32):  
 res = hex(int(n))[2:].rstrip("L")  
 if len(res) % 2 != 0:  
 res = "0" + res  
 s = hexdec(res)  
 if len(s) != size:  
 s = (size - len(s)) \* b"\x00" + s  
 return s  
  
class GOST3410Curve(object):  
 def \_\_init\_\_(self, p, q, a, b, x, y, e=None, d=None):  
 self.p = p  
 self.q = q  
 self.a = a  
 self.b = b  
 self.x = x  
 self.y = y  
 self.e = e  
 self.d = d  
 r1 = self.y \* self.y % self.p  
 r2 = ((self.x \* self.x + self.a) \* self.x + self.b) % self.p  
 if r1 != self.pos(r2):  
 raise ValueError("Invalid parameters")  
 self.\_st = None  
  
 def pos(self, v):  
 if v < 0:  
 return v + self.p  
 return v  
  
 def \_add(self, p1x, p1y, p2x, p2y):  
 if p1x == p2x and p1y == p2y:  
 # double  
 t = ((3 \* p1x \* p1x + self.a) \* modinvert(2 \* p1y, self.p)) % self.p  
 else:  
 tx = self.pos(p2x - p1x) % self.p  
 ty = self.pos(p2y - p1y) % self.p  
 t = (ty \* modinvert(tx, self.p)) % self.p  
 tx = self.pos(t \* t - p1x - p2x) % self.p  
 ty = self.pos(t \* (p1x - tx) - p1y) % self.p  
 return tx, ty  
  
 def exp(self, degree, x=None, y=None):  
 x = x or self.x  
 y = y or self.y  
 tx = x  
 ty = y  
 if degree == 0:  
 raise ValueError("Bad degree value")  
 degree -= 1  
 while degree != 0:  
 if degree & 1 == 1:  
 tx, ty = self.\_add(tx, ty, x, y)  
 degree = degree >> 1  
 x, y = self.\_add(x, y, x, y)  
 return tx, ty  
  
 def st(self):  
 *"""Compute s/t parameters for twisted Edwards curve points conversion  
 """* if self.e is None or self.d is None:  
 raise ValueError("non twisted Edwards curve")  
 if self.\_st is not None:  
 return self.\_st  
 self.\_st = (  
 self.pos(self.e - self.d) \* modinvert(4, self.p) % self.p,  
 (self.e + self.d) \* modinvert(6, self.p) % self.p,  
 )  
 return self.\_st  
  
def public\_key(curve, prv):  
 *""" Generate public key from the private one"""* return curve.exp(prv)  
  
  
def sign(curve, prv, digest):  
 *""" Calculate signature for provided digest"""* size = 64  
 q = curve.q  
 e = bytes2long(digest) % q  
 if e == 0:  
 e = 1  
 while True:  
 k = bytes2long(urandom(size)) % q  
 if k == 0:  
 continue  
 r, \_ = curve.exp(k)  
 r %= q  
 if r == 0:  
 continue  
 d = prv \* r  
 k \*= e  
 s = (d + k) % q  
 if s == 0:  
 continue  
 break  
 return long2bytes(s, size) + long2bytes(r, size)  
  
  
def verify(curve, pub, digest, signature):  
 *""" Verify provided digest with the signature"""* size = 64  
 if len(signature) != size \* 2:  
 raise ValueError("Invalid signature length")  
 q = curve.q  
 p = curve.p  
 s = bytes2long(signature[:size])  
 r = bytes2long(signature[size:])  
 if r <= 0 or r >= q or s <= 0 or s >= q:  
 return False  
 e = bytes2long(digest) % curve.q  
 if e == 0:  
 e = 1  
 v = modinvert(e, q)  
 z1 = s \* v % q  
 z2 = q - r \* v % q  
 p1x, p1y = curve.exp(z1)  
 q1x, q1y = curve.exp(z2, pub[0], pub[1])  
 lm = q1x - p1x  
 if lm < 0:  
 lm += p  
 lm = modinvert(lm, p)  
 z1 = q1y - p1y  
 lm = lm \* z1 % p  
 lm = lm \* lm % p  
 lm = lm - p1x - q1x  
 lm = lm % p  
 if lm < 0:  
 lm += p  
 lm %= q  
 # This is not constant time comparison!  
 return lm == r  
  
  
def prv\_unmarshal(prv):  
 *"""Unmarshal private key"""* return bytes2long(prv[::-1])  
  
  
def pub\_marshal(pub):  
 *"""Marshal public key"""* size = 32  
 return (long2bytes(pub[1], size) + long2bytes(pub[0], size))[::-1]  
  
  
def pub\_unmarshal(pub):  
 *"""Unmarshal public key"""* size = 32  
 pub = pub[::-1]  
 return (bytes2long(pub[size:]), bytes2long(pub[:size]))  
  
  
def uv2xy(curve, u, v):  
 *"""Convert twisted Edwards curve U,V coordinates to Weierstrass X,Y"""* s, t = curve.st()  
 k1 = (s \* (1 + v)) % curve.p  
 k2 = curve.pos(1 - v)  
 x = t + k1 \* modinvert(k2, curve.p)  
 y = k1 \* modinvert(u \* k2, curve.p)  
 return x % curve.p, y % curve.p  
  
  
def xy2uv(curve, x, y):  
 *"""Convert Weierstrass X,Y coordinates to twisted Edwards curve U,V"""* s, t = curve.st()  
 xmt = curve.pos(x - t)  
 u = xmt \* modinvert(y, curve.p)  
 v = curve.pos(xmt - s) \* modinvert(xmt + s, curve.p)  
 return u % curve.p, v % curve.p  
  
curve = GOST3410Curve(  
 p=bytes2long(hexdec("FFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFD97")),  
 q=bytes2long(hexdec("FFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFF6C611070995AD10045841B09B761B893")),  
 a=bytes2long(hexdec("FFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFD94")),  
 b=bytes2long(hexdec("00000000000000000000000000000000000000000000000000000000000000a6")),  
 x=bytes2long(hexdec("0000000000000000000000000000000000000000000000000000000000000001")),  
 y=bytes2long(hexdec("8D91E471E0989CDA27DF505A453F2B7635294F2DDF23E3B122ACC99C9E9F1E14")),  
)  
prv\_raw = urandom(32)  
prv = prv\_unmarshal(prv\_raw)  
pub = public\_key(curve, prv)  
print("Public key is:", hexenc(pub\_marshal(pub)))  
data\_for\_signing = b"some data"  
dgst = sha1(data\_for\_signing).digest()  
signature = sign(curve, prv, dgst)  
verify(curve, pub, dgst, signature)

**5. Вывод**

Криптографическая стойкость первых стандартов цифровой подписи ГОСТ 3410 была основана на задаче дискретного логарифмирования в мультипликативной группе простого конечного поля большого порядка. Начиная с ГОСТ Р 34.10-2001 стойкость алгоритма основана на более сложной задаче вычисления дискретного логарифма в группе точек эллиптической кривой. Также стойкость алгоритма формирования цифровой подписи основана на стойкости соответствующей хеш-функции.