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## ***说明***

* **使用的Linux系统为CentOS7**
* **请使用root用户登录系统**
* **如果系统安装在主机上的虚拟机中，还需要配置主机的防火墙，并且配置相应的端口转发规则**
  1. **Hyper-V**
     1. **端口转发规则配置方法（使用powershell）**
        + **查询**

1. netsh interface portproxy show v4tov4
   * + - **新增**
2. netsh interface portproxy add v4tov4 listenaddress=192.168.1.101 listenport=5901 connectaddress=192.168.1.83 connectport=5901

* 192.168.1.101是指主机IP，5901是指主机监听端口，2.168.1.83是指虚拟机IP，5901是指虚拟机监听端口；
  + - * **移除**

1. netsh interface portproxy delete v4tov4 listenaddress=192.168.1.101 listenport=5901

* 192.168.1.101是主机IP，5901是主机监听端口；
* **参考资料**
  1. [CentOS系统镜像下载](https://www.centos.org/centos-linux/)

## ***配置***

* **常用配置**
  + **用户管理**
    - 切换

1. su

* 切换为root用户；

1. su user01

* 切换为user01 用户；
  + - 新增

1. adduser user01

* 新增一个名为user01用户；

1. passwd user01

* 为该用户user01置密码；
* 高级新增

1. useradd user01 -d /home/user01 -s /bin/false
2. chown -R user01:user /home/vsftpd

* 新增一个名为user01用户，指定用户目录为 /home/user01，登录终端设为不允许登录系统 /bin/false，并授权该目录；
* :user表示该用户所在的用户组，如没有则无需输入此内容；
* 新增用户组

1. groupadd group01

* 新增用户组group01；

1. useradd user01 -g group01

* 将用户user01添加至组group01；
  + **开放防火墙（firewall）**
    - 开放端口

1. firewall-cmd –zone=public –add-service=http –permanent

* 注意，如果是为ftp服务开放端口，则http需改为ftp；

1. firewall-cmd –zone=public -add-port=8080/tcp –permanent
   * + 8080改为想要开放的端口号，如果是多个端口，格式为8080-8090；
     + 如使用udp传输控制协议，则tcp需改为udp；
     + 重启服务
2. systemctl restart firewalld
   * + 此命令会重启防火墙，使新增的规则生效；
   * **关闭SELinux**
     + [编辑](#编辑文本文件)配置文件
3. vim /etc/selinux/config
4. # This file controls the state of SELinux on the system.
5. # SELINUX= can take one of these three values:
6. # enforcing - SELinux security policy is enforced.
7. # permissive - SELinux prints warnings instead of enforcing.
8. # disabled - No SELinux policy is loaded.
9. #SELINUX=enforcing
10. #禁用SELINUX.
11. SELINUX=disabled
12. # SELINUXTYPE= can take one of three values:
13. # targeted - Targeted processes are protected,
14. # minimum - Modification of targeted policy. Only selected processes are protected.
15. # mls - Multi Level Security protection.
16. #注释SELINUXTYPE.
17. #SELINUXTYPE=targeted
    * **JAVA环境（JAVA JDK 1.8）**
      + 检查系统是否已安装了java，如已安装，则需要执行以下命令去卸载；
18. java -version

#如出现一下信息，则表示已安装了java.

java version "15" 2020-09-15

Java(TM) SE Runtime Environment (build 15+36-1562)

Java HotSpot(TM) 64-Bit Server VM (build 15+36-1562, mixed mode, sharing)

1. rpm -qa|grep java

#进一步检测java版本，如果版本过低或者是openjdk，则需要进行卸载.

python-javapackages-3.4.1-11.el7.noarch

tzdata-java-2020a-1.el7.noarch

javapackages-tools-3.4.1-11.el7.noarch

1. yum -y remove java-\*

#卸载已安装的java.

##### [下载JDK（Linux Compressed Archive）](https://www.oracle.com/java/technologies/javase-jdk15-downloads.html)文件，[并解压](#编辑文本文件》文件解压)至自行指定的目录 /lib/jvm/java/；

* + - [删除](#编辑文本文件》删除文件)下载的文件（可选，相当于清理垃圾）
    - [编辑](#编辑文本文件)配置文件；

1. vim /etc/profile
2. #配置环境变量，在文件末尾添加以下内容，/lib/jvm/java/jdk-15指JDK文件的目录.
3. JAVA\_HOME=/lib/jvm/java/jdk-15
4. PATH=$JAVA\_HOME/bin:$PATH
5. CLASSPATH=$JAVA\_HOME/jre/lib/ext:$JAVA\_HOME/lib/tools.jar
6. export PATH JAVA\_HOME CLASSPATH

##### 使配置文件在当前终端立即生效；

1. source /etc/profile
   * **文件操作**
     + 创建目录
2. mkdir /etc/a
   * + /etc/a表示要创建的目录
     + 进入目录
3. cd /etc/a
   * + /etc/a表示要进入的目录
     + 返回上级目录
4. ../
   * + 创建&编辑文本文件
5. vim /etc/a.conf
   * + /etc/a.conf表示文件地址；

i

* + - * 切换到输入模式；

:

* + - * 切换到底线命令模式；

:set number

* + - * + 显示行号；

:wq

* + - * + 保存并退出；

:w

* + - * + 保存；

:q

* + - * + 退出；

##### 复制文件

1. cp /etc/a /etc/a.bak
   * + /etc/a表示原文件目录或地址；
     + /etc/a.bak表示新的文件目录或地址；

##### 移动文件

1. mv /etc/a /etc/b

* /etc/a表示原文件目录或地址；
* /etc/a.bak表示新的文件目录或地址；

##### 文件解压

1. tar -zxvf /etc/a.tar.gz -C /etc/a

* /etc/a.tar.gz表示要提取的文件的地址；
* /etc/a 表示提取文件的存储地址；

##### 删除文件

1. rm -rf /etc/a.tar.gz

* /etc/a.tar.gz表示文件地址；

##### 文件授权

1. chown -R 777 /etc/a

* 此语句会更改指定目录或文件的所有者；
* /home/a 表示文件地址；

1. chown -R user01 /etc/a

* 此语句递归目录下所有文件授权给指定的用户
* user01 表示被授权的用户；
* /etc/a 表示将要授权的目录或文件 ；
  + **文件传输协议（FTP）**
    - 安装

1. yum install -y vsftpd
   * + [编辑](#编辑文本文件)配置文件；
2. vim /etc/vsftpd/vsftpd.conf

#参考行号修改以下配置.

1. anonymous\_enable=NO
2. anon\_mkdir\_write\_enable=YES
3. chown\_uploads=YES
4. async\_abor\_enable=YES
5. ascii\_upload\_enable=YES
6. ascii\_download\_enable=YES
7. ftpd\_banner=Welcome to blah FTP service.
8. chroot\_local\_user=YES

#在文件末尾添加以下配置.

1. use\_localtime=YES
2. listen\_port=21

#21为ftp服务端口号,可自行更改；

1. idle\_session\_timeout=300
2. guest\_enable=YES
3. guest\_username=vsftpd
4. user\_config\_dir=/etc/vsftpd/vconf
5. data\_connection\_timeout=1
6. virtual\_use\_local\_privs=YES
7. pasv\_min\_port=40000

#40000为最小端口号,可自行更改；

1. pasv\_max\_port=40010

#40010为最大端口号,可自行更改；

1. accept\_timeout=5
2. connect\_timeout=1
3. allow\_writeable\_chroot=YES

##### [创建](#编辑文本文件》创建目录)虚拟用户文件;

1. vim /etc/vsftpd/virtusers

#输入虚拟用户用户名和密码（可自行定义）.

1. user01
2. 123456

##### 生成虚拟用户数据文件 ;

1. db\_load -T -t hash -f /etc/vsftpd/virtusers /etc/vsftpd/virtusers.db
2. chmod 600 /etc/vsftpd/virtusers.db

#设定PAM验证文件，并指定对虚拟用户数据库文件进行读取.

##### [备份](#编辑文本文件》复制文件)文件之后再[编辑](#编辑文本文件)配置文件；

1. vim /etc/pam.d/vsftpd

#注释原有auth和account注释，输入新的配置，如果为32位系统，则lib64改为lib.

1. #%PAM-1.0
2. session optional pam\_keyinit.so force revoke
3. #auth required pam\_listfile.so item=user sense=deny file=/etc/vsftpd/ftpusers
4. auth sufficient /lib64/security/pam\_userdb.so db=/etc/vsftpd/virtusers
5. onerr=succeed
6. auth required pam\_shells.so
7. auth include password-auth
8. #account include password-auth
9. account sufficient /lib64/security/pam\_userdb.so db=/etc/vsftpd/virtusers
10. session required pam\_loginuid.so
11. session include password-auth

##### [新增](#用户管理》高级新增)系统用户，用户名vsftpd，用户目录 /home/vsftpd，登录终端设为不允许登录系统 /bin/false，并授权用户目录，用户组为vsftpd（如果不存在则需要[新增](#用户管理》新增用户组)该用户组）；

##### 建立虚拟用户个人配置文件

##### [创建目录](#编辑文本文件》创建目录) /etc/vsftpd/vconf并[进入](#编辑文本文件》进入目录)；

1. touch user01

* 建立虚拟用户user01的配置文件，用户名可自行指定；

##### [编辑](#编辑文本文件)虚拟用户配置文件 user01；

1. vim user01

#输入一下内容.

1. local\_root=/home/vsftpd/user01/

#/home/vsftpd是系统用户目录.

#user01是虚拟用户用户名.

1. write\_enable=YES
2. anon\_world\_readable\_only=NO
3. anon\_upload\_enable=YES
4. anon\_mkdir)write\_enable=YES
5. anon\_other\_write\_enable=YES

##### [创建](#编辑文本文件》创建目录)虚拟用户user01的根目录，并将该目录给该虚拟用户;

1. mkdir -p /home/vsftpd/user01

#/home/vsftpd是系统用户目录.

#user01是虚拟用户用户名.

1. chown -R user01 /home/vsftpd/user01/

#/home/vsftpd是系统用户目录.

#user01是虚拟用户用户名.

##### [开放防火墙](#开放防火墙)的21，40000-40010端口，注意-server参数为ftp；

##### [关闭SELINUX；](#关闭SELinux)

##### 管理ftp服务的基本操作命令；

###### 设置开机启动；

1. systemctl enable vsftpd.service

###### 启动服务；

1. systemctl start vsftpd.service

###### 停止服务；

1. systemctl stop vsftpd.service

###### 查看状态；

1. systemctl status vsftpd.service
   * **桌面共享（VNC）**
     + 安装VNC；
2. yum install -y tigervnc-server
3. rpm -qa|grep tigervnc-server

#验证安装是否成功.

* + - 创建桌面；

1. cp /lib/systemd/system/vncserver@.service /etc/systemd/system/vncserver@:1.service

#复制服务配置，:1为桌面号，要创建多个桌面则累加即可.

#桌面号同时也决定了端口号，桌面对应的端口号为5900+N，例如:1桌面的端口为5901.

##### [编辑](#编辑文本文件)配置文件；

1. vim /etc/systemd/system/vncserver@:1.service

#修改<USER>为root（也可以是其他的系统用户），%i为桌面号1.

1. # Clean any existing files in /tmp/.X11-unix environment
2. ExecStartPre=/bin/sh -c '/usr/bin/vncserver -kill %i > /dev/null 2>&1 || :'
3. ExecStart=/usr/bin/vncserver\_wrapper root 1
4. ExecStop=/bin/sh -c '/usr/bin/vncserver -kill %i > /dev/null 2>&1 || :'
5. [Install]
6. WantedBy=multi-user.target
   * + 设置VNC密码；
7. vncpasswd
   * + 启动服务；
8. systemctl start vncserver@:1.service
   * + 重新加载服务配置文件；
9. systemctl daemon-reload
   * + 设置服务开机自动启动；
10. systemctl enable vncservice@:1.service
    * + 查看端口是否在监听；
11. netstat -lunpt|grep Xvnc

##### [开放防火墙](#开放防火墙)的5901端口（桌面对应的端口号）；

##### [关闭SELINUX；](#关闭SELinux)

##### 客户端（Windows）使用说明；

* + - 下载[VNC Viewer](https://www.realvnc.com/en/connect/download/viewer/);
    - 新建连接，VNC Server填写Ip+端口号，例如192.168.1.2:5901;
  + **应用服务器（tomcat 8）**

##### 需要[JAVA环境](#JAVA环境)；

##### [下载](https://tomcat.apache.org/download-80.cgi)文件，并[解压](#编辑文本文件》文件解压)到想要放置该服务器的目录（如果要做集群，则复制到多个目录中）；

##### [进入文件根目录](#编辑文本文件》进入目录)中，[编辑](#编辑文本文件)配置文件；

1. vim /conf/server.xml

#修改默认的8080端口号.

1. <Connector port="8080" protocol="HTTP/1.1"
2. connectionTimeout="20000"
3. redirectPort="8443" />
4. <!-- A "Connector" using the shared thread pool-->

##### [返回文件根目录](#编辑文本文件》返回上级目录)，启动tomcat；

1. ./bin/startup.sh

##### [开放防火墙](#开放防火墙)的指定的端口；

* + **搜索引擎（Elasticsearch 7.x）**

##### 需要[JAVA环境](#JAVA环境)；

##### 下载文件，并[解压](#编辑文本文件》文件解压)到想要放置该服务的目录中；

##### [进入文件根目录](#编辑文本文件》进入目录)中，[编辑](#编辑文本文件)配置文件；

1. vim /config/jvm.options

#修改默认的内存值，根据主机配置设置.

1. # Xms represents the initial size of total heap space
2. # Xmx represents the maximum size of total heap space
3. -Xms512m
4. -Xmx512m

##### [编辑](#编辑文本文件)配置文件；

1. vim /etc/sysctl.conf

#修改默认的线程数.

1. vm.max\_map\_count=655360

##### 使配置文件立即生效；

1. sysctl -p

##### [编辑](#编辑文本文件)配置文件；

1. vim /etc/security/limits.conf

#修改默认的资源参数.

1. # End of file
2. \* soft nofile 65536
3. \* hard nofile 131072
4. \* soft nproc 65536
5. \* hard nproc 131072

##### 由于es不能使用root用户启动，所以需要指定其他系统用户，建议[新增](#用户管理》高级新增)一个系统用户es001，并将其[加入用户组](#用户管理》新增用户组)esuser，并将es所在目录[授权](#编辑文本文件》文件授权)给该系统用户；

##### [编辑](#编辑文本文件)配置文件；

1. vim /etc/security/limits.d/20-nproc.conf

#设置系统用户资源参数.

1. # Default limit for number of user's processes to prevent
2. # accidental fork bombs.
3. # See rhbz #432903 for reasoning.
4. \* soft nproc 4096
5. root soft nproc unlimited
6. es001 soft nproc 65536

#es001是系统用户用户名.

##### [编辑](#编辑文本文件)配置文件；

1. vim /config/elasticsearch.yml

#修改以下配置.

1. node.name: node-1
2. path.data: /es /data

#修改默认数据存储地址.（可自行指定）

1. path.logs: /es/logs

#修改默认日志存储地址.（可自行指定）

1. network.host: 0.0.0.0

#允许外网访问

1. http.port: 9170

#修改默认端口号.（可自行指定）

1. cluster.initial\_master\_nodes: ["node-1"]

##### [进入文件根目录](#编辑文本文件》进入目录)中，[切换系统用户](#用户管理》切换)es001并启动服务；

1. ./bin/elasticsearch

* 如启动失败并提示max file descriptors [4096]，则为系统用户的资源参数未正确配置或未生效，请按上述的步骤重新设置；
* 查看当前用户资源参数；

1. ulimit -Sn

#输出65536则表示设置成功.

1. ulimit -Hu

#输出131072则表示设置成功.

##### [开放防火墙](#开放防火墙)的指定的端口；

* + **.Net Core控制台应用**

##### 发布应用时的配置，选择独立部署模式，可以不用单独安装.NetCore；

###### 

##### 进入目录，启动程序；

1. ./Integrate\_Api

* Integrate\_Api指应用名
* 如提示权限不够，则[授权](#编辑文本文件》文件授权)该目录；

##### [开放防火墙](#开放防火墙)的指定的端口；