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Appendices

These should include as appropriate:

(a) A User manual giving details on how to use the software, including details of input data, output formats and error messages.

(b) Test results, if appropriate.

(c) Other information which is not convenient or appropriate to include in the main body of the dissertation.

The Main Text

**The Examiners will be looking for quality rather than quantity in your dissertation.** You should try to keep the main text of your dissertation as concise as possible. Spelling should be correct, sentences grammatical, and formulae, figures and tables accurate. All figures, tables and appendices should be given numbers and headings. Your writing should be precise, concise and fluent. Avoid the first person (i.e. say what was done, rather than that you did it). Some dissertations may be organised differently from that headings given below. In particular, some parts might have more emphasis than others for some projects Further advice will be available from your supervisor. Below is a sample of what might be expected.

1. Introduction and Problem Area
   1. Introduction

Cloud computing, although not fundamentally new, has become one of the fastest growing technologies in the 21st century [1]. Applications and services deployed on cloud-based platforms are getting increasingly complex with the escalation in popularity. Consequently, cloud engineers are constantly working to make their platforms robust and failsafe, but problems with cloud services are still prevalent as we move into 2022 [2].

On October 4th, 2021, Facebook, WhatsApp, and Instagram suffered an outage due to a problem with their shared cloud infrastructure. The effects were felt by its billions of users globally, claiming they felt “discomfort and displeasure” during the 6-hour period [2][3]. Facebook shares fell 5.4% and loses in revenue were estimated to be around $99.75 million [4].

Maintaining cloud systems within an organisation is the responsibility of the Cloud Systems Administrator. A Cloud Systems Administrator deploys services, monitors and analyses cloud resource performance and resolves any issues reported. This role has become so important in recent years that organisations dedicate entire teams of Cloud System Administrators to manage their cloud infrastructure [5].

With the increased complexity of this role, a software solution has been developed in order to assist Cloud Systems Administrators in the monitoring of cloud services. This solution provides a platform to detect discrepancies in cloud resource data using newly implemented outlier detection techniques. The detection can run in real time to monitor CPU usage and identify outliers. The solution is also a platform for performing experiments on new outlier detection techniques with a variety of datasets. The proposed solution will aid a Cloud Systems Administrator in performing their role and automate the process of detecting discrepancies in cloud resource usage.

* 1. Cloud Computing in 2022

Cloud computing has been a popular technology used for many years, and the demand is continuing to grow. Over 90% of organisations use some type of cloud service for a variety of different applications [6]. “Data backup, disaster recovery, email, virtual desktops, software development and testing, big data analytics, and customer-facing web applications [7]” are among a few listed by AWS (Amazon Web Services).

In recent years, millions of people around the world have been forced to work from home because of the coronavirus crises [8]. Remote working was forced upon many unprepared organisations and their workforces. Consequently, the use of cloud-based virtualisation technology was utilised to provide staff with the resources necessary to carry out their roles [9]. BYOD (Bring Your Own Device), paired with a VDI (Virtual Desktop Interface), provided employees with an interface to their organisation’s network, applications and resources [10], [11]. Thus, with the power of Cloud technology, office workers around the world quickly adapted to our ever-changing way of life.

* 1. Risks / Mitigation of Hosting Cloud Resources

Resource exhaustion is a major risk to a VM host server, where software using a server will exhaust its resources and effect the availability of other Virtual Machine’s sharing the same resources [12]. Resource exhaustion may occur for several reasons, for example, an infinite loop that prevents a process from terminating or a cyber-attack that results in a server’s resources being misused. If availability is impacted, a systems software may fail and introduce vulnerabilities to the system [13]. An effective Outlier Detection algorithm paired with a monitoring dashboard can reduce the risk to availability by notifying the user of a Virtual Machine on a server exhausting more resources than it normally needs.

Physical resources for Virtual Machines are managed by software called the hypervisor. The hypervisor is responsible for provisioning new VMs and distributing the resources where necessary. Hypervisor security can be breached by ‘various malicious attacks.’ “Session hijacking, man-in-the middle attack, flooding attack (and) Malware-Injection attack(s)” can allow malicious intruders unauthorized access to a server’s resources. In session hijacking, a hacker will steal a legitimate user’s session ID when it is generated after login. Once the session is hijacked, the hacker can copy the VM and gain access to all the data. A hacker can use a man-in-the-middle attack to intercept data and gain access to a VM. A hacker can perform a Malware Injection attack by inserting malicious code into an application. This makes the resources, applications, and data on the VM vulnerable

[14]. These events are liable to happen often and when they do, they can go undetected. An Outlier Detector would mitigate the damage done to a system by notifying the user of any suspicious/anomalous behaviours.

Misuse or unauthorized access of a VM management console can be a serious risk. A hacker could gain access to a VM management console using techniques like phishing, malware attacks, brute force attacks or by learning login credentials from a system or website breach. Not just hackers, but an insider from an organisation with authorised access to VM management tools can also be a risk. With access to a VM management console, a person could cause a lot of damage by deprovisioning VMs running important processes. They could also provision additional VMs that are not needed, this would result in a huge cost for the organisation as resources are scaled to meet demand and if resources restrictions are set, availability of resources is decreased for other VMs running important processes [15]. These changes could easily be detected by a VM Outlier Detector dashboard and the risk and cost to the organisation can be reduced.

VM sprawl is the process where a VM is duplicated then forgotten about. These unmanaged VMs can operate on a network for weeks or even months without being detected. Without proper monitoring, these VMs can miss important security patches. As a result, there is an increased risk to security. There are methods to prevent VM sprawl, processes to govern VM lifecycle management using automated scripts can reduce the risk of VM sprawl, but this comes at a cost [12]. A dashboard monitoring Virtual Machine data in real time could quickly identify these forgotten VMs and notify the user.
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Background material should be given which introduces the problem area, its context and background. You should identify the particular problem under consideration along with information about the problem area that enables the reader to understand the problem scope and nature. If your project involves a particular domain, algorithm, method theory etc., you may describe it in the introduction (alternatively or additionally, it may be described later, if appropriate). For best marks the student should show that they have systematically researched and fully analysed the problem, synthesising the relevant information. The very best dissertations will be of a standard suitable for part of a peer reviewed or professional publication.

1. System Requirements and Specification

You should provide a precise description of the system developed. Note that this is likely to be different from those that you started with, since you now have considerably more knowledge and understanding. The final dissertation should therefore contain an updated set of requirements matching the final system delivered. You can list these as a *requirements definition* from the domain perspective but you should also derive a *specification* for the software. The software requirements specification establishes the basis for what the software product is to do (and is not expected to do). You should list any assumptions made about the problem and any system constraints. Overall your requirements, functional AND non-functional should be correct, complete, consistent, clear, feasible and objectively verifiable. Content depends on your project but could include:

* A complete set of function definitions (as use cases if preferred), as far as possible written so as to be testable
* Measurable and testable non-functional requirements
* Description of interfaces required such as with other software or systems
* Any specific user interface requirement
* User characteristics

The target to aim for here is to describe a solution that satisfactorily solves the problem. Ideally your solution will be convincing and creative. Your requirements could be the basis for a contract or handing to external developers to complete. The best dissertations will show outstanding work, approaching that of the best professionals.

* 1. Example sub heading

Use sub headings as appropriate

Subsub heading

For a sub sub heading just make it bold without numbering.

1. Design

This section should describe the design of your proposed system. Normally this several parts, depending on your project:

1. Architectural Description of the system – textual and/or diagrammatic. This could be a simple diagram showing the components and how they relate or it could describe the choice of architectural style or pattern used.
2. User Interface Design (if applicable). Show sketches of the design or screenshots with explanations of choices made, if necessary.
3. Software System Design. The role of each component and the interfaces between components should be described. There should be a clear correlation between your design and your specification.
4. Where applicable give a critical discussion of key design decisions/styles/patterns used; data model; UI design, external Interfaces, other important issues e.g. concurrency, event handling, data persistence, error and exception handling, fault tolerance, security, distribution of components.

The design should be linked to requirements and, where applicable give a critical discussion of key design decisions/styles/patterns used. There might be a data model, a UI design, details of external interfaces, and of other important issues e.g. concurrency, event handling, error and exception handling, security, data persistence. No particular notation or tool is mandated. A satisfactory design will show a grasp of the main design issues. For top marks aim for outstanding design documentation approaching that of the best professionals. Prove that you have a very strong grasp of the design issues and aim for documentation that could be passed on to a developer without the need for further explanation

1. Implementation

You should describe any languages, packages, and libraries etc. that are used in the development of your system. There is no need to describe your code in detail. You may highlight data types and implementation techniques that are of special interest. If appropriate, you may provide:

1. Choice of implementation language(s)/ development environment(s)
2. Use of software libraries;
3. Key implementation decisions
4. A description of how some important functions and algorithms were implemented.
5. A description of how each component is implemented.

Program code can be accessed by the assessors via the git repository **so there is no need to include code listings**. It is recommended that you comment code appropriately (not excessively). Programs should be written in a clear style with good program structure and well-defined data structures. The program code should reflect its design and show an understanding of relevant implementation issues.

1. Testing

This section will be judged in tandem with other evidence including evidence of unit tests and/or test documentation on the Repo. There should be a discussion of Test Approach e.g. unit testing, system testing, regression testing etc; Test cases should be described and justified; Include Testing tools used and provide evidence that testing coverage was complete. Provide proof that testing was completed, either showing sample test history and/or describing automated tests.

1. System Evaluation and Experimental Results

Provide a summary evaluation of the success of the project with respect to criteria identified in the introduction. Different projects will have a different emphasis. In all cases you are expected to provide empirical results and to draw conclusions from those results. You may use your software to generate experimental results. Be sure to describe the methodology of your evaluation or experimentation. An experiment is typically described in terms of its goals, the hypotheses being tested, the subject of the experiment, what is being measured and what is controlled, the results obtained and the analysis and interpretation of those results. A discussion of the significance of your experimental results may be appropriate or why the new system you have developed improves on what was already there. Do your results agree with other previous work or ideas? How does your system compare with similar ones?

Alternatively (or additionally), you can assess the product in terms of how it compares with other similar products and/or in terms of user feedback (e.g. via a survey or interviews) or some measurable quality aspect such performance efficiency or reliability.

Draw conclusions on the *process* used in the project as well. What went well? What did not go well? What are the strengths of your solution or conclusions? What are the weaknesses? Suggestions for further work should also be discussed. You can be critical and draw a negative conclusion. Not all projects will be successful. A well-explained failure is as an acceptable an outcome as a spectacular success. Assessors are looking for excellence in a critical appraisal of the work and a convincing argument for the significance of contribution in the context of wider work. This section should be objective, fair and comprehensive.

In all cases, societal implications and commercial and economic aspects should be evaluated. Has your project an outcome that potentially could improve some community or group of people? Perhaps your project can impact on the lives of others for example In education, employment, health, public policy or services, security, the environment, general wellbeing etc. There may be commercial opportunities arising from your product or findings. Describe these and include how the project could eventually brought to deployment and to deliver value. Discuss the feasibility of doing that. It may be that your project could make some process more efficient. Try to quantify the savings or improvements, generally or in one or more scenarios. You should be realistic though and include the risks and any negative impacts of your work and the potential impact as well.

Your supervisor can guide you on what is appropriate, but typically the very best projects have shown results derived using scientific method, that could be publishable with little or no work or show an exemplary empirically based evaluation of a software product. Those projects will also fairly and honestly assess the potential impact of the work socially or economically.

Any publication of results of the student's work is left to the discretion of the supervisor, but you can expect appropriate credit to be given to your work.

1. Appendices

Appendices will not be marked but may be referred to by the assessor to aid their understanding. They are useful if there is something that helps in understanding earlier parts of the dissertation, but if included inline might break the flow or readability of the document. For example, there may be large tables of data, design documents, evidence of testing etc etc.