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摘 要：随着互联网技术的飞速发展，网络已成为人类生活不可或缺的活动空间。网络服务和应用层出不穷，致使网络流量数据规模迅速增大。因此，如何快速准确地识别流量类型和过滤某些恶意流量变得至关重要。流量分类成为许多研究工作的主题，但是互联网服务的快速发展和加密技术的普及使得它成为一个开放的挑战。加密对于保护互联网用户的隐私至关重要，这是近年来出现的各种隐私增强工具中使用的一项关键技术。Tor是其中最流行的一种匿名流量通信工具，它通过加密发送方和接收方之间的通信量，并通过分布式服务器网络路由来实现发送方和接收方的解耦。Tor匿名通信网络的发展为犯罪分子提供了隐匿空间，给网络监管带来了十分严峻的挑战。在本文中，针对Tor匿名通信系统在原有深度森林的不足设计了一种基于改进深度森林模型用于Tor匿名网络流量行的识别。实验结果表明，与已有识别方法相比，提出的识别模型在准确率、时间、内存等方面有着明显的提升。
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## **1** 引言

随着互联网的飞速发展，互联网的规模在不断的扩大。互联网逐渐渗透到社会、经济、政治的方方面面，互联网中人们的安全和隐私保护问题日益严峻。匿名网络设计的初衷虽然是为了保护用户的隐私，但往往被不法分子滥用，以逃避网络追踪，进而实施恶意网络活动。由于匿名通信网络使用加密、多节点转发和填充等多种流量混淆方法隐藏了原始流量的特点，这使得传统流量识别技术已经无法准确识别匿名流量。个人用户、企业和政府每天都会使用各种网络应用，每天都会产生数以亿计的网络流，恶意流量很容易将自己隐藏在海量的流量中，进而发动攻击，给网络安全带来极大的威胁。所以研究如何准确高效的识别海量流量中具有恶意的网络行为，对于网络安全发展具有极其重要的科学研究意义。

Tor作为目前使用最广泛的匿名通信系统之一。它在2004年推出了一项称为隐藏服务的技术，它实现了客户端与服务端的双端匿名。通过使用隐藏服务技术，任何服务运营商都可以在提供网络服务的同时隐藏其服务器的物理地址。所以Tor拥有的用户最多，分布范围最广，平均每天的用户数量已经超过350万人。朴茨茅斯大学的Owen Gareth等研究人员在为期六个月的研究中观察到80%以上针对隐藏服务的访问请求都指向己知的著名虐童网站。此外，枪支与毒品交易也是暗网市场不可或缺的部分。因此Tor检测一直是学术界研究的主题之一，但其中许多研究侧重于降低Tor的匿名性或提高其性能。对Tor流量的分析与识别的研究少之又少。因此对Tor匿名网络流量进行分析与识别具有很强的代表性。

Tor采用了TLS加密技术，检测者无法提取Tor流量内部的有效载荷特征，加密网络流量给网络安全防御带来了巨大的挑战，在不加解密的基础上识别Tor匿名流量具有十分重要的研究意义。Tor 虽然通过加密和封装等方式将非正常流量隐藏于普通流量，但是仍然可以基于Tor网络流特征的微小差异对其进行识别。随着机器学习的快速发展，越来越多的研究人员将机器学习技术应用于对Tor匿名流量的识别中，并取得了一定的研究成果，但也存在模型复杂度高、训练时间长、需要庞大的训练数据集作支撑、模型泛化能力差等方面缺陷。

本文根据Tor工作特点采取时间相关特征对其进行设计了一组用于Tor流量行为检测的网络流量特征，通过CIC Flow Meter对Tor匿名接入流量的pcap文件进行处理，得到关于时间相关性流量特征的数据集。并提出了基于深度森林的Tor匿名流量检测可以在少量的数据集以及较短的时间和内存消耗取得较高的准确率。

## **2** 相关工作

目前为止，国内外学者从不同角度对网络流量分类方法进行了研究。早期通过Tor通信的端口号、IP通信地址等。基于端口识别的分类方法在早期可以通过检查分组的传输层端口号，然后根据IANA定制的知名端口号与注册端口号列表将分组与应用对应起来。随着网络应用的不断更新发展Tor流量也对其数据包进行了加密处理无法检测其端口号，进而导致基于端口的流量分类方法已不再适用。目前根据原理和方法

将混淆流量分为深度包检测技术和基于机器学习的流量识别技术。

深度包检测技术（Deep Packet Inspection, DPI）的方法出现在上个世纪90年代。这种方法不仅仅检测包的端口，同时也对包头和包的数据进行检测。基于深度包检测的方法优势主要有两个，一是非常高的准确率，二是可以在早期就检测出异常行为。但是基于深度包检测的方法存在着计算复杂度高、无法处理加密信息、指纹获取困难、无法检测位置网络数据等缺点。

随着人工智能的不断发展，机器学习广泛应用于流量识别与分类任务并得了良好的成果。机器学习方法和入侵检测系统相结合，充分发挥机器学习方法强大的数据学习能力和判别能力，为网络特征流量检测增添了新的技术手段。机器学习方法应用在网络特征流量检测系统的核心思想是：根据网络流量信息（网络服务类型、IP地址、协议类型、连接状态等）和主机信息（文件访问权限、没干资源访问、应用程序进程等）来建立相应的机器学习模型，进而对正常的流量和异常流量进行分类。

深度学习最大的贡献是表征学习，即通过端到端的训练，发现更好的特征。表征学习的目的是自动学习有用的数据特征，对复杂的原始数据化繁为简，把原始数据的无效信息剔除，把有效信息更有效地进行提炼。深度森林是一种基于决策树的集成学习方法，有着很强的表征学习能力。深度森林包含级联森林和多粒度扫描两个主要组件。级联结构使得深度森林可以进行表征学习。在级联森林中，每层都是由多个决策树森林的集成组成，也就是说，每层都是一个集成的集成。级联的每层接收上一层处理得到的输出信息作为其增广的输入信息。对于特征之间存在关系信息的数据，深度森林通过一种称为多粒度扫描的技术进一步增强其表示学习的能力。深度森林不需要像深度学习，需要复杂的超参数和庞大的数据集依然可以得到很高准确率。但是深度森林由于所有的样本都需要通过深度森林的所有层级，这就导致时间复杂度随层数线性变化。其次滑动窗口使每一个样本产生成百上千个新样本，造成了巨大的计算开销。为了解决深度森林存在的问题，本文在深度森林的基本框架中引入了置信筛分机制用以降低深度森林的内存需求和时间开销。

通过阅读大量文献我们可以发现在已有的研究工作中，研究人员使用Netmate、pacp2flow、Tranalyzer等工具进行流量特征的转存，但这些工具多数都是基于数据明文字段进行计算，对于强加密的Tor匿名流量并没有很好的效果。通过研究Tor匿名通信系统本身的工作特性，发现以其通信频率、时延等为切入点计算时间相关特征具有很强的区分性，因此本文通过CIC Flow Meter处理产生的83中流量特征进行评估，最终选择重要性前35种特征作为Tor流量检测的时间相关特征。通过深度森林构建模型最终取得了较高的精确率。

## **3**