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表5.4 对比实验结果

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 分类器 | 准确率% | 精确率% | F1-Score% | 召回率% |
| gcCS | 99.86 | 99.82 | 99.72 | 99.62 |
| gc | 99.87 | 99.82 | 99.68 | 99.75 |
| SVM | 98.43 | 97.00 | 94.66 | 92.43 |
| RandomForest | 99.79 | 99.64 | 99.31 | 98.98 |
| DecisionTree | 99.69 | 99.07 | 98.99 | 98.9 |
| DNN | 98.49 | 97.47 | 94.85 | 92.37 |

由表5.4可知,原始的深度森林模型和改进的深度森林模型取得的分类效果都略高其他方法。综合表5.3和表5.4可知改进的深度森林模型无论较原始深度森林的准确率和时间空间开销还是和其他方法的测试精度比较都取得了良好的效果。

## **6** 总结与展望

本文主要进行了Tor匿名通信系统产生的网络流量的检测与识别。首先通过分析Tor匿名流量与正常普通流量的特征。通过特征选择算法，本文提出了一组基于时间特征来检测并描述Tor流量。Tor匿名通讯系统虽然使用了多种混淆加密技术，但是其数据的数据包到达间隔时间、流持续时间和流变为空闲态之前活动时间等时间特征与正常流量存在较大差异。本文在UNB-CIC Tor 数据进行Tor网流量特征提取与流量检测实验，并使用改进的深度森林进行训练与学习。当流超时值为16s取得最佳实验结果，在测试集Tor检测的准确率高达99.86%，改进的深度森林较原始深度深林用更少的计算资源取得了更好的预测性能，即改进的深度森林在取得和原始深度森林科比甚至更好取得预测准确率。本文提出的Tor匿名流量检测系统虽然可以准确的检测Tor流量，但是没有实现在线检测功能，未来将在改方面进行研究与改进。
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