**关于信息安全测评服务项目立项及单一来源采购**

**相关事宜的请示**

公司领导：

公司eMAS2.0项目和再·型-地震巨灾模型2.0项目即将上线对外提供服务，其中，eMAS2.0项目的苹果交易场景更是涉及到资金流动，为保证资金安全及为防止因应用层面的漏洞造成来自外部的非法访问和恶意攻击等事件的发生，有必要采购专业的安全评测服务，完成对应用系统的渗透测试、代码审计、安全加固等工作任务。申请项目立项（详见附件一：信息安全外包服务项目立项报告），具体请示内容如下：

1. **项目必要性及可行性**

eMAS2.0项目和再·型-地震巨灾模型2.0项目，作为对外提供服务的信息系统，面临的信息安全风险更高，监管对这类系统的安全要求也更高。eMAS2.0项目的苹果交易场景更是涉及资金流动，为保证交易资金安全、为提高该类系统安全性及稳定性，防止来自外部的非法访问和恶意攻击，有效预防信息安全风险的发生，需要对相应的业务系统开展渗透测试、代码审计等专业安全评测。渗透测试、代码审计等安全评测是专业安全公司的常规外包服务主要内容之一，这些专业安全公司组建了成熟的、专业能力强的技术团队，长期服务于各大金融机构。

1. **项目内容**

**渗透测试：**渗透测试是指由信息安全工程师利用安全工具并结合实践经验，同时采用各种攻击技术对系统进行非破坏性质的侵入测试和模拟黑客攻击。这种测试方法可以非常有效的发现最严重的安全漏洞，尤其是与全面的代码审计相比，其更高效。渗透测试主要包括：信息收集类（互联网可收集到高价车定价系统的敏感信息），配置管理类（HTTP方法测试、应用管理界面测试、信息泄露等），认证类（用户枚举、密码猜解、密码重置测试等），会话类（cookie测试、会话固定测试等），授权类（URL越权、路径遍历、业务逻辑、文件下载测试等）、数据验证类（SQL注入、跨站脚本、代码注入、URL跳转、文件上传测试等）、系统应用漏洞（溢出、0day漏洞等）等。

**源代码安全审计**：源代码安全审计以发现应用程序编码过程中造成的安全漏洞为目的， 通过源代码静态分析工具，对已有的代码进行扫描、分析，并对导致安全漏洞的错误代码进行定位和验证，然后提供补救建议。

**安全加固：**安全加固是针对系统脆弱性采取的一种有效的安全手段，可以提高系统抵御外来的入侵和蠕虫病毒袭击的能力，缩小影响范围，使被测系统可以长期保持在高度可信的状态。为了减小和避免安全加固操作对操作系统、数据库、应用系统和网络设备的影响，在加固方案设计和加固实施过程中会遵循标准性、规范性、可控性、整体性、最小影响等原则。

1. **项目预算及采购方式建议**

项目预算：本项目总预算合计10万元人民币，包括eMAS2.0平台和再·型-地震巨灾模型2.0两个项目，拟从“电子设备运转费”中调剂支出，不超电子设备运转费总预算。

采购方式建议：建议单一来源从北京启明星辰信息安全技术有限公司采购。北京启明星辰信息安全技术有限公司是集团信息安全外包服务项目的中标供应商，巨灾公司平台安全测评需按照集团统一安全管理要求，与集团安全测试标准和要求保持一致。依据公司采购管理办法 “必须保证原有采购项目一致性或者服务配套的要求，需要继续从原供应商处采购”。

供应商：启明星辰信息技术集团股份有限公司，供应商基本信息请见附件2。

1. **采购工作小组**

本项目采购工作小组成员共3人。包括：集团信息技术中心1人，巨灾公司信息技术部2人，监督人员1人，由综合管理部派遣。（详见附件3：采购工作小组名单）

1. **请示内容**

根据上述情况，信息安全测评服务项目拟立项并以单一来源的方式进行采购，采购总预算预计为10万元。

妥否，请批示。
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