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# 实验目的

1. 熟悉基于SSL的通信编程实验；
2. 熟悉教材计算机网络安全与密码学的基本概念

# 实验内容

1. 掌握基于SSL的安全通信编程的流程；
2. 查阅Java的有关SSL的类库文档，使用Java实现基于SSL的安全通信编程；
3. 使用Java和Android实现基于SSL的安全通信编程（选做）；
4. 使用Python实现基于SSL的安全通信编程（选做）。

# 实验平台

Windows 10 Pro 1803；

Cygwin GCC编译器。

# 程序代码

## SSL环境配置

在计算机网络中，OpenSSL（Open Secure Sockets Layer）是一个开放源代码的软件库包，应用程序可以使用这个包来进行安全通信，避免窃听，同时确认另一端连接者的身份。Netscape公司在推出第一个Web浏览器的同时，提出了SSL协议标准。其目标是保证两个应用间通信的保密性和可靠性，可在服务器端和用户端同时实现支持。SSL已经成为互联网上保密通讯的工业标准。

SSL能使用户/服务器应用之间的通信不被攻击者窃听，并且始终对服务器进行认证，还可选择对用户进行认证。SSL协议要求建立在可靠的传输层协议之上，比如TCP。SSL协议的优势在于它是与应用层协议独立无关的，高层的应用层协议（例如HTTP、FTP、TELNET等）能透明地建立于SSL协议之上。SSL协议在应用层协议通信之前就已经完成加密算法、通信密钥的协商以及服务器认证工作。在此之后应用层协议所传输的数据都会被加密，从而保证通信的私密性。

# 实验体会

通过本次实验，基本搞清楚Telnet、SSH、FTP这三种网络协议的内涵以及如今的使用场景，完成了联机环境的搭建。对于Java网络编程类库还存在一些问题，Java语言之前并没有深入接触过，对于一些类库的API更是无从下手。
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