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**Задание:** разработать программу, декодирующую зашифрованный текст методом частотного анализа. Программа должна выполнять следующие действия:

* зашифровать исходный текст с использованием шифра Цезаря;
* декодировать полученный текст методом частотного анализа с уточнением биграммам;
* результаты шифрования и декодирования сохранить в отдельные файлы.

**Решение:**

1. Сканируем зашифрованный текст и файл, из которого будут браться частоты естественного языка. Выписываем все найденные символы и биграммы, и подсчитываем их частоту встречания в тескте

2. Сортируем символы по частоте употребления в естественном языке и в зашифрованном файле. Сопоставляем.

3. Два полученных словаря биграмм сортируются по частоте в порядке убывания.

4. Используем 10 наиболее часто встречаемых пар. Биграмм, считываемые из обоих словарей, сопоставляются. Делаем проход по всему зашифрованному тексту, считывая биграммы в виде двух символов, сдвигая на один символ каждый шаг. Если конкатенация этих символов не встречается в десяти часто встречаемых, то записывается первый символ из считанных. В противном случае записывается биграмма из незашифрованного словаря и происходит сдвиг на 2 символа.

**Вывод:** Успешность декодирования с использованием частотного анализа составила ≈ 35%. После уточнения биграммами успешность декодидирования составила ≈60%.