**\* Testing Technique**

**1. Static Testing:**

* **Definition:** Reviewing and evaluating software documentation, code, and design without executing the program.
* **Example (Ecommerce):** Reviewing the codebase and design documents of an online shopping cart system before it is implemented.
* **Testing Category:** White Box Testing
* **Performed by:** Developers or peers in the development team

**2. Dynamic Testing:**

* **Definition:** Involves the execution of the software to evaluate its behavior during runtime.
* **Example (Ecommerce):** Running test cases to ensure that the shopping cart updates correctly as users add or remove items.
* **Testing Category:** Black Box Testing
* **Performed by:** QA professionals

**\* Testing Category**

**1. White Box Testing:**

* **Definition:** Examines the internal logic and structure of a system, testing individual components and their interactions.
* **Example (Ecommerce):** Verifying that the discount calculation algorithm in the shopping cart functions correctly.
* **Testing Category:** Structural Testing
* **Performed by:** Developers or specialized testing teams

**2. Black Box Testing:**

* **Definition:** Focuses on evaluating the functionality of a system without knowledge of its internal code or structure.
* **Example (Ecommerce):** Testing the user interface and functionality of an online store without access to the source code.
* **Testing Category:** Functional Testing
* **Performed by:** QA professionals

**3. Grey Box Testing:**

* **Definition:** Combines elements of both white box and black box testing, where testers have partial knowledge of the internal structure.
* **Example (Ecommerce):** Testing the interaction between the database and the frontend without full knowledge of the code.
* **Testing Category:** Hybrid Testing
* **Performed by:** QA professionals or developers with limited knowledge of the system

**4. Gorilla Testing:**

* **Definition:** Involves testing a specific module or functionality intensively to uncover defects.
* **Example (Ecommerce):** Focusing on rigorous testing of the payment processing module to identify any vulnerabilities.
* **Testing Category:** Black Box Testing
* **Performed by:** QA professionals or specialized testing teams with a focus on the targeted module.

**\* Testing Types**

**Manual Testing** is a type of software testing in which test cases are executed manually by a tester without using any automated tools. The purpose of Manual Testing is to identify the bugs, issues, and defects in the software application. Manual software testing is the most primitive technique of all testing types and it helps to find critical bugs in the software application.

Any new application must be manually tested before its testing can be automated. Manual Software Testing requires more effort but is necessary to check automation feasibility. Manual Testing concepts does not require knowledge of any testing tool. One of the Software Testing Fundamental is “**100% Automation is not possible**“. This makes Manual Testing imperative.

**Automation Testing** is a software testing technique that performs using special automated testing software tools to execute a test case suite. Successive development cycles will require execution of same test suite repeatedly. Using a test automation tool, it’s possible to record this test suite and re-play it as required. Once the test suite is automated, no human intervention is required. This improved ROI of Test Automation. The goal of Automation is to reduce the number of test cases to be run manually and not to eliminate [Manual Testing](https://www.guru99.com/manual-testing.html) altogether.

Test cases to be automated can be selected using the following criterion to increase the automation ROI

* High Risk – Business Critical test cases
* Test cases that are repeatedly executed
* Test Cases that are very tedious or difficult to perform manually
* Test Cases which are time-consuming

**The following category of test cases are not suitable for automation:**

* Test Cases that are newly designed and not executed manually at least once
* Test Cases for which the requirements are frequently changing
* Test cases which are executed on an ad-hoc basis.

**### Functional Testing:** is a type of software testing that validates the software system against the functional requirements/specifications. The purpose of Functional tests is to test each function of the software application, by providing appropriate input, verifying the output against the Functional requirements.

Functional testing mainly involves black box testing and it is not concerned about the source code of the application. This testing checks User Interface, APIs, Database, Security, Client/Server communication and other functionality of the Application Under Test. The testing can be done either manually or using automation.

**1. Unit Testing:**

* + **Definition:** Testing individual components or modules of a system to ensure they function correctly.
  + **Ecommerce Example:** Verifying that the product catalog component correctly displays product details.
  + **Performed by:** Developers
  + **Testing Category:** White Box Testing

**2. Integration Testing:**

* **Definition:** Checking interactions between integrated components to ensure they work as intended.
* **Ecommerce Example:** Confirming that the shopping cart integrates seamlessly with the payment gateway.
* **Performed by:** Developers or Testers
* **Testing Category:** White Box or Black Box Testing

**3. System Testing:**

* **Definition:** Evaluating the entire system to validate that it meets specified requirements.
* **Ecommerce Example:** Ensuring that the entire ecommerce platform functions as expected, including user registration, browsing, and purchasing.
* **Performed by:** Testers
* **Testing Category:** Black Box Testing

**I. End to End Testing:**

* + **Definition:** Testing the complete flow of a system, simulating real world scenarios.
  + **Ecommerce Example:** Testing the entire purchase process from product selection to payment and order confirmation.
  + **Performed by:** Testers
  + **Testing Category:** Black Box Testing

**II. Smoke Testing:**

* + - **Definition:** Checking if the essential functions of an application work without detailed testing.
    - **Ecommerce Example:** Verifying that the main page loads and basic navigation works.
    - **Performed by:** Testers
    - **Testing Category:** Black Box Testing

**III. Sanity Testing:**

* + - **Definition:** Verifying specific functionalities after changes to ensure no major issues exist.
    - **Ecommerce Example:** Testing the login functionality after a recent code change.
    - **Performed by:** Testers
    - **Testing Category:** Black Box Testing

**IV. Happy Path Testing:**

* + - **Definition:** Testing the system under normal, expected conditions.
    - **Ecommerce Example:** Completing a purchase with all correct information.
    - **Performed by:** Testers
    - **Testing Category:** Black Box Testing

**V. Monkey Testing:**

* + - **Definition:** Randomly testing the application without a specific test plan.
    - **Ecommerce Example:** Clicking various buttons and links in a random order to identify unexpected behaviors.
    - **Performed by:** Testers
    - **Testing Category:** Black Box Testing

**4. Interface Testing:**

* **Definition:** Verifying interactions between different software components.
* **Ecommerce Example:** Checking communication between the frontend and backend systems.
* **Performed by:** Testers
* **Testing Category:** Black Box Testing

**5. Regression Testing:**

* **Definition:** Ensuring that new code changes do not negatively impact existing functionalities.
* **Ecommerce Example:** Verifying that a recent code update did not introduce errors in the checkout process.
* **Performed by:** Testers
* **Testing Category:** Black Box Testing

**6. Acceptance Testing:**

* + **Definition:** Validating whether the system meets business requirements.
  + **Ecommerce Example:** Checking if the ecommerce platform fulfills specified business criteria.
  + **Performed by:** Users or Testers
  + **Testing Category:** Black Box Testing

**I. Alpha Testing:**

* + - **Definition:** Assessing the software in a controlled environment before releasing it to a larger audience.
    - **Ecommerce Example:** Testing an early version of the ecommerce platform with a select group of users.
    - **Performed by:** Users or Testers
    - **Testing Category:** Black Box Testing

**II. Beta Testing:**

* + - **Definition:** Collecting user feedback on a pre released version of the software.
    - **Ecommerce Example:** Inviting a group of customers to test and provide feedback on a new website feature.
    - **Performed by:** Users or Testers
    - **Testing Category:** Black Box Testing

**7. Component Testing:**

* + **Definition:** Testing individual software components or modules in isolation.
  + **Ecommerce Example:** Testing the search functionality of an ecommerce website independently.
  + **Performed by:** Developers or Testers
  + **Testing Category:** White Box Testing

**8. Retesting:**

* **Retesting** is a software testing activity that involves the execution of test cases for a specific defect or issue that was identified and reported earlier in the testing process. The purpose of retesting is to verify whether the reported defect has been fixed correctly.

**### NonFunctional Testing:** is defined as a type of Software testing to check non-functional aspects (performance, usability, reliability, etc) of a software application. It is designed to test the readiness of a system as per nonfunctional parameters which are never addressed by functional testing.

An excellent example of non-functional test would be to check how many people can simultaneously login into a software. Non-functional testing is equally important as [functional testing](https://www.guru99.com/functional-testing.html) and affects client satisfaction.

**1. Security Testing:**

* + **Definition:** Evaluating the system's ability to protect data and maintain functionality under potential security threats.
  + **Ecommerce Example:** Checking the encryption and security measures in place during online transactions.
  + **Performed by:** Testers
  + **Testing Category:** Black Box Testing

**I. Penetration Testing:**

* + - **Definition:** Simulating cyberattacks to identify vulnerabilities in the system.
    - **Ecommerce Example:** Attempting to exploit weaknesses in the website's security.
    - **Performed by:** Testers
    - **Testing Category:** Black Box Testing

**2. Performance Testing:**

* + **Definition:** Assessing the system's responsiveness and stability under various conditions.
  + **Ecommerce Example:** Testing how the website handles a high volume of simultaneous user interactions.
  + **Performed by:** Testers
  + **Testing Category:** Black Box Testing

**I. Load Testing:**

* + - **Definition:** Evaluating the system's performance under expected load conditions.
    - **Ecommerce Example:** Simulating a large number of users accessing the website simultaneously.
    - **Performed by:** Testers
    - **Testing Category:** Black Box Testing

**II. Stress Testing:**

* + - **Definition:** Assessing the system's behavior under extreme conditions to identify breaking points.
    - **Ecommerce Example:** Checking how the website handles a sudden surge in traffic.
    - **Performed by:** Testers
    - **Testing Category:** Black Box Testing

**III. Soak Testing:**

* + - **Definition:** Evaluating system performance over an extended period to identify issues related to prolonged use.
    - **Ecommerce Example:** Running continuous transactions for an extended period to detect memory leaks.
    - **Performed by:** Testers
    - **Testing Category:** Black Box Testing

**IV. Spike Testing:**

* + - **Definition:** Testing the system's response to sudden and extreme increases in load.
    - **Ecommerce Example:** Simulating a sudden influx of users during a flash sale.
    - **Performed by:** Testers
    - **Testing Category:** Black Box Testing

**V. Volume Testing:**

* + - **Definition:** Assessing the system's performance with a large amount of data.
    - **Ecommerce Example:** Testing how the system handles a massive product catalog.
    - **Performed by:** Testers
    - **Testing Category:** Black Box Testing

**VI. Endurance Testing:**

* + - **Definition:** Checking the system's ability to handle a sustained workload over an extended period.
    - **Ecommerce Example:** Running continuous transactions for an entire day to ensure stability.
    - **Performed by:** Testers
    - **Testing Category:** Black Box Testing

**VII. Scalability Testing:**

* + - **Definition:** Evaluates a system's ability to handle growing amounts of data, users, or transactions without compromising performance.
    - **Example (Ecommerce):** Simulating a sudden increase in website traffic during a flash sale to ensure the system can handle the load.
    - **Testing Category:** Performance Testing
    - **Performed by:** Performance Engineers

**3. Usability Testing:**

* + **Definition:** Assesses how userfriendly and intuitive a system is by evaluating the user interface and overall user experience.
  + **Example (Ecommerce):** Testing how easily customers can navigate the online store, find products, and complete the checkout process.
  + **Testing Category:** Black Box Testing
  + **Performed by:** Usability Testers or Quality Assurance (QA) professionals

**I. Exploratory Testing:**

* + - **Definition:** Informal testing approach where testers explore the application, design test cases onthefly, and execute them to uncover defects.
    - **Example (Ecommerce):** Testers navigating through the website without predefined test scripts, trying different scenarios to find unexpected issues.
    - **Testing Category:** Black Box Testing
    - **Performed by:** Testers or QA professionals

**II. CrossBrowser Testing:**

* + - **Definition:** Verifies that a web application functions correctly across different web browsers and browser versions.
    - **Example (Ecommerce):** Checking if an online store works seamlessly on Chrome, Firefox, Safari, and Internet Explorer.
    - **Testing Category:** Black Box Testing
    - **Performed by:** QA professionals

**III. Accessibility Testing:**

* + - **Definition:** Ensures that a system is accessible to users with disabilities, conforming to accessibility standards.
    - **Example (Ecommerce):** Testing whether an online store is navigable using screen readers for visually impaired users.
    - **Testing Category:** Black Box Testing
    - **Performed by:** Accessibility Testers or QA professionals

**4. Compatibility Testing:**

* + **Definition:** Ensures that a system functions correctly across different environments, devices, and configurations.
  + **Example (Ecommerce):** Verifying that an online store works on various devices like desktops, tablets, and smartphones.
  + **Testing Category:** Black Box Testing
  + **Performed by:** QA professionals

**5. Reliability Testing:**

* + **Definition:** Evaluates the system's ability to perform consistently and reliably under various conditions.
  + **Example (Ecommerce):** Testing the reliability of the order processing system to ensure it doesn't fail during peak shopping times.
  + **Testing Category:** Black Box Testing
  + **Performed by:** QA professionals

**6. Installation Testing:**

* + **Definition:** Verifies that the software is installed, configured, and uninstalled correctly without causing issues.
  + **Example (Ecommerce):** Testing the installation process of an ecommerce platform on different operating systems.
  + **Testing Category:** Black Box Testing
  + **Performed by:** QA professionals

**7. Documentation Testing:**

* + **Definition:** Verifies that the system's documentation is accurate, complete, and userfriendly.
  + **Example (Ecommerce):** Reviewing user manuals and help guides for an online store to ensure they provide clear instructions.
  + **Testing Category:** Black Box Testing
  + **Performed by:** QA professionals or Technical Writers

**Positive Testing** is a type of testing which is performed on a software application by providing the valid data sets as an input. It checks whether the software application behaves as expected with positive inputs or not. Positive testing is performed in order to check whether the software application does exactly what it is expected to do.

For example –
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There is a text box in an application which can accept only numbers. Entering values up to 99999 will be acceptable by the system and any other values apart from this should not be acceptable. To do positive testing, set the valid input values from 0 to 99999 and check whether the system is accepting the values.

**Negative Testing** is a testing method performed on the software application by providing invalid or improper data sets as input. It checks whether the software application behaves as expected with the negative or unwanted user inputs. The purpose of negative testing is to ensure that the software application does not crash and remains stable with invalid data inputs.

For example –

![Positive Vs Negative testing](data:image/png;base64,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)

Negative testing can be performed by entering characters A to Z or from a to z. Either software system should not accept the values or else it should throw an error message for these invalid data inputs.

In both the testing, the following needs to be considered:

* Input data
* An action which needs to be performed
* Output Result

**Testing Technique used for Positive and Negative Testing:**

* Boundary Value Analysis
* Equivalence Partitioning