**DOKUMENTACJA TIME MANAGER**

**BACKEND**

**Authorization**

***Registration***

-/auth/register - rejestracja

-method: POST

-req.body = {username: string, email: string, password: string}

-output KOD 201: {message: created new user}

-output kody 400: {message: failed while creating new user}

Akcja: Hash the password with bcrypt, store all the data in the database in `users` table

***Logging in***

* **auth/login**
* **method: POST**
* **output kod 201: {token: \*token}**
* **output kody 400: {message: given wron user data}**
* **action: creating new tokenJWT in which we store encoded userID**

***USER AUTH FOR QUERIES***

-function: verifyJWT

-action: decode token, get userId from it

-it is used to forbid getting the data from the DB while not being logged-in