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**Adoption of a secure coding standard, and not leaving security to the end.**

Throughout the course, we have used this standard. When we worked on unit testing, we had to test our code right away to make sure that SQL injection and many other issues couldn’t happen to our code including buffer overflow. This allows us to right away rule out these attacks that leave our code vulnerable. If we waited to the end this would have left our code in a vulnerable state which can lead to more issues down the road if this wasn’t resolved in the first place.

**Evaluation and assessment of risk and cost-benefit of mitigation.**

All types of problems we run into involve mitigation. We need to decide if each problem we encounter has a risk and if the benefit is worth it. The best example of this is security. We see the risk of no security is that attacks are able to happen and can ruin our whole project so we need to decide if security systems should be invested in to protect us. They have a lot of price to them but at the end of the day, the cost of these systems will benefit us greatly in the long run.

**Zero-trust.**

Zero-trust is something we recently went over. Zero trusts are something we all need to follow. The rule is very important. Basically, it means that we should always assume people are not trustworthy so that we do not give away the privacy of the company to people outside of the company. This has happened to many companies in the past and I always think of movies and how they have leaked scenes due to people breaking the zero-trust policy resulting in word getting out over major plot leaks.

**Implementation and recommendations of security policies.**

Implementing the security policies I stated in the final project, we can understand why people choose to follow these policies. We see that it allows everyone to understand one set of rules without confusion resulting in an understanding amongst one another. This allows everyone to correct each other if they see another worker doing the wrong thing. This also is a great way to clearly state what’s right and what is the wrong way to do things so everyone can stay on track with the policy.