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Using salt and pepper in hash functions is important because it is difficult for attackers to reverse and get the original password. Salt is when random data is added to the input data before sending it into a cryptographic hash function. Salt can be stored next to the hash value. Pepper is added the same way to the input data before sending it to the hash function, however, the difference is that pepper is kept secret by storing it separately or not at all. These ways of securing data, like passwords, are needed so that your important, personal information is kept very secure and safe.

Modern versions of UNIX/Linux use salt to keep your password safe. When sending your password through their hashing algorithm, it first adds a numerical number that tells you that the hashing algorithm is being used. After that comes the salt value. The last field is the hash value. If there was no salt value applied before storing a password, then it would be easier to use a dictionary attack to guess the password. I am glad modern versions of UNIX/Linux use a salt value to keep passwords safe.

Windows does not salt their NTLM hashes. By not using salt, it is possible for attackers to use pre-computation attacks. It is also easier to notice similar passwords based on NT hashes solely where the encryption is not broken up. In many situations, NT hashes are equivalent to passwords. This allows for authentication solely on the knowledge of the hash itself. With this being the case, the attack known for figuring out the passwords by looking at the hashes is called Pass-the-Hash.
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