**Техническое задание на разработку базы данных для кинотеатра**

**1. Общие сведения**

**1.1. Наименование системы**

**1.1.1. Полное наименование системы**

Корпоративная система хранения данных о сеансах

**1.1.2. Краткое наименование системы**

КСХДС

**1.2. Основания для проведения работ**

Работа будет выполняться на основании договора №312 от 01.05.2024 между Богомоловым Максимом Евгеньевичем и Гайдуковым Мирославом Игоревичем

**1.3. Наименование организация - Заказчика и Разработчика**

**1.3.1. Заказчик**

Заказчик: Кинотеатр «Премьер»

Адрес фактический: г. Ейск, ул. Ленина, 42  
Телефон: +8 (861) 322-22-08

**1.3.2. Разработчик**

Разработчик: Богомолов Максим Евгеньевич  
Адрес фактический: г. Ейск, ул. Коммунистическая 83/3  
Телефон: +7 905 475-05-16

**1.4. Плановые сроки начала и окончания работы**

Начало работы: 15.05.2024.

Окончание работы: 15.06.2024.

Дальнейшая эксплуатация проекта проводится до конца действия договора между Заказчиком и Разработчиком.

**1.5. Источники и порядок финансирования**

Финансирование на работу выделяются из бюджета предпринимателя.

**1.6. Порядок оформления и предъявления заказчику результатов работ**

Работы по созданию базы данных сдаются Разработчиком поэтапно в соответствии с календарным планом Проекта. По окончании каждого из этапов работ Разработчик сдает Заказчику соответствующие отчетные документы этапа, состав которых определены Договором.

**2. Назначение и цели создания системы**

**2.1. Назначение системы**

КСХДС предназначен для увеличения эффективности работы в кинотеатре. Также данная система сможет хранить информацию о сотрудниках, фильмах, сеансах, также позволяет вычислять выручку и многое другое. Система сможет автоматизировать следующие процессы:

- Продажа билетов посетителям.

- Показ фильмов и сеансов.

И многое другое.

**2.2. Цели создания системы**

КСХДС будет иметь следующие функции:

- Мониторинг сеансов, сотрудников.

- Расчёт зарплаты сотрудников, выручки за определённые месяцы и т.д.

- Хранение информации о предстоящих сеансах, работниках кинотеатра.

- Покупка билетов на сайте.

**3. Характеристика объектов автоматизации**

|  |  |  |  |
| --- | --- | --- | --- |
| **Структурное подразделение** | **Наименование процесса** | **Возможность автоматизации** | **Решение об автоматизации в ходе проекта** |
| Отдел бухгалтерии | Анализ отклонений фактических значений показателей от плановых | Возможна | Будет автоматизирован |
| Отдел кассы | Согласование бронирования мест | Возможна | Будет автоматизирован |
| Отдел управления | Контроль за оборотом денежных средств | Возможна | Будет автоматизирован |

**4. Требования к системе**

**4.1 Требования к системе в целом**

**4.1.1. Требования к структуре и функционированию системы**

База данных должна быть централизованной, т.е. все данные должны располагаться в центральном хранилище. Информационная система должна иметь трехуровневую архитектуру: уровень первый - источник, второй - хранилище данных, третий - отчетность.

В Системе предлагается выделить следующие функциональные подсистемы:

- подсистема обработки данных, которая предназначена для реализации ввода данных;

- подсистема хранения данных, которая предназначена для хранения данных в таблицах;

- подсистема формирования отчетности.

1. Определяются требования к режимам функционирования системы.

2. Система должна стабильно работать.

3. Персональный компьютер должен иметь бесперебойное питание.

**4.1.2. Требования к численности и квалификации персонала системы и режиму его работы**

В состав персонала, необходимого для обеспечения эксплуатации базы данных в рамках соответствующих подразделений Заказчика, необходимо выделение следующих ответственных лиц:  
- Руководитель эксплуатирующего подразделения - 1 человек.  
- Администратор подсистемы сбора, обработки и загрузки данных - 2 человека.  
- Администратор подсистемы хранения данных - 2 человека.  
- Администратор подсистемы формирования отчетности - 1 человек.

Данные лица должны выполнять следующие функциональные обязанности.  
- Руководитель эксплуатирующего подразделения - на всем протяжении функционирования базы данных обеспечивает общее руководство группой сопровождения.  
- Администратор подсистемы сбора, обработки и загрузки данных - на всем протяжении функционирования базы данных обеспечивает контроль, подготовку и загрузку данных из внешних источников в хранилище данных.  
- Администратор подсистемы хранения данных - на всем протяжении функционирования базы данных обеспечивает распределение дискового пространства, модификацию структур, оптимизацию производительности.  
- Администратор подсистемы формирования отчетности - на всем протяжении функционирования базы данных обеспечивает поддержку пользователей, формирование отчетности

К квалификации персонала, эксплуатирующего Систему, предъявляются следующие требования:  
- Конечный пользователь - знание соответствующей предметной области; знания и навыки работы с аналитическими приложениями.  
- Администратор подсистемы сбора, обработки и загрузки данных - знание методологии проектирования хранилищ данных; знание методологии проектирования ETL процедур; знание интерфейсов интеграции БД с источниками данных; знание СУБД; знание языка запросов SQL.  
- Администратор подсистемы хранения данных - глубокие знания СУБД; знание архитектуры «Звезда» и «Снежинка»; опыт администрирования СУБД; знание и навыки операций архивирования и восстановления данных; знание и навыки оптимизации работы СУБД.

- Администратор подсистемы формирования отчетности - понимание принципов многомерного анализа; знание методологии проектирования хранилищ данных; знание и навыки администрирования приложения; знание языка запросов SQL; знание инструментов разработки.

**4.1.3. Показатели назначения**

Система должна обеспечивать следующие количественные показатели, которые характеризуют степень соответствия ее назначению:  
- Количество измерений – 2.  
- Количество показателей – 2.  
- Количество аналитических отчетов – 2.

**4.1.4 Требования к надежности**

Уровень надежности должен достигаться согласованным применением организационно-технических мероприятий и программно-аппаратных средств.  
Надежность должна обеспечиваться за счет:  
- применения технических средств, системного и базового программного обеспечения, соответствующих классу решаемых задач;  
- своевременного выполнения процессов администрирования базы данных;  
Время устранения отказа должно быть следующим:  
- при перерыве и выходе за установленные пределы параметров электропитания - не более 30 минут.  
- при перерыве и выходе за установленные пределы параметров программного обеспечением - не более 12 часов.  
- при выходе из строя БД - не более 16 часов.

**4.1.5. Требования к эргономике и технической эстетике**

Подсистема формирования и визуализации отчетности данных должна обеспечивать удобный для конечного пользователя интерфейс, отвечающий следующим требованиям.  
*В части внешнего оформления:*  
- интерфейсы подсистем должен быть типизированы;  
- должно быть обеспечено наличие локализованного (русскоязычного) интерфейса пользователя;  
- должен использоваться шрифт: Times New Roman  
- размер шрифта должен быть: 14  
- цветовая палитра должна быть: черный  
- в шапке отчетов должен использоваться логотип Заказчика.  
*В части диалога с пользователем:*  
- для наиболее частых операций должны быть предусмотрены «горячие» клавиши;  
- при возникновении ошибок в работе подсистемы на экран монитора должно выводиться сообщение с наименованием ошибки и с рекомендациями по её устранению на русском языке.  
*В части процедур ввода-вывода данных должна быть возможность многомерного анализа данных в табличном и графическом видах.*

К другим подсистемам предъявляются следующие требования к эргономике и технической эстетике.  
*В части внешнего оформления:*  
- интерфейсы по подсистемам должен быть типизированы.  
*В части диалога с пользователем:*  
- для наиболее частых операций должны быть предусмотрены «горячие» клавиши;  
- при возникновении ошибок в работе подсистемы на экран монитора должно выводиться сообщение с наименованием ошибки и с рекомендациями по её устранению на русском языке.

*В части процедур ввода-вывода данных:*  
- должна быть возможность получения отчетности по мониторингу работы подсистем.

**4.1.6. Требования к эксплуатации, техническому обслуживанию, ремонту и хранению компонентов системы**

Технические средства Системы и персонал должны размещаться в существующих помещениях Заказчика, которые по климатическим условиям должны соответствовать ГОСТ 15150-69 «Машины, приборы и другие технические изделия. Исполнения для различных климатических районов. Категории, условия эксплуатации, хранения и транспортирования в части воздействия климатических факторов внешней среды» (температура окружающего воздуха от 5 до 40 °С, относительная влажность от 40 до 80 % при t=25 °С, атмосферное давление от 630 до 800 мм ртутного столба).

Размещение технических средств и организация автоматизированных рабочих мест должны быть выполнены в соответствии с требованиями ГОСТ 21958-76 Система «Человек-машина». Зал и кабины операторов. Взаимное расположение рабочих мест. Общие эргономические требования».

Для электропитания технических средств должна быть предусмотрена трехфазная четырехпроводная сеть с глухо заземленной нейтралью 380/220 В (+10-15)% частотой 50 Гц (+1-1) Гц. Каждое техническое средство запитывается однофазным напряжением 220 В частотой 50 Гц через сетевые розетки с заземляющим контактом.

**4.1.7. Требования к защите информации от несанкционированного доступа**

**4.1.7.1. Требования к информационной безопасности**

Обеспечение информационное безопасности Системы БД должно удовлетворять следующим требованиям:  
- Защита Системы должна обеспечиваться комплексом программно-технических средств и поддерживающих их организационных мер.  
- Защита Системы должна обеспечиваться на всех технологических этапах обработки информации и во всех режимах функционирования, в том числе при проведении ремонтных и регламентных работ.  
- Программно-технические средства защиты не должны существенно ухудшать основные функциональные характеристики Системы (надежность, быстродействие, возможность изменения конфигурации).  
- Разграничение прав доступа пользователей и администраторов Системы должно строиться по принципу "что не разрешено, то запрещено".

Для обеспечения выполнения требований по надежности должен быть создан комплект запасных изделий и приборов.

Состав, место и условия хранения ЗИП определяются на этапе технического проектирования.

**4.1.7.2. Требования к антивирусной защите**

Средства антивирусной защиты должны быть установлены на всех рабочих местах пользователей и администраторов Системы базы данных. Средства антивирусной защиты рабочих местах пользователей и администраторов должны обеспечивать:  
- централизованное автоматическое обновление вирусных сигнатур на рабочих местах администраторов;  
- ведение журналов вирусной активности.

**4.1.7.3. Разграничения ответственности ролей при доступе к показателям**

Требования по разграничению доступа приводятся в виде матрицы разграничения прав.

Матрица должна раскрывать следующую информацию:  
- код ответственности: Ф - формирует, О – отвечает, И – использует и т.п.;  
- наименование объекта системы, на который накладываются ограничения;  
- роль сотрудника/единица организационной структуры, для которых накладываются ограничения.

**4.1.8. Требования по сохранности информации при авариях**

В Системе должно быть обеспечено резервное копирование данных. Выход из строя трех жестких дисков дискового массива не должен сказываться на работоспособности подсистемы хранения данных.