**Access Level**

|  |  |  |  |
| --- | --- | --- | --- |
| **Use Case Name:** Access Level | | **ID:** 22 | **Importance Level:** High |
| **Primary Actor:** Admin | **Use Case Type:** Detail, Essential | | |
| **Stakeholders and Interests:**  Admin – Wants to set or modify the access level for each user | | | |
| **Brief Description:**  This use case describes how admins can set or modify the access level for users. | | | |
| **Trigger:**  When an admin opens his or her panel, they click on Setting/editing access levels.  **Type:**  External | | | |
| **Relationships:**  **Association**: Admin  **Include**:  **Extend**:  **Generalization**: | | | |
| **Normal Flow of Events:**   1. The administrator opens his or her personal profile. 2. The "set or edit access level" option will be clicked. 3. He or she can search and filter users list to find a specific user who wants to set or edit its access level. 4. He or she selects one of the listed users from the search query records. 5. He or she sees more information about the selected user by clicking on it. 6. He or she sets a new access level for the user or changes its access to a new one. (Note that a default access level for each type of user was set at the time of registration.) 7. The changes will be saved by the administrator after pushing the Done button. 8. An email or SMS will be sent to the user, indicating that his or her access level has been modified. | | | |
| **Sub Flows:** | | | |
| **Alternate/Exceptional Flows:**  If the search result has no outputs:   1. Requests that the user enter another constraint with care. | | | |