**Login**

|  |  |  |  |
| --- | --- | --- | --- |
| **Use Case Name**: Login | | **ID:** 1 | **Importance Level:** High |
| **Primary Actor :** Admin, Manager, Expert, Buyer, Seller | **Use Case Type:** Detail, Essential | | |
| **Stakeholders and Interests:**  Manager – Wants to Safely login to him/her profile  Admin – Wants to Safely login to him/her profile  Expert – Wants to Safely login to him/her profile  Buyer – Wants to Safely login to him/her profile  Seller – Wants to Safely login to him/her profile | | | |
| **Brief Description:**  This use case describes how the users can login to the system. | | | |
| **Trigger:**  By searching the URL in the browser or Click the Login button  **Type:**  Externals | | | |
| **Relationships:**  **Association**: Admin, Manager, Expert, Buyer, Seller  **Include**:  **Extend**: Wrong information  **Generalization**: | | | |
| **Normal Flow of Events:**   1. The User enters his/her correct personnel code and password. 2. He/She clicks the login button. 3. The informations will be send to server to Authorization   Access and refresh token generates and user will be Redicrect to his/her profile (home page). | | | |
| **Sub Flows:** | | | |
| **Alternate/Exceptional Flows:**  If the user enters the wrong password: 1. User clicks account recovery button 2. If password incorrect for multiple times:  force user to recover the account 3. Else:  go to the normal flow | | | |