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绪论

首先，我要在这里阐述一下狭义网络暴力与广义网络暴力的区别。

狭义网络暴力：是网民在网络上的暴力行为，社会暴力在网络上的延伸。严重损害事件当事人的利益（生活秩序，精神状态，名誉等）。这可能是大部分人潜意识中对于网络暴力的定义，我在互联网上找相关资料的时候，找到的大多也属于这类。

广义网络暴力：狭义网络暴力中的暴力行为不仅可以被网民使用，还可以被其他个体或组织使用，其目的亦可好可坏。暴力在这里是一个中性词。

我在这里讨论的，既有狭义的网络暴力，也有广义的网络暴力。到了广义网络暴力层次，就不能简单地对某种网络暴力的对错下结论了。

1. 我会首先分析互联网所具有的特性，以及互联网事件生命周期的规律。分析完之后盘点一下主要的几种网络暴力类型。最后说一下相关的方案与对策。

互联网的特性

想要了解网络暴力，必须先深入了解互联网究竟是一个什么东西。互联网的特性是一切的基础。

各种类型的网络暴力的产生或多或少地利用了互联网的某种特性；对网络暴力的解决方案，背后的原理也是基于这些互联网特性的，正所谓“解铃还须系铃人”。

信息永久保存

网络爬虫之类的工具会不停地收集网民上传至互联网的信息，并在整个互联网之中传递，甚至下载到离线存储器之中。可以说一旦网民的信息被上传，想要删除这些信息已经是难上加难的了。

要是再考虑到这一点：你身边的一切设备都在无声地上传着你的信息，那就更可怕了。现在的设备应用都要求用户输送数据到服务器，用户借以换取设备应用所带来的便利，这真是一个残忍的交易。

可以说，现在几乎所有的人，都不再有隐私可言。

上资料：

* 作者：让生命活出精彩
* 链接：https://www.zhihu.com/question/49502870/answer/159741155
* 来源：知乎
* 著作权归作者所有。商业转载请联系作者获得授权，非商业转载请注明出处。
* 对于绝大多数的人来说，我可以轻易的获取的信息包括:
* 1、你的户籍信息，家庭成员信息，所受教育记录，名下资产信息，车辆信息，四行余额。
* 2、你所用过的手机号，你所用过的各种主流账号（支付宝，QQ，微信，淘宝）（如果你密码有所雷同，还可以登录你的账户，如果不怕承担法律风险甚至可以取走你的钱）
* 3、你的淘宝送货地址，美团外卖地址，美团外卖记录，滴滴打车记录，火车飞机记录，全国宾馆记录。
* 4、你现在所在的位置（实时定位），你这一天行动的轨迹，等等。
* 这是在我们私人侦探圈，或者是个人信息售卖圈习以为常的，也是圈子之外的人不可置信的。
* 如果没有在这个圈子里面，你会觉得自己每次输入的信息都会得到妥善的保护，你会相信自己只在学校记录的学籍信息，自己仅仅在淘宝，京东等输入过得信息，必然会得到妥善的保护。
* 然而，当你第一次接触到这个行业，试图去验证你信息有多安全的时候，你才会发现，自己竟然如同赤身脱体于互联网之下，你的所有的信息，竟然全部都能够被获取，让人胆战心惊。

信息永久保存，是人肉搜索的基础：自己在互联网上的蛛丝马迹，除了方便自身的设备应用之外，其他人也能利用。利用一些社工手段，我可以轻易地取得在座各位的人身信息。

可惜的是，人们并没有限制信息只在特定区域使用的权利。这根本做不到。

网民群体的特征

网民对于网络的使用能力差别很大，存在着一个能力的阶梯。

信息检索也不是人人都会的，要是人人都很牛逼，那还得了？互联网其实千疮百孔，漏洞百出。所幸互联网上绝大多数人都是头脑简单，对网络什么都不懂的小白，不然互联网早就被毁灭了。

信息过剩

前面说过了，互联网上绝大多数人都是小白。虽然人们有选择信息的权利，但是现在互联网上信息这么多，在海量信息面前这就成了伪自由选择。强人尚且可以精准找到自己要的信息，但是大多数人都是随波逐流，被动接受互联网上各种媒体灌输给他们的信息，这叫做网民的被迫接收状态。

开放

任何人都能上网。现在互联网已经非常普及了。截至2016年6月，中国网民规模达到7.10亿（上折线图）。这么多人，只要连上网就能上网，完全没有什么“审查机制”在阻挡。

并且，任何人在能力充足的情况下，能够做任何能够做的事情，能够进入互联网下几乎任何领域。只要技术允许，就能做。结果便是：互联网上存在大量不同阶层的人物，鱼龙混杂。

匿名

虽然有信息泄露的威胁，但是考虑到网民群体中能力差距的存在，我们可以认为互联网是相对匿名的。大部分人都有侥幸心理，信息泄露就泄露吧，泄露的人那么多，搞破坏的人那么少，不会轮到我头上。

用经济学的话来说，因为匿名，所以暴力的成本是很低的。

大多数的网络暴力都基于网络的匿名性。

实际上，因为线上线下的这种相对独立，所以就有了“虚拟空间”的说法。不过这种说法现在也过气了，侧面说明线上线下独立性实际上越来越低。

互联

互联网之所以重要，是因为它让我们更加紧密的联系在一起。自古以来人与人之间联系的强化总会带来人类力量的提升。在这里，网络媒体的能力超越传统媒体，使得网民的互联实际上产生了强大的力量。

互联网事件生命周期

这个东西的灵感来自于产品生命周期PLC。（上PLC图）。产品有寻入，成长，成熟，衰退，那互联网事件为什么不可以呢？

开始：反映某一事件的信息开始出现。

传播：各种事件之间有关注量的竞争，关注者多的胜出。在这过程中从众现象越来越明显。

顶峰：达到一定规模，出现其他势力的介入，存在对原事件的二次创作（模因）。从众现象达到极致。到了这个阶段一般是没法阻止的。

消亡：事件的目标达到时，或关注价值消失时，自行消亡。

网络暴力种类

言语攻击

言语攻击，就是骂人、嘲讽、鄙视之类的，又叫做“喷人”。经常用言语攻击别人的，就被称为“喷子”。

这是最常见，最主要的网络暴力。下至网民互撕，上至商业战争，美国总统也爱开喷。

言语攻击的动机。网民在互联网上喷人的动机有很多，无不外乎两种：维护利益和娱乐。

对骂：个人利益间的冲突。一部分原因是出于对于某种问题的谈判失败，导致撕破脸皮开喷，这是在维护自身利益。除此之外，根据网民群体的能力分布来看，以喷人为乐的网民也是大量存在的。这种网民用弗洛伊德理论来说，就是在宣泄力比多（性能量）。

群骂：群体利益间的冲突。互联网强大的互联特性，使得网上超大规模社群的存在成为了可能。甜豆腐脑派和咸豆腐脑派，都是囊括至少数百万人的大圈子。这些社群之间的互动就是网络舆论的主要内容。

讨伐：大量网民骂少数几个人。比如说“铜须门事件”，是一场道德暴力事件，铜须就受到了万人唾骂。互联网的开放性使其本身成为道德讨伐的利器，每一个参与者都急迫地维护道德正义，但是他们这时往往受群体无意识的支配，形成红卫兵思维：只要动机正确，即使忽视手段的不当性也没什么问题。网民自发的多数言语攻击活动都是不计后果的，这点要加以注意。

讨伐也是实行网民舆论监督的手段。比如说“王勇平事件”，就是那个温州火车相撞说“我反正信了”的铁道部发言人。

辱骂微软小冰：这个比较有意思。对方是AI，和AI对骂，不是傻吗？显然这里不存在维护利益的动机。喷子辱骂小冰不是因为机器人抢走了他们的饭碗，而是为了娱乐。大部分人上网，都是来找乐子，或者是发泄的。只要臭骂一通能带来快感，宣泄愤怒，至于对方是谁，又有什么关系呢？

煽动

与言语攻击相反，煽动仇恨，或者说是“引战”，都是经过精心策划的。

个人、组织、企业、国家机构都能够执行煽动。这就到了广义网络暴力的层面了，什么“伊朗网军”“俄罗斯网军”，都是国家层次的网络暴力机关。

泄露他人信息、人肉搜索和线下报复

据称草根网民的人肉搜索，是猫扑首创的。

人肉搜索一般有三个等级：泄露他人信息、人肉搜索和线下报复。泄露信息最多，并且无时不刻在发生；人肉搜索少了；线下报复最少。像是前面提到的“铜须门事件”以及砸日系车事件，就是三样都有的，这类事情一般容易搞个大新闻。

对于人肉搜索的危害，社会谈论的也够多的了，但能说这一套不好吗？不能轻易下论断。如果没有这些，警察怎么跨省抓犯人呢？

营销活动

这应该是最容易被忽视的网络暴力种类了。一些机构或个人为了利益做的一些有预谋的活动，其中的代表就是炒作。好的营销，比如说公益广告什么的，我不否认。但是营销活动特殊就特殊在于，它造成的是无形的伤害。举个例子：

小学性教育课本事件：一些微博大V通过断章取义，截取一部分图片的方式攻击性教育课本，称其内容淫秽，成功引起家长反感，并最终令其被取缔。这些微博大V的动机是娱乐大众，却不想成为了良心课本被取缔的导火索。你们知道出这么一本课本有多不容易吗？这对教育界造成的损失，或比前面任何一种暴力更大。

其他一些网络暴力：

造谣传谣

黑客活动

~~暴力膜蛤~~

不多说了。

方案与对策

最后我们来谈一谈对于这些问题的方案与对策。没有完美的策略，必然会有所取舍。

法律

基本手段

对于法律来说，越暴力的事情越容易抓。法律的本质上就是一种自上而下的手段，它管不了小事。法律不是万能药，那种一遇到问题就呼吁加强监管、完善体制或是法律的行为是不负责任的。

失败的例子：网络实名制

依据：开放性

例子：防沉迷系统。技术上难以实现，管控对象太多，容易被绕过，只能实现局部实名。并且它一刀切，违背了网络的开放性和匿名性。

成功的例子：500次转发谣言判刑法律

依据：互联网事件生命周期

利用互联网事件生命周期来分析的话，我们会发现在源头阻断谣言的发生是很困难的，实际上依然还是有很多谣言转发超过500次却未被处理。这个法律最重要的作用就是可以压缩谣言影响的进一步扩大，以及在谣言的顶峰时期对其进行狙击。在这一点上，这个法律是成功的。

媒体

主要手段

意见领袖

比海量的网民更容易塑造、控制。

舆论控制主要指的是这个。

依据：信息过剩

伪自由选择，网民实际上并不知道自己想要什么（by乔布斯），多处于这种无意识的被动接收状态。

舆论控制有风险。

干预网络议题生命周期

开始：敏感词，验证码

这也算，想象一下没有这些东西会怎样，大量垃圾信息将会充斥网络

例子：爆吧事件

开始/传播：删帖等

简单粗暴

可能被利益集团利用，以打压报道，湮灭真实

传播/顶峰：网络水军，禁评 ~~近平~~

引导舆论

一把刀，借刀杀人，谁都能用

顶峰：强硬手段

顶峰：快速冷却事件

危机公关，涉事企业/官员认错态度良好等

技术

GFW：不必多说

敏感词，验证码，智能删帖等

教化

辅助手段

注重改变网民的想法

公民维权

信息保护意识：虽然你我的信息已经大量地泄露了，但至少得要注重自己的隐私权啊。

公民规则

一般适用于一些互联网社群的内部，难以应用至全网。改变不了整个互联网，就改变局部。并不是所有人都有理性基础的。

垂直社区建设

例子：美国两党电视台，军事网站，虐猫秘密网站

原理：开放，互联，网民群体特征

这绝对是个好主意。既然不能阻止网民上网，那就把他们限制在一个个相对封闭的社区，让喷子不出来“害人”，起到一个筛选的作用。比如说某些网站的评论区，简直就是喷子疯人院。因为网络的互联性质，这种事情几乎是在互联网内部自发形成的，不过监管者也可以加速这一进程，比如说建个强国论坛什么的233。

教化可以在素质比较高的社区里进行。比如说普及文明议事，组织圈子全体学习罗伯特议事规则什么的，怎么高级怎么来。每个贴吧基本上都有吧规，一般都能起到管理本社区的任务。