**From:** Telstra Security Operations

**To:** Nbn Team (nbn@email.com)

**Subject:** Urgent Security Alert for NBN Connection Infrastructure

—

To the attention of the NBN team,

the following message is to notify of a critical security threat targeting the **NBN Connection Infrastructure** (**nbn.external.network)**. Please find the details below:

- **Incident Detected:** 2022-03-20T03:16:34Z

- **Threat Description:** malicious HTTP POST request targeting the endpoint [ /tomcat.jsp ] with suspicious payload and potentially exploiting vulnerabilities of the Spring Framework

- **Priority: P1 - Critical**

Please initiate incident response procedures and assess the integrity of the targeted system.

Additional details, including logs and payload data can be provided upon request.

For any questions or issues, don’t hesitate to reach out to us.

Kind regards,

John Doe

SOC Analyst – SOC Centre

Telstra Security Operations